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Abstract:  This contibution proposes to redefine the functional model for signalling control plane expecially the reference point between the HTTP client and the HTTP server, and align the consistancy between the functional model definition and the related procedure.
1.
Introduction & Discussion

1.1
General

To make the description about functional model for signalling control plane more clearly and simpler, this contribution redefine the reference point between the HTTP client and HTTP server. Besides, one error about signalling protocol between the MCPTT server and group management server is revised.
1.2
Reference point between the HTTP client and the HTTP server
From the figure 7.3.1-2 “Functional model for signalling control plane” in section 7.3 of TS23.179 and the corresponding reference point definition in the section 7.5.3, we can know that the HTTP proxy shall be used when the HTTP client intends to communicate with the HTTP server. The general Proxy model (i.e. one or more proxies may present in the request/response chain.) can be described as followed:
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Figure 1 Proxy HTTP model
From the above figure, at most the following three reference points are involved when HTTP client intends to communicate with HTTP server.
1) The reference point HTTP-1, which is between HTTP client and HTTP proxy; 
2) The reference point HTTP-3, which is between HTTP proxy and HTTP server;

3) The reference point HTTP-4, which is between HTTP proxy and HTTP Proxy.

For simplicity, only these three reference point need to be defined without limitation where the HTTP client and HTTP server located. Therefore, the current 7.5.3.5 and 7.5.3.6 can be merged into the reference point HTTP-1 between HTTP client and HTTP proxy. In addition, there is no HTTP signalling between the MCPTT client and the MCPTT server, so no HTTP reference point is needed in the functional model of the signalling control plane. The corresponding functional model and description are also modified to keep alignment with each other.
1.3
Signalling protocol between the MCPTT server and Group management server
From the figure 7.3.1-3 “Relationships between reference points of application and signalling control planes” in section 7.3 of TS23.179, the reference point CSC-3 between the MCPTT server and group management server reflect to the HTTP2. It means that the HTTP protocol is used to the CSC-3 reference point.

However, in the section 10.4.3, the group policy acquisition procedure is based on the subscription procedure which uses SIP protocol. To keep consistency with previous description, it proposes to use a general procedure without limitation to use SIP protocol.

Considering the MCPTT service can be used for public safety applications and also for general commercial applications e.g. utility companies and railways, a more widely used protocol should be used when to support the MCPTT service. The HTTP protocol is a generic protocol and it is easy for the entity to support. Therefore we propose to use the HTTP protocol in the group policy acquisition procedure.
2.
Proposals
Based on the preceding analysis, it is kindly proposed to make some changes to the following texts in the MCPTT TS 23.179.

***********************************Start of  1st change**********************************
7.3.1
On-network functional model
Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the public network operator are part of the same trust domain).
-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.

NOTE:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

Figure 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane

In the model shown in figure 7.3.1-2, the following apply:

-
The signalling plane identities may be provided by an HSS in deployment scenarios where the PLMN operator is responsible for the IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT user database using the MCPTT-9 reference point in deployment scenarios where the MCPTT operator is responsible for the SIP core subscriptions.
Editor's note:
The text above, describing the location of identities, may be relocated to another clause of the present document.
Editor's note:
The diagrammatic representation of MCPTT-3 making use of SIP-1 and SIP-2 is for further consideration.
Figure 7.3.1-3 shows the relationships between the reference points of the application plane and the signalling plane.
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Figure 7.3.1-3: Relationships between reference points of application and signalling control planes

NOTE:
For simplicity the HTTP proxy which provides the interconnect between HTTP-1, HTTP-3 and HTTP-4 reference points is not shown in Figure 7.3.1-3
***********************************Start of  2nd change**********************************
7.4.3.3.2
HTTP proxy

This functional entity acts as the proxy for all hypertext transactions between the HTTP client and HTTP server. The HTTP proxy terminates the TLS session on HTTP-1 with the HTTP client of the MCPTT UE in order to allow the HTTP client to establish a single TLS session for hypertext transactions with multiple HTTP servers.
Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether there is an additional HTTP proxy for identity management is FFS.

The HTTP proxy shall be in the same trust domain as the HTTP clients and HTTP servers that are located within a MCPTT service provider’s network.
NOTE:
The number of instances of the HTTP proxy is deployment specific.
***********************************Start of  3rd change**********************************
7.5.2.13
Reference point CSC-3 (between MCPTT server and group management server)

The CSC-3 reference point, which exists between the MCPTT server and the group management server, provides for the MCPTT server to obtain group information. The CSC-3 reference point shall use HTTP-1 and HTTP-3 reference points for transport and routing of non-subscription/notification related signalling. The CSC-3 reference point shall use SIP-2 reference point for transport and routing of subscription/notification related signalling.
7.5.2.15
Reference point CSC-5 (between MCPTT server and configuration management server)

The CSC-5 reference point provides for the MCPTT server to obtain non-group MCPTT service related information (e.g. policy information). The CSC-5 reference point shall use HTTP-1 reference point and HTTP-3 reference point for transport and routing of non-subscription/notification related signalling. The CSC-5 reference point shall use SIP-2 reference point for transport and routing of subscription/notification related signalling.
7.5.2.17
Reference point CSC-7 (between group management server and group management server)

The CSC-7 reference point, which exists between group management servers, allows group management servers to handle group management related signalling in multiple MCPTT systems environment. The CSC-7 reference point shall use the HTTP-1, HTTP-3 and HTTP-4 reference points for transport and routing of non-subscription/notification related signalling. The CSC-7 reference point shall use SIP-2 and SIP-3 reference points for transport and routing of subscription/notification related signalling.

7.5.3.5
Reference point HTTP-1 (between the HTTP client and the HTTP proxy)

The HTTP-1 reference point exists between the HTTP client and the HTTP proxy. Between the MCPTT UE and the HTTP proxy, the HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements). The HTTP-1 reference point is based on HTTP (which may be secured using e.g. SSL, TLS). 



Editor's note:
Whether Identity management shares the same security domain as the rest of the common services core and whether CSC-1 uses HTTP-1 reference point is FFS.
7.5.3.6
Void




7.5.3.7
Reference point HTTP-3 (between the HTTP proxy and the HTTP server)

The HTTP-3 reference point exists between the HTTP proxy and the HTTP server. The HTTP-3 reference point is based on HTTP (which may be secured using e.g. SSL, TLS).
7.5.3.8
Reference point HTTP-4 (between the HTTP proxy and HTTP proxy)

The HTTP-4 reference point exists between the HTTP proxy and another HTTP proxy in a different network. The HTTP-4 reference point is based on HTTP (which may be secured using e.g. SSL, TLS).
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