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Abstract: This contribution proposes some editorial corrections.

1.
Introduction & Discussion

Revised version modifications approved (151523)

First Change: Modify PLMN to EPS in 9.2.2.1.2 and 9.2.2.1.3
Second Change:  Deleted the usage of the term “TMGI(s)”  in 10.5.3
Remarks to the previous version (151378) 

(1)
Correct the label in figure 7.3.1-3 between the SIP core and Group management  server from "SIP-3" with "SIP-2". – It has been handled in 151480
(2)
Replace the "MRF" in subclause 7.4.2.3.2 with "media distribution function". – It is already accepted in another pCR
(3) Replace the "user equipment" in text description of CSC-1 in subclause 7.5.2.11 with "user". – Did not exist in the pCR
(4)
Replace all the "PLMN operator", "PLMN network operator" with "public network operator". – PLMN operator is agreed to be used. No change via this pCR
(5) Delete the "TMGI(s)" in suclause 10.5.3, as subclause specifies that ''The TMGI is communicated between the MCPTT server and the MCPTT client using the MCPTT-1 reference point." – This is Ok
2.
Proposals
Based on the preceding analysis, it is kindly proposed to include the following texts into MCPTT TS 23.179.

***********************************Start of  first change**********************************
9.2.2.1.2
Common administration of all planes

In this scenario, all planes (application services layer, SIP core and EPS) are administered by the same party. This is illustrated in figure 9.2.2.1.2-1 below.
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Figure 9.2.2.1.2-1: Common administration of all services by one operator

Although the identities in each plane are separate according to clause 8, there is no particular sensitivity of identities and other information at the application plane, and these may be exposed to the SIP core and the EPS.

All authorisation and authentication mechanisms at each plane, i.e. the application services layer, SIP core and EPS, shall be separate, but there may be no need for any restrictions in how these are stored and managed; for example the same entity could provide services to each of the application services layer, SIP core and EPS.

9.2.2.1.3
MCPTT service provider separate from SIP core and EPS

In this scenario, as illustrated in figure 9.2.2.1.3-1, the MCPTT service provider is separate and independent from the PLMN operator, and the MCPTT service is administered independently of the EPS and SIP core.  The PLMN operator administers the EPS and the SIP core.
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Figure 9.2.2.1.3-1: MCPTT service provider administers MCPTT service separately from SIP core and EPS

The MCPTT service provider may require that all application services layer identities and other sensitive information are hidden both from the SIP core and the EPS.  

All authentication and authorisation mechanisms, including security roots, at the application services layer need not be hidden from and not available to the EPS operator.

***********************************End of first change**********************************
***********************************Start of second change**********************************
10.5.3
Information elements

The group document contains a set of data segments corresponding to the group whose configuration data is requested, plus all groups for which implicit affiliation is derived, i.e. group broadcast groups and group regroup groups as defined by 3GPP TS 22.179 [2].

For each of data segment, the following information is provided:

-
Basic status, i.e. indication on whether the group is enabled or disabled;

-
Extended status, i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status;

-
Contact URIs, i.e. additional URIs which may be used for designation of the group, for example aliases of group broadcast or group regroup group URIs;

-
Media description for group media, including transport and multiplexing information; and

-
Security related information, including security level.

Editor's note: Details of security related elements in group configuration data to be provided by SA3.

***********************************End of second change**********************************
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