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[bookmark: _Toc424654454][bookmark: _Toc428365038][bookmark: _Toc433209659][bookmark: _Toc433379621]10	Procedures and information flows
[bookmark: _Toc424654455][bookmark: _Toc428365039][bookmark: _Toc433209660][bookmark: _Toc433379622]10.1	MCPTT configuration
Editor's note:	This subclause is a placeholder for description of configuration for both on-network and off-network.
[bookmark: _Toc424654456][bookmark: _Toc428365040][bookmark: _Toc433209661][bookmark: _Toc433379623]10.1.1	General
[bookmark: _Toc433209662][bookmark: _Toc433379624]10.1.2	MCPTT UE configuration data
[bookmark: _Toc433209663][bookmark: _Toc433379625]10.1.2.1	General
Editor's note:	The functional description is FFS.
[bookmark: _Toc433209664][bookmark: _Toc433379626]10.1.2.2	Procedures
Editor's note:	The procedures description is FFS.
[bookmark: _Toc433209665][bookmark: _Toc433379627]10.1.2.3	Structure of data
The MCPTT UE configuration data includes the following information elements:
-	relay service (Y/N);
-	the list of allowed relayed MCPTT groups (optional); and
-	relay service code associated with each MCPTT group (as specified in 3GPP TS 23.303 [8]).

[bookmark: _Toc433209666][bookmark: _Toc433379628]10.1.3	MCPTT user profile
[bookmark: _Toc424758295][bookmark: _Toc433209667][bookmark: _Toc433379629]10.1.3.1	General
[bookmark: _Toc424758296][bookmark: _Toc433209668][bookmark: _Toc433379630]10.1.3.2	MCPTT user obtain the user profile (UE initiated)
The procedure for MCPTT user obtaining the user profile that is initiated by MCPTT UE is illustrated in figure 10.1.3.2-1.
Pre-conditions:
-	The MCPTT user has performed user authentication in identity management server.
-	The MCPTT UE has the secure access to the configuration management server. 


Figure 10.1.3.2-1: MCPTT user obtain the user profile (UE initiated)
1.	The configuration management client sends get MCPTT user profile request to the configuration management server. This message provides the MCPTT user's identity information.
2.	The configuration management server obtains the MCPTT user profile information.
3.	The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile information that is associated with this MCPTT user's identity. 
Table 10.1.3.2-1: MCPTT user profile response 
	22.179 ID
	Information element
	Status
	Description

	[R-5.1.3-002]
	application layer level parameters (e.g., group id, group keys)
	O
	application layer level parameters (e.g., group id, group keys) necessary for initiating and participating in selected group and Private Calls at a future time, while off the network. NOTE: This is a "run-time" requirement applicable to an already configured MCPTT UE, when groups and/or users, in addition to what was already configured, need to participate in future off-network calls.

	[R-5.1.5-001]
[R-5.1.5-002]
	MCPTT group ID list
	M
	MCPTT Groups for which the user is authorized.

	[R-5.2.1-001]
	flag
	O
	Authorized to make Broadcast Group Calls  

	[R-5.2.1-002]
	flag
	O
	privilege to override MCPTT Group Member permission to transmit on a Broadcast Group Call



[bookmark: _Toc433209669][bookmark: _Toc433379631]10.1.3.3	MCPTT user obtain the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile update that is initiated by network is illustrated in figure 10.1.3.3-1.
Pre-conditions:
-	The MCPTT user has performed user authentication in identity management server.
-	The MCPTT UE has the secure access to configuration management server.
-	The MCPTT user has previously obtained the MCPTT user profile that is associated with this MCPTT user's identity.


Figure 10.1.3.3-1: MCPTT user obtain the user profile update (network initiated)
1.	The configuration management server obtains the MCPTT user profile update information.
2.	The configuration management server sends a notification for MCPTT user data update to the configuration management client.
3.	The configuration management client sends get MCPTT user profile request to the configuration management server. 
4.	The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.

[bookmark: _Toc433209670][bookmark: _Toc433379632][bookmark: _Hlk431425283]10.1.3.4	MCPTT user upload the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.3.4-1.
Pre-conditions:
-	The MCPTT user has performed user authentication in identity management server.
-	The MCPTT UE has the secure access to configuration management server.


Figure 10.1.3.4-1: MCPTT user upload the user data
1.	The configuration management client is triggered (e.g. by user interaction operation) to upload the MCPTT user data.
2.	The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded.
3.	The configuration management server stores the MCPTT user data to the database.
4.	The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
[bookmark: _Toc433209671][bookmark: _Toc433379633]10.1.4	MCPTT group configuration management
[bookmark: _Toc433209672][bookmark: _Toc433379634]10.1.4.1	Store group configurations at the group management server
The procedure for store group configurations at the group management server is described in figure 10.1.4.1-1.
Pre-conditions:
-	The group management server may have some pre-configuration data which can be used for online group configuration validation;


Figure 10.1.4.1-1: Store group configurations at group management server
1.	The group configurations are received by the group management client of an authorized user. 
2.	The received group configurations are sent to the group management server for storage using a store group configuration request.
3.	The group management server may validate the group configurations before storage. 
4.	The group management server stores the group configurations. 
5.	The group management server provides a store group configuration response indicating success or failure. If any validation or storage fails, the group management server provides a failure indication in the store group configuration response.
Table 10.1.4.1-1: Store group configuration request 
	22.179 ID
	Information element
	Status
	Description

	[R-5.1.3-001]
	MCPTT ID list
	O
	restrict who can be a member of specific MCPTT Groups, so that those MCPTT Groups shall be inaccessible to other users, including dispatchers or supervisors.

	[R-5.1.7-001]
	MCPTT group hierarchy
	O
	organize MCPTT Groups into a hierarchy(ies)

	[R-5.2.2-001]
	Maximum number of levels of group hierarchy (B1)
	O
	Maximum number of levels of group hierarchy for group broadcast groups. 




[bookmark: _Toc433209673][bookmark: _Toc433379635]10.1.4.2	Store group configurations at the group management client
The procedure for store group configurations at the group management client is described in figure 10.1.4.2-1.
Pre-conditions:
-	The group management server may have some pre-configuration data which can be used for online group configuration validation;


Figure 10.1.4.2-1: Store group configurations at group management client
1.	The group configurations are received by the group management server. 
2.	The group management server may validate the group configurations before storage. 
3.	The group management server stores the group configurations.
4.	The received group configurations are sent to the group management client for storage using a notify group configuration request.
5.	The group management client stores the group configurations. 
6.	The group management client provides a notify group configuration response indicating success or failure.
[bookmark: _Toc433209674][bookmark: _Toc433379636]10.1.4.3	Subscription and notification for group configurations on CSC-2
The procedures for subscription and notification group configurations on CSC-2 are described in figure 10.1.4.3-1 and 10.1.4.3-2 respectively.
Pre-conditions:
-	The group management server has some group configurations stored.


Figure 10.1.4.3-1: Subscription for group configurations
1.	The group management client subscribes to the group configuration information stored at the group management server using the subscribe group configuration request. 
2.	The group management server provides a subscribe group configuration response to the group management client indicating success or failure of the request. Also, the response will provide the latest group configuration information to the group management client.


Figure 10.1.4.3-2: Notification for group configurations
1.	The group management server will update the group configurations stored as a result of configuration updates for the group by administrators or authorized users. 
2.	The group management server provides the notification to the group management client, who previously subscribed for the group configuration information. 
Table 10.1.4.3-1: Notify group configuration 
	22.179 ID
	Information element
	Status
	Description

	[R-5.1.2-001]
[R-5.1.2-002]
	MCPTT group ID list
	M
	in which of the MCPTT Groups for which it is authorized there is an ongoing MCPTT Group Call.



[bookmark: _Toc433209675][bookmark: _Toc433379637]10.2	MCPTT group and membership configuration data
[bookmark: _Toc424654457][bookmark: _Toc428365041][bookmark: _Toc433209676][bookmark: _Toc433379638]10.2.1	General
Editor's note:	The functional description is FFS.
[bookmark: _Toc424654458][bookmark: _Toc428365042][bookmark: _Toc433209677][bookmark: _Toc433379639]10.2.2	Procedures
Editor's note:	The procedures description is FFS.
[bookmark: _Toc424654459][bookmark: _Toc428365043][bookmark: _Toc433209678][bookmark: _Toc433379640]10.2.3	Structure of group and membership configuration data
The group configuration data includes the following information elements:
-	MCPTT group identity;
-	group owner;
-	group call ongoing or not;
-	group policy;
-	pre-emption capability;
-	pre-empted capability;
-	group priority;
-	associated relay service code (as specified in 3GPP TS 23.303 [8]);
-	priority level of the group;
-	the security level of the group;
-	ProSe Layer-2 Group ID (optional);
-	ProSe Group IP multicast address (optional); and
-	indication whether the UE should use IPv4 or IPv6 for that MCPTT group (optional).
The group membership data includes the following information elements:
-	MCPTT ID;
-	User Info Id (as specified in 3GPP TS 23.303 [8]);
NOTE:	User Info Id is unique (identifying an MCPTT user) to enable mapping by the application from the MCPTT ID to the IP address assigned by the ProSe layer for off-network operation.
-	user priority;
-	participant type (first responder, second responder, dispatcher, dispatch supervisor, MCPTT administrator); and
-	affiliation status.
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