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Discussion
1st change : use of identities and security for that plane (EN#2)
TS 23.179 specifies application and signalling planes. Each of planes defines its own identities and security accordingly. 

2nd  change : identity translation (EN#6)
Subclause 8 in TS 23.179 specifies application plane and SIP signalling control plane identities and defines that the MCPTT server manages the mapping between those identities as below :
The MCPTT server manages the mapping between MCPTT IDs and public user identities.

The MCPTT server manages the mapping between MCPTT IDs and public GRUUs.

Each MCPTT group ID shall be mapped to a public service identity for the MCPTT server where the group is defined.
A NOTE underneath Figure 7.3.1-1 and NOTE 1 in subclause 7.4.2.3.5 regarding the media mixer are duplicated.
3rd  change : media mixer (EN#10)
Based on the media-mixing description in the media distribution function subclause below, media mixer on the server side aspect is covered.
-
provide a media mixing function where multiple media streams are combined into a single media stream for transmission to the MCPTT UE.

4th / 5th change : Access to the data residing in the SIP database (EN#11, #12, #13, #14)
The data residing in the SIP database is user profile and subscription information. The data should not be accessed from those who do not have trust relationship with the data owner. Subclause 9.2.2.2 describes this aspect. Accessing the data is through Cx reference point and the related security aspect is addressed as defined in 3GPP TS 23.002. 
Text proposal
*** 1st change ***
7.1
Introduction

The functional model for the support of MCPTT is defined as a series of planes to allow for the breakdown of the architectural description.

Further, each plane is expected to operate in an independent manner, providing services to the connected planes as and when requested by the connected plane, and requesting services from other planes as required.

As a consequence of this each plane should manage on its own behalf:

a)
use of identities. Each plane is therefore responsible for the privacy of that plane's own identities; and

b)
security for that plane. This does not preclude a plane requesting security services from another plane, but that is a decision made within the plane, as to whether to use offered security services or mechanisms within the plane itself.


NOTE:
Terminology such as client and server are not meant to imply specific physical implementation of a functional entity.
*** 2nd change ***
7.3.1
On-network functional model
Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios (e.g. when the MCPTT service provider and the public network operator are part of the same trust domain).
-
MCPTT-9 carries multicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-4 carries unicast floor control signalling between the floor control server of the MCPTT server and the floor participant of the MCPTT UE.

-
MCPTT-7 carries unicast media between the media distribution function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media distribution function of the MCPTT server to the media mixer of the MCPTT UE.


Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study


*** 3rd change ***
7.4.2.3.5
Media distribution function 

The media distribution function is responsible for the distribution of media to call participants. By means of information provided by the MCPTT server (e.g. IP addresses, transport layer ports, etc), it will provide the following functionality:

-
provide for the reception of uplink MCPTT UE media transmission by means of the MCPTT-7 reference point;

-
replicate the media as needed for distribution to those participants using unicast transport;

-
distribute downlink media to MCPTT UEs by IP unicast transmission to those participants utilizing unicast transport by means of the MCPTT-7 reference point;

-
distribute downlink media to MCPTT UEs using multicast downlink transport of media for the call by means of the MCPTT-8 reference point; and

-
provide a media mixing function where multiple media streams are combined into a single media stream for transmission to the MCPTT UE.

NOTE 1:
If media mixing function occurs within the media distribution function, it operates independently of the media mixer in the UE.

NOTE 2:
A media mixing function within the media distribution function is not possible where the media is end to end encrypted.


*** 4th change ***
7.4.3.1.2
SIP core

7.4.3.1.2.1
General

The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the signalling control plane.

The SIP core shall be either:
1.
compliant with 3GPP TS 23.228 [5], i.e. the SIP core is a 3GPP IP multimedia core network subsystem; or

2.
a SIP core, which internally need not comply with the architecture of 3GPP TS 23.228 [5], but with the reference points that are defined in subclause 7.5.3 (if exposed), compliant to the reference points defined in 3GPP TS 23.002 [3].

The data related to the functions of the SIP core, e.g. for data for application service selection, the identity of the serving registrar or authentication related information may be provided by the public network operator responsible for the bearer plane. In this case, the SIP database that is the source of the data may be part of the HSS. Alternatively, this data may be provided by the MCPTT service provider. In this case, the source of the data may be the MCPTT service provider’s SIP database.

The access to the data is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access only SIP databases when they belong to the same trust domain.
NOTE:
The SIP database can be in a different network than the registrar finder since the trust domain for the criteria for registrar selection can be different than the trust domain for the signalling plane user identities.



*** 5th change ***
7.4.3.2
SIP database

7.4.3.2.1
General

The SIP database contains information concerning the SIP subscriptions and corresponding identity and authentication information required by the SIP core, and such information as application service selection. 

In deployment scenarios where the public network operator provides the SIP core, this database is provided by the HSS.

In deployment scenarios where the MCPTT service provider provides the SIP core, the SIP database may be provided by the MCPTT service provider.

Access to the data residing in the SIP database is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access SIP databases only when they are part of the same trust domain for the data being provided.



*** End of the changes ***
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