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Abstract: 
Add MCPTT user profile id (for “personality” support) and profile version for alignment with Stage 1 in 22.179.
Introduction
In the Stage 1 requirement document 22.179 it was decided to support the different personalities of the same user via multiple (different) profiles. It is thus necessary to identify which of the potentially several user profiles is requested (e.g. “at home” profile, “providing mutual aid”  profile,  “limited functionality device” profile, etc. ).  

A typical use would be to download a user profile when the UE starts the MCPTT service. Since a user profile can grow quite large, it may be desirable to check first whether the device already stores the desired up-to-date profile of the user and download or upload only if version synchronization is necessary between the MCPTT client and server. 

It is desirable to indicate this functionality explicitly, such that the Stage 3 messages optimally support this functionality from the beginning.  
Proposed Changes:
================== First change =====================
10.1.3
MCPTT user profile

10.1.3.1
General

An MCPTT user is associated with at least one MCPTT user profile and may be associated with several. Various MCPTT user profiles may correspond to differnt roles the user may play and/or with different devices that (s)he may employ. However, only one MCPTT user profile per device is active at a time and it is necessary for the MCPTT user to have it downloaded to an MCPTT UE in order to operate that device. Normally, the most recent version of the MCPTT user profile is used and is stored at both MCPTT server and client. When stored at the UE, the MCPTT user profile is confidentiality and integrity protected.

In addition to the information flows shown below, the MCPTT user profile updates, uploads and downloads may be performed off-line by system administrators and other authorized users.    
10.1.3.2
MCPTT user obtain the user profile (UE initiated)

The procedure for MCPTT user obtaining the user profile that is initiated from MCPTT UE is illustrated in figure 10.1.3.2-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.
-
The MCPTT UE has the secure access to the configuration management server. 
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Figure 10.1.3.2-1: MCPTT user obtain the user profile (UE initiated)
1.
The configuration management client sends “Get MCPTT user profile request” message to the configuration management server. This message provides the MCPTT user's identity information, the identity of the desired profile from among the MCPTT user profiles associated to this MCPTT user, the latest version of that MCPTT user profile already available at the UE (or an indication that none is available) and the desired version of that MCPTT profile (by default, the latest) from the server. 
2.
The configuration management server obtains the MCPTT user profile information.

3.
The configuration management server sends “Get MCPTT user profile response” message to the configuration management client. If the configuration management server has a more recent version of the desired MCPTT user profile than the one available at the UE, this message will carry the requested MCPTT user profile information that is associated with this MCPTT user's identity. If the configuration management server determines that a more recent version of the desired MCPTT user profile is already available at the UE, the configuration management server may, subject to policy, trigger the UE to upload the most recent version of the MCPTT user profile, as described in 10.1.3.4. Otherwise, the “Get MCPTT user profile response” message will indicate that the MCPTT user profiles are already synchronized in version between the client and the server. In all cases the message will indicate either success or failure with a reason code. 
10.1.3.3
MCPTT user obtain the user profile update (network initiated)
The procedure for MCPTT user obtaining the user profile or an update that is initiated by network is illustrated in figure 10.1.3.3-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.

-
The Configuration management server stores or has access to the MCPTT user profile(s) associated with this MCPTT user's identity.
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Figure 10.1.3.3-1: MCPTT user obtain the user profile update (network initiated)
1.
The configuration management server obtains the MCPTT user profile update information.

2.
The configuration management server sends a notification for MCPTT user data update to the configuration management client. The message includes the new version number and the identity of the MCPTT user profile.
3.
The configuration management client sends get MCPTT user profile request to the configuration management server. 

4.
The configuration management server sends get MCPTT user profile response to the configuration management client. This message carries the MCPTT user profile update information requested in step 3.
10.1.3.4
MCPTT user upload the user profile data
The procedure for MCPTT user uploading the user data that is related to the MCPTT user profile is illustrated in figure 10.1.3.4-1.
Pre-conditions:

-
The MCPTT user has performed user authentication in identity management server.

-
The MCPTT UE has the secure access to configuration management server.
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Figure 10.1.3.4-1: MCPTT user upload the user data
1.
The configuration management client is triggered (e.g. by user interaction operation or by receiving information from the configuration server) to upload the MCPTT user data.

2.
The configuration management client sends upload MCPTT user data request to the configuration management server. The message carries the user data information to be uploaded.

3.
The configuration management server stores the MCPTT user data to the database.

4.
The configuration management server sends upload MCPTT user data response to configuration management client to confirm the upload is completed.
================== End of first change =====================
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