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Abstract: Several alignment proposals to the functional model, with impacts on clauses 8, 9 and 10 as well.
Discussion
7.3.1
On-network functional model

The application plane and media plane have been combined into the application plane at SA6#6. So there is no need to keep naming the application plane as a "combined" plane.

MCPTT AS should be replaced by MCPTT server.
Signalling plane is rather signalling control plane.

7.4.2.2.2
Configuration management server

The description for configuration management server includes a functional entity which is "used to configure data on the MCPTT client". The configuration of data should rather be on the configuration management client.
7.4.3 Signalling control plane

In current description the signalling user agent is part of SIP core. Obviously the signalling user agent should be treated outside SIP core and so 7.4.3.1 is proposed to be renamed to SIP entities instead of SIP core. SIP entities would include signalling user agent and SIP core.

7.4.3.2
Signalling plane HTTP entities

It is proposed to simply rename this clause to HTTP entities. 

Reference points
Some editorial corrections to MCPTT-4, as well as CSC-1, CSC-3 and CSC-4.
7.5.3.2

SIP-1
MCPTT UE SIP User Agent Client replaced by signalling user agent.

Reference added to 3GPP TS 23.002 for Gm.
7.5.3.3

SIP-2

Reference added to 3GPP TS 23.002 for ISC and Ma.

7.5.3.4

SIP-3

Reference added to 3GPP TS 23.002 for Mm and ICi.

7.5.3.5

HTTP-1

Reference added to 3GPP TS 23.002 for Ut.

7.5.4 Bearer plane
Proposed to be removed.

Clause 9

Several alignment to the references and for the media distribution function introduction.

Note A: This contribution does not touch MCPTT-5 related parts.
Note B: Figure 7.3.1-2: Functional model for signalling plane shows HTTP AS. This contribution does not modify the figure.
Proposal
It is proposed to approve the below proposed changes to TS 23.179 v1.0.0:

FIRST CHANGE
7.3
Functional model description
7.3.1
On-network functional model
Figure 7.3.1-1 shows the functional model for the application plane.
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Figure 7.3.1-1: Functional model for application plane
In the model shown in figure 7.3.1-1, the following apply:

-
The MCPTT AS is an instantiation of a GCS AS in accordance with 3GPP TS 23.468 [10].

-
The MCPTT user database may be combined with an HSS in some deployment scenarios.

-
MCPTT-7 carries unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT UE.

-
MCPTT-8 carries multicast media from the media resource function of the MCPTT server to the media mixer of the MCPTT UE.
NOTE 1:
MCPTT-8 utilises the MB2-u interface of the EPS.

NOTE 2:
The interworking function to legacy systems and reference point IWF-1 are outside the scope of the present document.

NOTE 3:
The media distribution function can also provide a media mixing function. This operates independently from the media mixer in the MCPTT UE.

Editor's note:
Interaction between a GCS AS and an IMS SIP core interfacing to Rx are for further study

Editor's note:
The MCPTT server may contain an identity translation function to conceal identities from the SIP core and EPS.  This function is for further study.

 7.3.1-2 shows the functional model for the signalling control plane.
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Figure 7.3.1-2: Functional model for signalling control plane
In the model shown in figure 7.3.1-2, the following apply:

-
The signalling plane identities may be provided by an HSS in some deployment scenarios where the PLMN operator is responsible for the SIP/IMS subscriptions.

-
The signalling plane identities may be provided by the MCPTT user database using the MCPTT-9 reference point in some deployment scenarios where the MCPTT operator is responsible for the SIP subscriptions.

Editor's note:
The text above, describing the location of identities, may be relocated to another clause of the present document.
Editor's note:
The diagrammatic representation of MCPTT-3 making use of SIP-1 and SIP-2 is for further consideration.
NEXT CHANGE
7.4.2.2.2
Configuration management server

The configuration management server is a functional entity used to configure data on the configuration management client. The configuration management server manages MCPTT service configuration supported within the MCPTT service provider.
NEXT CHANGE
7.4.3
Signalling control plane

7.4.3.1
SIP entities
7.4.3.1.1
Signalling user agent

This functional entity acts as the SIP user agent (both client and server) for all SIP transactions.

7.4.3.1.2
SIP core

7.4.3.1.2.1
General

The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the signalling control plane.
The data related to the functions of the SIP core, e.g. for data for application service selection, the identity of the serving registrar or authentication related information may be provided by the PLMN network operator responsible for the bearer plane. In this case, the data may be provided from the HSS. Alternatively, this data may be provided by the MCPTT operator. In this case, source of the data may be the MCPTT user database.

The access to the data is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access only SIP core databases when they belong to the same trust domain.

Editor's note:
Restrictions relating to access to data within different trust domains may require further definition.

Editor's note:
Security aspects may require consideration by SA3.


7.4.3.1.2.2
Local inbound / outbound proxy

The local inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP transactions. This functional entity can provide the following functions:

-
NAT traversal;
-
Resource control;
-
Route/Forward requests and responses to the user agents;
-
SIP signalling security; and
-
Depending on the operator policy, it provides discovery and address resolution, including E.164 numbers.

NOTE:
In the IM CN subsystem, this is equivalent to the P-CSCF.

7.4.3.1.2.3
Registrar finder

The registrar finder functional entity is responsible for: 

-
Identifying the serving registrar / application service selection functional entity. The serving registrar / application service selection functional entity is identified using information provided either by the public network's own subscriber database or the MCPTT service provider's MCPTT user database and potentially using operator internal information, like network topology or Registrar availability.

-
Registrar Finder and Registrar in MCPTT service provider domain: Registrar Finder in the MCPTT service provider domain uses the information from the MCPTT user database to identify the serving Registrar in MCPTT service provider domain.

-
Registrar Finder and Registrar in public network operator domain: Registrar Finder uses information from public network operator subscriber database to identify the serving Registrar in public network operator domain.

-
Registrar Finder in public network operator domain and Registrar in MCPTT service provider domain: Registrar Finder uses information from the MCPTT user database to identify the serving Registrar in the MCPTT service provider domain.

NOTE 1:
The need for the Registrar Finder is deployment specific. E.g. a deployment that has only one Registrar doesn't need the Registrar Finder and the related SIP Core database information.

-
It provides discovery and address resolution, including E.164 numbers.

NOTE 2:
In the IM CN subsystem, this is equivalent to the I-CSCF.

7.4.3.1.2.4
Registrar / application service selection

The registrar / application service selection functional entity provides the following functions:

-
Registrar function (with integral provision of a location server) and also acts as an inbound proxy (with access to the integral location server), and outbound proxy for all SIP transactions where application service selection is required. It registers the user and maintains the association of the location and identity of the user in a location service. It provides notifications of the registration states.

-
It supports authentication for identities provided within SIP signalling. Both the registrar (with integral location server) and authentication functions are supported by access either to the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It can provide the application service selection for all SIP transactions, possibly based on application service selection information stored by either the public network's own subscriber database or the MCPTT service provider's MCPTT user database.

-
It performs SIP signalling security.

NOTE:
In the IM CN subsystem, this is equivalent to the S-CSCF.

7.4.3.1.2.5
SIP database

The SIP database contains information concerning the SIP subscriptions and corresponding identity and authentication information required by the SIP core, and such information as application service selection. 

In deployment scenarios where the PLMN operator provides the IMS/SIP core, this database may be the HSS.

In deployment scenarios where the MCPTT operator provides the IMS/SIP core, the information contained in this database may be provided by the MCPTT operator.

Access to the data is restricted to the SIP core entities that are specifically serving the subscriber/user whose data are stored, i.e. registrars and registrar finders can access only SIP core databases when they are part of the same trust domain.

Editor's note:
Restrictions relating to access to data within different trust domains may require further definition.
Editor's note:
Security aspects may require consideration by SA3.

NEXT CHANGE
7.4.3.2
HTTP entities

7.4.3.2.1
HTTP client

This functional entity acts as the client for all hypertext transactions.

7.4.3.2.2
HTTP proxy

This functional entity acts as the proxy for all hypertext transactions.

7.4.3.2.3
HTTP server

This functional entity acts as the HTTP server for all hypertext transactions.

NEXT CHANGE
7.5.2.5
Reference point MCPTT-4 (between floor control server and floor participant)

The MCPTT-4 reference point, which exists between the floor control server in the MCPTT server and the floor participant in the MCPTT client, provides floor control signalling between MCPTT server and MCPTT client.
NEXT CHANGE
7.5.2.11
Reference point CSC-1 (between identity management client and identity management server)

The CSC-1 reference point, which exists between the identity management client and the identity management server, provides for the mutual authentication between the user equipment and the common server's plane on behalf of applications within the application plane.

NEXT CHANGE
7.5.2.13
Reference point CSC-3 (between MCPTT server and group management server)

The CSC-3 reference point, which exists between the MCPTT server and the group management server, provides for the MCPTT server to obtain information about groups and shall use HTTP-2 reference point for transport and routing of signalling.

Editor's note : Subscription/Notification over CSC-3 is FFS.
7.5.2.14
Reference point CSC-4 (between the configuration management client and the configuration management server)

The CSC-4 reference point, which exists between the configuration management client and the configuration management server, provides the configuration information required for MCPTT services.
NEXT CHANGE
7.5.3.2
Reference point SIP-1(between the signalling user agent and the SIP core)
The SIP-1 reference point, which exists between the signalling user agent and the SIP core for establishing a session in support of MCPTT, shall use the Gm reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements and profiled to meet the minimum requirements for support of MCPTT). The SIP-1 reference point is used for:

-
SIP registration;

-
authentication and security to the service layer;

-
event subscription and notification;

-
overload control; and

-
session management and media negotiation.

7.5.3.3
Reference point SIP-2 (between the SIP core and the MCPTT server)

The SIP-2 reference point, which exists between the SIP core and the MCPTT server for establishing a session in support of MCPTT, shall use the ISC and Ma reference points as defined in 3GPP TS 23.002 [3]. The SIP-2 reference point is used for:

-
notification to the MCPTT server of SIP registration by the MCPTT UE;

-
authentication and security to the service layer;

-
event subscription and notification; and

-
session management and media negotiation.

7.5.3.4
Reference point SIP-3 (between the SIP core and SIP core)

The SIP-3 reference point, which exists between one SIP core and another SIP core for establishing a session in support of MCPTT, shall use the Mm and ICi reference points as defined in 3GPP TS 23.002 [3]. The SIP-3 reference point is used for:

-
event subscription and notification; and

-
session management and media negotiation.

7.5.3.5
Reference point HTTP-1 (between the MCPTT UE HTTP client and the HTTP server)

The HTTP-1 reference point, which exists between the MCPTT UE HTTP client and the HTTP server for MCPTT data management of the MCPTT service, shall use the Ut reference point as defined in 3GPP TS 23.002 [3] (with necessary enhancements to support MCPTT requirements). The HTTP-1 reference point is:

-
based on HTTP (which may be secured using e.g. SSL, TLS); and

-
provides group management functionality i.e. supports the transport of user profile/configuration information between UE and network.

NEXT CHANGE


NEXT CHANGE
9.2.3
SIP core

The SIP core provides rendezvous (contact address binding and URI resolution) and service control (application service selection) functions. It is composed of the following functional entities:

-
for signalling control, a local inbound / outbound proxy as described in subclause 7.4.3.1.2.2, a registrar finder as described in subclause 7.4.3.1.2.3 and a registrar / application service selection entity as described in subclause 7.4.3.1.2.4.

NEXT CHANGE
9.2.6
UE 2

UE 2 is a device using ProSe UE-to-network relay, and supporting application(s) related to MCPTT. It is composed of the following functional entities:

-
for common services, a group management client as described in subclause 7.4.2.2.3 and a configuration management client as described in subclause 7.4.2.2.1;

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1 and an HTTP client as described in subclause 7.4.3.2.1; and

-
for media, a floor participant as described in subclause 7.4.2.3.3.
NEXT CHANGE
9.3.2
UE 3

UE3 is a device using ProSe and supporting application(s) related to Off-Network MCPTT service. It is composed of the following functional entities:

-
for MCPTT application services, an MCPTT client as described in subclause 7.4.2.3.1;

-
for signalling control, a signalling user agent as described in subclause 7.4.3.1.1; and

-
for media, a floor participant as described in subclause 7.4.2.3.3 and, for distributed floor control, a floor control server as described in subclause 7.4.2.3.4.
END OF CHANGES
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