3GPP TSG-SA WG6 Meeting #7
S6-151144
Belgrade, Serbia, 12th – 16th October 2015

Title:
Addition of text related to GRUUs for multiple devices
Agenda Item:
6.8
Source:
BlackBerry UK Ltd
Contact:
Andrew Allen aallen@blackberry.com
Abstract: This contribution adds text to cover the use of GRUUs with multiple devices sharing the same public user identity.
1. Introduction

Currently there are editor’s notes related to GRUUs in TS 23.179.
GRUUs (Globally Routable User Agent URIs) are used to uniquely identify a device when multiple devices share the same public user identity. Two types of GRUUs exist. The public GRUU that contains the public user identity and the temporary GRUU the does not reveal the public user identity. Temporary GRUUs are temporary and a new one is allocated upon each registration
2. Reason for Change

The text related to the SIP core and identities needs to take account of GRUUs and how they may be mapped to MCPTT-IDs and how they can be used to identify and target individual devices when a user is logged on from multiple devices.
TS 22.179 containse the following requirements regarding a user logged on to mutiple UEs.

5.5
Receiving from multiple MCPTT calls

5.5.2
Requirements

 [R-5.5.2-005] The MCPTT Service shall provide a mechanism to configure the number (N4) of MCPTT Group calls to be simultaneously received by an MCPTT UE, authorized by an MCPTT Administrator and/or authorized user.

[R-5.5.2-006] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that an MCPTT UE simultaneously receives in one MCPTT Group call in case of override.

[R-5.5.2-007] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to limit the total number (N10) of MCPTT Private Calls (with Floor control) in which an MCPTT UE simultaneously participates.

5.11
Support for multiple devices

[R-5.11-001] The MCPTT Service shall allow an MCPTT User to log in to multiple MCPTT UEs concurrently.

[R-5.11-002] The MCPTT Service shall ensure that the MCPTT User logs into each MCPTT UE separately.

6.11
Support for multiple devices
[R-6.11-001] The MCPTT Service shall provide a notification to the MCPTT User if the MCPTT User is already logged on to another MCPTT UE
[R-6.11-002] The MCPTT Service shall provide the mechanisms to allow an MCPTT User to to log off remotely from other MCPTT UEs.
[R-6.11-003] The MCPTT Service shall provide the mechanism to allow an authorized MCPTT User to remotely log off another MCPTT User from an MCPTT UE.
3. Proposed Change

It is proposed to make the following changes to TS 23.179:

***************FIRST CHANGE
8.2
SIP Signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].
All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any MCPTT application-level attributes (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider, or the public network operator. When the SIP core and the MCPTT service are part of the different trust domains, public user identities may be provided by the public network operator.
NOTE:
The MCPTT service provider can have an agreement with the public network operator to manage a pool of IMPUs.
The SIP core may generate public GRUUs and temporary GRUUs in order to uniquely identify MCPTT UEs when a user logging on from multiple devices is supported. The public GRUU contains the public user identity. The temporary GRUU does not reveal the public user identity and a new one is allocated upon each registration. Public GRUUs and temporary GRUUs may be used to identify that a request originates from a particular device when multiple devices share the same public user identity. Public GRUUs and temporary GRUUs may be used to target a request at a particular device when multiple devices share the same public user identity.

8.3
Relationship between identities in different planes

The following relationships exist between the MCPTT ID and the public user identity:

-
An MCPTT user identified by an MCPTT ID may access MCPTT services from one or more signalling user agents identified by the public user identity(ies). Signalling user agents of an MCPTT user identified by an MCPTT ID may share a public user identity or have individual public user identities.
-
An MCPTT ID may be mapped to one or more public GRUUs (e.g. multiple UEs, shared UE),


-
A single public user identity may be used by one or more MCPTT users identified by their MCPTT IDs.

The MCPTT server manages the mapping between MCPTT IDs and public GRUUs.
Temporary GRUUs are considered mapped to public GRUUs by the SIP core.
The association between the MCPTT ID and the public user identity is stored in the MCPTT server. The MCPTT server performs a mapping of an MCPTT ID to one or more public user identities for the MCPTT user.
The public user identity does not necessarily identify the MCPTT user at the SIP signalling control plane. When the MCPTT service provider and the home network operator are part of the same trust domain, the public user identity in the SIP signalling control plane may also identify the MCPTT user at the application plane.
