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Abstract: <This contribution proposes clarifications to section 8.2 with regards to identities that are used within the SIP Signalling control plane. >
1. Introduction
 During the last several meetings, the issue about MCPTT User identity hidden from un-trusted SIP core was discussed.  Rather than using a separated entry node in application layer, this contribution will propose an  another solution to make it possible for SIP core select the right MCPTT sever for a MCPTT user. 
2. Discussion and solution
Existed IMS mechanism is that the application server is selected according to IMPU of the SIP user. For instance of an MCPTT user agent, it can have a SIP level public identity (IMPU defined in 3GPP TS 23.228) associated with private user identity (as IMPI defined in 3GPP TS 23.228). Although, application MCPTT user identity is de-coupled from the SIP level identity (IMPI and its associated IMPU), normally it is assumed that IMPU can also be defined to use the same domain name of MCPTT user identity.  So IMPU can also be used to find the primary MCPTT system of a user. 

Accordingly it is proposed to allocate associated IMPU and IMPI to each instance of an MCPTT user agent to make it possible to reuse the existed IMS service selection mechanism.
3. Proposal

 It is proposed that SA6 agree the following PCR according to the solution in section 2. 
******************************Begin of the PCR***************************************
8.2
SIP Signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identities.

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the IMPI defined in 3GPP TS 23.228 [5].
All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity as the identifier to enable signalling messages to be routed through the SIP system. The public user identity fulfils the same functions as IMPU defined in 3GPP TS 23.228 [5].
The public user identities do not necessarily contain any MCPTT application-level attributes (e.g., MCPTT ID). Any association of the public user identities with such attributes occurs at the application layer only.
When the SIP core and the MCPTT service are part of the same trust domain, public user identities may be provided by the MCPTT service provider, or the public network operator.  When the SIP core and the MCPTT service are part of the different trust domains, public user identities may be provided by the public network operator or the MCPTT service provider.



Editor’s note:
Definitions of public user identity and GRUU or equivalent will be required to be defined.

******************************End of the PCR***************************************
