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Abstract: This contribution proposes clarifications of the MCPTT user identity, the signalling plane identities and the identity of the (human) user
Introduction
The MCPTT user identity currently conflates the human user identity, who must perform an authentication with the IdM server in order to obtain MCPTT service, and the routable MCPTT ID used in making calls.

The signalling plane identity described is the private user identity, when in reality this should be the public user identity.

An MCPTT ID can also reflect a role rather than a specific human user.
The use of a temporary ID when a user has not authenticated for service needs clarification

The following proposed changes take these points into account.

******************************* Start of first change **************************************
7.4.2.1.6
Identity management client

This functional entity acts as the application user agent for user identity transactions. It interacts with the identity management server.

******************************* End  of first change **************************************
******************************* Start of second change **************************************
8.1
Application plane

8.1.1
MCPTT User identity

The MCPTT user identity identifies a human user who is seeking MCPTT service.  MCPTT user identity is the identity that a user presents to the Identity management server during a user authentication transaction. The MCPTT user credentials (along with the MCPTT user identity) are unique and known only to the Identity management server and the MCPTT user. The Identity management server may return an access token which may subsequently be presented to the MCPTT server to obtain MCPTT service authorization.
8.1.2
MCPTT individual identity (MCPTT ID)
MCPTT individual identity is also known as the MCPTT ID. The MCPTT ID is a globally unique identifier within the MCPTT service that represents the MCPTT user. The MCPTT ID identifies an MCPTT user. The MCPTT ID may also identify an MCPTT profile for the user at MCPTT application layer. 

There are attributes associated with the MCPTT ID configured in the MCPTT user database of the MCPTT server that relate to the human user of the MCPTT service.  Typically this information identifies the MCPTT user, by name or role, and may also identify a user's role within an organization or agency. These and other attributes associated with an MCPTT ID can be used by the MCPTT server to make authorization decisions about the MCPTT service granted to the MCPTT user. For example, an attribute that identifies a user’s role as an incident commander could automatically be used by the MCPTT server to grant the user additional administrative rights over the creation of groups, or access to privileged talk groups.
The MCPTT ID is relevant to the MCPTT client and the MCPTT server, but is opaque to the signalling infrastructure.

An MCPTT client may receive a temporary MCPTT ID from the MCPTT server in the case where the user of the device attempts to obtain MCPTT service without the MCPTT user being authorized by the Identity management sever.
The MCPTT ID shall be a URI. 
******************************* End of second change **************************************
******************************* Start of third change **************************************
8.2
Signalling control plane

The SIP signalling control plane depends upon the use of both a private user identity and one or more public user identity(s).

When the signalling user agent sends registration requests to the registrar / application service selection, the private user identity is used to find corresponding credentials for authentication of the signalling user agent by the registrar / application service selection. This private user identity fulfils the same functions as the private user identity defined in 3GPP TS 23.228 [5].

The private user identity uniquely identifies a particular instance of a signalling user agent on the MCPTT UE to a signalling plane registrar function, and to the MCPTT application server. The public user 
identity has no relationship to the MCPTT user identity or the MCPTT ID, and does not identify the MCPTT user.
All SIP signalling messages sent by a signalling user agent to an MCPTT server via a SIP core use a public user identity (e.g. IMPU) as the identifier to enable signalling messages to be routed through the system.  The public user identities do not contain any MCPTT user (e.g., MCPTT ID) or MCPTT application-level attributes. Any association of the public user identities with such attributes occurs at the application layer only. When the SIP Core and the MCPTT Service are part of the same trust domain, public user identities may be solely provided by the MCPTT operator. 

******************************* End of third change **************************************
******************************* End of fourth change **************************************
8.3
Relationship between identities in different planes

The following relationships exist between the MCPTT ID and the public user identity:

-
An MCPTT user identified by an MCPTT ID may simultaneously access MCPTT services from more than one MCPTT client identified by their respective public user identities.
-
A single public user identity may be used by more than one user and more than one MCPTT individual identity.


******************************* End of fourth change **************************************
******************************* End of fifth change **************************************
10.2.3
Structure of metadata

The group configuration metadata includes the following information elements:

-
MCPTT group identity

-
group owner

-
group call ongoing or not

-
group policy

The group membership metadata includes the following information elements:

-
MCPTT ID
-
user priority

-
participant type (first responder, second responder, dispatch, dispatch supervisor, administrator)

-
affiliation status
******************************* End of fifth change **************************************
