3GPP TSG-SA WG6 Meeting #6
S6-150850
Vancouver, Canada, 17-21 August, 2015
(revision of S6-150XXX)
Title:
Configuration management in MCPTT system
Agenda Item:
7.4.2
Source:
Huawei, HiSilicon, TD Tech

Contact:
Niranth - namogh@huawei.com, Li Haiyue - lihaiyue@huawei.com, Zhang Ling – zhangling@td-tech.com
Abstract: This contribution proposes the definitions for configuration management in MCPTT system
1. Introduction

This contribution proposes the definitions for configuration management in MCPTT system.
2. Discussion

In 22.179 TS, the following text explains the configurations:
	Hang Time: A configurable maximum length of the inactivity (silence) period between consecutive MCPTT transmissions within the same call.
4.5.5
MCPTT User association to MCPTT UE in off-network mode

A user can enter his identifying/authenticating credentials (e.g., user name/ password, PIN, biometrics, asserted identity from a remote, trusted device). This step typically gives the MCPTT User access to local information and applications stored on the MCPTT UE, and in particular, to the MCPTT client application.

After successful local user authentication an MCPTT User Profile, which was previously made available to the MCPTT UE, is used for off-network operation mode. This previously configured MCPTT User Profile information allows the MCPTT User to be identified using the same MCPTT User Identity as in the on-network mode.

An MCPTT UE, without credentials of a specific MCPTT User, operates in off-network mode, if so configured by an MCPTT Administrator. The MCPTT Administrator defines specific parameters and attributes (e.g., groups, MCPTT Emergency behaviour, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE in off-network operation mode.
5.1.3
Group configuration

[R-5.1.3-001] The MCPTT Service shall allow the MCPTT Administrator to restrict who can be a member of specific MCPTT Groups, so that those MCPTT Groups shall be inaccessible to other users, including dispatchers or supervisors.

[R-5.1.3-002] The MCPTT Service shall enable a properly provisioned and authorized MCPTT UE operating on the network to receive its application layer level parameters (e.g., group id, group keys) necessary for initiating and participating in selected group and Private Calls at a future time, while off the network.

NOTE:
This is a "run-time" requirement applicable to an already configured MCPTT UE, when groups and/or users, in addition to what was already configured, need to participate in future off-network calls.

5.1.4
Identification

[R-5.1.4-001] The MCPTT Service shall support identifiers using character sets for international languages specified via configuration.

6.2.3.3.3
Override – simultaneously Transmitting MCPTT Group Members

[R-6.2.3.3.3-001] If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants, authorized receiving Participants shall be enabled to listen to both the overriding and overridden Participant transmissions, dependent on configuration.
6.8.5
UE access controls

[R-6.8.5-001] The MCPTT Service shall allow the MCPTT UE to temporarily modify selected LTE access parameters, according to configuration established by an MCPTT Administrator in agreement with the operator’s policy.

NOTE:
It is believed that the existing network access mechanisms, e.g., ACDC (see 3GPP TS 22.011 [13] and 3GPP TS 23.122 [14]), could be utilized to meet the above requirement.
List of Variables

N1-Number of receiving members present for an MCPTT Group.

N2-Total number of MCPTT Groups that an MCPTT User can be affiliated to simultaneously

N3-Minimum length of alphanumeric identifiers (i.e., Alias ID)

N4-Number of simultaneous MCPTT Group calls received by a UE

N5-Total number of MCPTT Group transmissions that a UE can receive

N6-Number of simultaneous MCPTT Group calls received by a user

N7-Total number of MCPTT Group transmissions that a user can receive

N8-Minimum number of simultaneous off-network MCPTT calls supported by an off-network MCPTT UE.

N9-Maximum number of simultaneous audios received by an MCPTT User in a single MCPTT Group

N10-Total number of MCPTT Private Calls (with Floor control) in which a UE simultaneously participates

N11-Total number of MCPTT Group Members of an MCPTT Group


The configurations of MCPTT are managed by the configuration management client and configuration management server of the MCPTT server common services core. This proposal provides the definitions for these functional entities.
3. Proposal

It is kindly proposed to include the following configuration management definitions and procedures of MCPTT service into MCPTT TS – 23.179.

***********************************Begin Change*******************************
7.4.2
Application plane

7.4.2.1
Common services core

7.4.2.1.1
Configuration management client


The configuration management client functional entity acts as the application user agent for configuration related transactions. It interacts with the configuration management server.
7.4.2.1.2
Configuration management server


The configuration management server functional entity provides for management of MCPTT service configurations (e.g. UE configuration, system configurations - hang timer, call priority configuration) supported within the MCPTT service provider. 
***********************************End change*********************************







