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1
Explanation and Justification

According to the following requirment from 3GPP TS 22.179, the floor control is mandated for off network private call:

[R-5.6.2-005] The MCPTT Service shall support MCPTT Private Calls on the network and off the network. However MCPTT Private Calls without Floor control shall only be supported on the network.

Therefore, it needs to be reflected in 3GPP TS 23.179. 
******************************************* 1st change *******************************************

10.10.3
Private call in off-network
10.10.3.1
Private call setup in off-network mode with solicited discovery

When an MCPTT user using ProSe-enabled UE wants to communicate with a specific MCPTT user using a ProSe-enabled UE by a ProSe mechanism, the MCPTT user shall first acquire the MCPTT UE IP address of the target MCPTT user. Then the MCPTT user can initiate the private call setup procedure.

The information flow as illustrated in figure 10.10.3.1-1 is used to set up a private call between two MCPTT users in off-network mode with solicited discovery.

Pre-conditions:

1.
MCPTT user profile used for off-network operation mode is pre-provisioned in the MCPTT UE.

2.
MCPTT user profile used for off-network operation mode includes an IP address for the MCPTT UE that can be used for the MCPTT user who logs in from the MCPTT UE.
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Figure 10.10.3.1-1: Private call setup with information acquisition using solicited discovery

1.
The discovery request contains the following information: MCPTT user identity of target MCPTT users or MCPTT group ID of target groups if it wants to find all member of that MCPTT group. MCPTT client requires low layer to send discovery request message.

2.
ProSe discovery procedure will be used to help find the correct target user. It will provide to the discoverer MCPTT UE the UE layer-2 ID, IP address related to the target MCPTT UE/user. If the MCPTT group ID is included in the application discovery request, it will provide to the discoverer MCPTT UE the UE layer-2 ID, IP address related to each target MCPTT UE/users contained within the MCPTT group.

NOTE:
If SIP protocol is used for call setup, the SIP location server is located on each MCPTT UE.

3.
Lower layer will respond to the MCPTT client with the discovery result about if the target user is reachable or not.

4.
When MCPTT user 1 wants to set up a private call, MCPTT UE1 sends a call setup request message towards the target MCPTT user using the information obtained during the discovery phase.

5.
The MCPTT UE2 accepts the private call and sends a call setup response message.

6.
MCPTT UE1 and UE2 successfully establishes the floor control and the media plane (steps 6a & 6b) for communication.

10.10.3.2
Private call setup in off-network mode with unsolicited discovery

When an MCPTT user using a ProSe-enabled UE wants to communicate with a specific MCPTT user using a ProSe-enabled UE by a ProSe mechanism, the MCPTT user shall first acquire the MCPTT UE IP address of the target MCPTT user. Then the MCPTT user can initiate the private call setup procedure.

The information flow as illustrated in figure 10.10.3.2-1 is used to set up a private call between two MCPTT users in off-network mode with unsolicited discovery.

Pre-conditions: 

1.
MCPTT user profile used for off-network operation mode is pre-provisioned in the MCPTT UE.

2.
MCPTT user profile used for off-network operation mode includes an IP address for the MCPTT UE that can be used for the MCPTT user who logs in from the MCPTT UE.
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Figure 10.10.3.2-1: Private call setup with information acquisition using unsolicited discovery

1.
The discovery message includes MCPTT user identity of MCPTT user1. MCPTT client requires low layer to send discovery request message by unsolicited way.

2.
ProSe discovery procedure will provide the information of MCPTT user1 to all other MCPTT users (step 2a). The other MCPTT users (belonging to the same group) may store the received application layer identities and layer-2 ID, IP address binding of MCPTT UE1/User1 locally (step 2b).

NOTE:
If SIP protocol is used for call setup, then the SIP location server is located in MCPTT UE 1.

3.
MCPTT UE2 sends a call setup request message towards to the MCPTT UE1 according to the stored information which it received during the information acquisition phase.

4.
The MCPTT UE1 accepts the private call request message and sends an acknowledgement to MCPTT UE2.

5.
MCPTT UE1 and UE2 successfully establish the floor control and the media plane (steps 5a & 5b) for communication.

10.10.3.3
Private call setup in automatic commencement mode

10.10.3.4
Private call setup in manual commencement mode

10.10.3.5
Private call release
******************************************* End of change ****************************************
_1500112372.vsd
MCPTT
client


Lower layer


MCPTT user1/UE 1 discoverer


MCPTT user 2/UE 2 (discoveree)


MCPTT user 3/UE 3
(discoveree)


MCPTT user 4/UE 4
(discoveree)


1. Discovery request



3. Discovery response



4. Call setup request


5. Call setup response


6a. Floor control


Private call 
set up


Information Acquisition


2. ProSe discovery procedure


6b. Media



_1500112491.vsd
MCPTT
client


Lower layer


MCPTT UE1/User 1 announcing


MCPTT UE2/User 2 (monitoring)


MCPTT UE3/User3 (monitoring)


MCPTT UE4/User4 (monitoring)


1. Discovery message


Information Acquisition


3.Call setup request


4.Call setup accept


Private call set up


2b. Stores layer-2 ID ,IP address of MCPTT User1


2a. ProSe discovery message


5a. Floor control


5b. Media



_1494399898.vsd
MCPTT
client


Lower layer


MCPTT user1/UE 1 discoverer


MCPTT user 2/UE 2 (discoveree)


MCPTT user 3/UE 3
(discoveree)


MCPTT user 4/UE 4
(discoveree)


1. Discovery request



3. Discovery response



4. Call setup request


5. Call setup response


6a. Floor control


Private call 
set up


Information Acquisition


2. ProSe discovery procedure


6b. Media



_1494400712.vsd
MCPTT
client


Lower layer


MCPTT UE1/User 1 announcing


MCPTT UE2/User 2 (monitoring)


MCPTT UE3/User3 (monitoring)


MCPTT UE4/User4 (monitoring)


1. Discovery message


Information Acquisition


3.Call setup request


4.Call setup accept


Private call set up


2b. Stores layer-2 ID ,IP address of MCPTT User1


2a. ProSe discovery message


5a. Floor control


5b. Media



