1

3GPP TSG-SA WG6 Meeting #3
S6-150264
San Jose del Cabo, Mexico, 13-17 March 2015
(revision of S6-150262)
Title:
Updating Architecture Solution
Agenda Item:
6.4
Source:
BlackBerry, Samsung, Qualcomm, Kodiak Networks
Abstract: This document proposes to update various parts of Architecure Solution 5-2-1

1. Discussion
This paper proposes the following enhancements to Solution 5-2-1 in the current baseline TR, for realizing On-Network MCPTT service requirements:

1) Adds references for all pertinent MCPTT functional entities which would be based upon existing PCPS functional entities.  The references will then be resolved to actual content copied from PCPS documents with the required modifications to meet MCPTT requirements.  The resolution will occur upon execution of the PCPS copyright agreement between OMA and 3GPP.
2) Adds OMA PCPS AD reference under “References” section

3) Updates to MCPTT AS to demonstrate support for users belonging to multiple networks. The solution considers a scenario where an MCPTT Group call is hosted by an MCPTT AS with MCPTT affiliated users residing in different networks. In such a case, the MCPTT AS hosting the MCPTT Group will need to send/receive the requests/responses via the MCPTT AS (Home Serving Function) responsible for delivering the MCPTT service of that MCPTT user.
4) Adds an information flow for the registration procedure for the scenario where the PS-UDF selects an S-CSCF in the Public Safety domain.
5) Proposes a solution for dealing with telephony service interaction for MCPTT. Namely, the following stage 1 requirements from TS 22.179 are discussed:
	Requirements from TS 22.179

…

MCPTT Users expect to communicate with other MCPTT Users as outlined above, however MCPTT Users also need to be able to communicate with non MCPTT Users using their MCPTT Ues for normal telephony services.

6.17
Interaction with telephony services

[R-6.17-001] The MCPTT Service shall provide a mechanism to allow an MCPTT Administrator to configure whether an MCPTT User using an MCPTT UE is able to make and/or receive telephony calls.

[R-6.17-002] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure the interaction between telephony calls and MCPTT calls for an MCPTT User.

[R-6.17-003] The MCPTT Service shall provide a mechanism for an MCPTT User authorized to use telephony services to block incoming telephony calls.


Normal telephony service over a packet switched network is supported in 3GPP by using the IMS Multimedia Telephony (MMTel) communication service as specified in 3GPP TS 22.173 [x] and 3GPP TS 24.173 [x], and contains two parts:

-
basic communication part – describes the RTP-based transfer of voice media between two or more end points; and

-
supplementary services part - supplementary services similar to those specified for CS speech (TS 11).

2. Proposal

It is proposed to capture the following into TR 23.779.
-------------------------------------------1st CHANGE-----------------------------------------------

5.2.1.1.2
Functionalities and capabilities already provided by existing technologies

5.2.1.1.2.1
Functionalities and capabilities already provided by IMS

The following functionalities and capabilities are expected to be needed for MCPTT and are already provided by IMS:


-
Registration of the MCPTT UE in the IMS;


-
Authentication of the MCPTT user in the IMS;


-
Identity assertion and securing of trust domains;


-
SIP session control;


-
QoS support using the PCC framework;


-
Priority Services (for prioritisation of Public Safety signalling);


-
Overload Control;


-
Restoration of IMS core network nodes;


-
Access to data stored in the Public Safety User Data Function (PS-UDF).
-
Support for multimedia telephony basic communication and supplementary services as specified by TS 24.173 [x] for the RTP-based transfer of voice media.

5.2.1.1.2.2
Functionalities and capabilities already provided by OMA PCPS

5.2.1.1.2.2.1
MCPTT Client

This clause can be based upon clause 6.1.1 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.2 
Group Management Client

The Group Management Client is a specific application of the XML Document Client [13]

This clause can be based upon clause 6.1.2 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.3
MCPTT Server

This clause can be based upon clause 6.1.3 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.3.1

Controlling Function

This clause can be based upon clause 6.1.3.1 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.3.2

Participating Function

This clause can be based upon clause 6.1.3.2 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.3.3

Presence Functionality 

This clause can be based upon clause 6.1.3.3 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.2.3.4

Group Management Functionality 
The Group Management Functionality is a specific application of the XML Document Management Functionality.
This clause can be based upon clause 6.1.3.4 of the OMA PCPS Architecture Document [13].


5.2.1.1.2.3
Functionalities and capabilities already provided by other entities
5.2.1.1.2.3.1

XML Document Management Servers (XDMSs)
These are other XDMSs that do not provide Group Management.
This clause can be based upon clause 6.2.2 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.3.2

XDM Aggregation proxy

This clause can be based upon clause 6.2.3 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.3.3

Presence Server
This clause can be based upon clause 6.2.4 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.3.4

Watcher
This clause can be based upon clause 6.2.6 of the OMA PCPS Architecture Document [13].


5.2.1.1.2.3.5

MCPTT Interworking Function
This clause can be based upon clause 6.2.10 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.3.6

MCPTT Interworking Agent
This clause can be based upon clause 6.2.11 of the OMA PCPS Architecture Document [13].
5.2.1.1.2.3.7

Access network
This clause can be based upon clause 6.2.12 of the OMA PCPS Architecture Document [13].
---------------------------------------------2nd CHANGE-----------------------------------------------
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Editor's note: Use of text from OMA PCPS is subject to execution of OMA-3GPP copyright agreement.
---------------------------------------------3rd CHANGE-----------------------------------------------
5.2.1.1.5.2
The MCPTT Application Server (MCPTT AS)

The MCPTT AS contains the master logic responsible for MCPTT call control and management and the destination for SIP routing related to MCPTT calls. The MCPTT AS is a SIP Application Server in the IMS architecture, which can be further de-composed into Group Host Function and Home Serving Function, to support MCPTT users belonging in multiple networks.
· Group Host Function – the function within the MCPTT AS, responsible for hosting the MCPTT Group call. This is equivalent to Controlling Function (CF) in OMA PCPS Architecture Document [13].

· Home Serving Function - the function within the MCPTT AS of the MCPTT user to whom the MCPTT service is being served. This is equivalent to Participating Function (PF) in OMA PCPS Architecture Document [13].
Depending on the deployment models, the MCPTT AS may perform the role of Group Host Function or Home Serving Function or both. Figure 5.2.1.1.5.2-1 illustrates a scenario where a MCPTT Group is hosted in Network-3, and contains users belonging to Network-1 and Network-2.
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Figure 5.2.1.1.5.2-1: MCPTT AS – Group Host Function and Home Serving Function
· Home Serving Function implemented in a MCPTT AS, provides MCPTT call handling, including relaying Media and Floor Control messages between the MCPTT UE and the MCPTT AS performing the Group Host Function.

· Group Host Function implemented in a MCPTT AS, acts as a B2BUA, provides centralized group call handling, which includes Media distribution, Floor Control, policy enforcement for users participating in the MCPTT Group call, and sharing of Talker identification information to the MCPTT Group call participants. 

---------------------------------------------4th CHANGE-----------------------------------------------
5.2.1.2
Procedures


5.2.1.2.1
Registration information flow – MCPTT UE not registered

The following flow shows the case where the MCPTT UE is not registered and is roaming in a PLMN other than the PLMN that the MCPTT service provider has a business relationship with and MCPTT roaming is achieved at the IMS layer. The P-CSCF is in the visited PLMN and the I-CSCSF is in the HPLMN. The PS-UDF, S-CSCF and MCPTT AS are in the Public Safety domain.

This flow is based upon the IMS registration flows in 3GPP TS 23.228[xx] however the steps 3,4,5,6, 7, 10 and 11 differ since the I-CSCF interfaces to the PS-UDF instead of the HSS. The PS-UDF resides in a different domain to the I-CSCF whereas the HSS and the I-CSCF are always located in the same domain. The S-CSCF in this scenario is located in the same domain as the PS-UDF. This implies additional trust and security requirements on the Cx and Mw reference points.
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Figure 5.2.1.2.1: Registration – MCPTT UE not registered
1.
After the MCPTT UE has obtained IP connectivity, it can perform the IM registration. To do so, the MCPTT UE sends the Register information flow to the P-CSCF (Public User Identity, Private User Identity, home network domain name, UE IP address, Instance Identifier, GRUU Support Indication).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The P-CSCSF sends the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g. the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF needs to query the SLF to resolve the HSS. Since the private user identity identifies a Public Safety MCPTT user subscription that has its own PS-UDF instead of an HSS, the I-CSCF  sends the Cx-Query/Cx-Select-Pull information flow to the PS-UDF in the Public Safety domain (Public User Identity, Private User Identity, P‑CSCF network identifier).

The PS-UDF checks whether the user is registered already. The PS_UDF determines whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent by the PS-UDF to the I‑CSCF. It contains the S‑CSCF name (which is an S-CSCF located in the Public Safety domain),
5.
The I‑CSCF, using the name of the S‑CSCF, determines the address to reach the S‑CSCF through the name‑address resolution mechanism.

NOTE:
The name-address resolution mechanism will likely resolve to an address of an entity that is the entry point to the Public Safety domain (e.g. a session border controller, IBCF) that interfaces to the S-CSCF, rather than an actual S-CSCF.

The I‑CSCF then sends the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address) towards the S‑CSCF. The I‑CSCF includes itself or another H-PLMN entity on the Path in the register information.


The S‑CSCF stores the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF stores the P‑CSCF Network ID information and the Path.

6.
The S‑CSCF sends Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the PS_UDF.

7.
The PS-UDF stores the S‑CSCF name for that user and returns the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF including the keys for authentication.

8.
The S-CSCF authenticates the MCPTT UE by sending an authentication challenge to the MCPTT UE ("401 Unauthorized").

9.
The MCPTT UE sends a Register information flow containing the response to the challenge, which follows the same path as the initial register to reach the S-CSCF.

10.
The S-CSCF authenticates that the MCPTT UE returned the correct response to the authentication challenge and sends Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the PS_UDF to indicate that the MCPTT user is authenticated and registered.

11.
The PS-UDF stores the S‑CSCF address that the MCPTT user is registered.

12.
The S‑CSCF determines the Service Route based on the Path information and returns the 200 OK information flow (home network contact information, a GRUU set, Path and Service Route) to the MCPTT UE.

13.
The S‑CSCF sends register information to the MCPTT AS using the 3rd party registration procedure.
14.
The MCPTT AS responds with a 200 OK and subscribes to the registration event package using the Subscribe/Notify information flow.

15.
The MCPTT UE subscribes to the registration event package using the Subscribe/Notify information flow.

16.
The S-CSCF responds to the subscriptions to the registration event package with a 200 OK and notifications of the registration information.

---------------------------------------------5th CHANGE-----------------------------------------------
5.2.1.2.2
MCPTT Interaction with telephony service
5.2.1.2.2.1
Overview

The MCPTT AS performs policy check, based on MCPTT operator policy, to determine if the session is allowed to continue toward the called party. The MCPTT AS is inserted in the session path using originating and terminating iFCs; it is configured as the first AS in the originating iFC and as the last AS in the terminating iFC chain. For IMS telephony session, IMPU is used for calling or called identity.
Editor’s Note: When the MCPTT operator and home network providers are not in the same organization, it is FFS how telephony service can be realized with IMPU.
5.2.1.2.2.2
MO interaction

Fig 5.2.1.2.2.2-1 shows the session originating case where the MCPTT AS checks the session INVITE from the MCPTT UE against the internal policy before allowing the INVITE to continue. If policy does not allow call to be continued, MCPTT AS returns an appropriate failure response to UE (e.g, 4xx).
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Fig 5.2.1.2.2.2-1. MO policy check by MCPTT AS

1. MCPTT UE is sending an INVITE to party B. The INVITE is sent to the S-CSCF. Note: P-CSCF is not shown in the figure.

2. The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the MCPTT AS.

3. MCPTT AS checks its internal policy to determine is this session is allowed to continue. If not, MCPTT AS rejects this INVITE with an appropriate response code (4xx).

4-8 MCPTT AS allows the session to continue and route the INVITE back to S-CSCF and continue normal IMS call flow based on current standard procedure is TS 23.228 (e.g., route to next AS like TAS).

5.2.1.2.2.3
MT Interaction

Fig 5.2.1.2.2.3-1 shows the session terminating case where the MCPTT AS checks the session INVITE toward the MCPTT UE against the internal policy before allowing the INVIT E to continue. If policy does not allow call to be continued, MCPTT AS returns an appropriate failure response to the sender (e.g, 4xx).
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Fig 5.2.1.2.2.3-1. MT policy check by MCPTT AS

1. An terminating INVITE toward UE is received by S-CSCF. Note: I-CSCF is not shown in the figure.

2-3 The S‑CSCF performs standard service control execution procedures. Filter criteria direct the S‑CSCF to send the INVITE to the TAS (Telephony Application Server) to perform any terminating service handling if any.

4. TAS continues the session by routing the INVITE to S-CSCF.

5. Filter criteria direct the S‑CSCF to send the INVITE to the MCPTT AS. 

6. MCPTT AS checks its internal policy to determine is this session is allowed to continue. If not, MCPTT AS rejects this INVITE with an appropriate response code (4xx).

7-8 MCPTT AS allows the session to continue and route the INVITE back to S-CSCF and continue normal IMS terminating call flow based on current standard procedure is TS 23.228 (e.g., route the INVITE to UE via P-CSCF).

-------------------------------------------End of Changes-----------------------------------------------
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