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1. Overall Description:

SA6 are developing TR 23.779 describing MCPTT functionality.  To initiate the connection between an MCPTT UE and the MCPTT Application Service, authentication of the MCPTT user will be required, as defined within the requirements of TS22.179, in addition to authentication of the UE.
The user authentication process may take place in some scenarios as a separate step prior to a SIP registration phase, for example if the SIP server is outside the domain of the MCPTT server.  A possible flow for this is illustrated in figure 1 below.

[image: image1.emf]MCPTT User MCPTT UE CSC SIP Core

CSC Identity

Management

MCPTT 

Server

1. MCPTT User performs user authentication and acquires. an access token.

2. MCPTT UE establishes a Secure 

connection to the CSC SIP Core.

3. MCPTT UE performs SIP registration to SIP core and MCPTT server


Figure 1: Process steps for authentication and registration
In figure 1, CSC refers to a Common Services Core, which provides a set of services which will be common to MCPTT and possible other future applications.
SA6 would like to inform SA3 of this requirement for user authentication, which may be separate from authentication processes required by SIP/IMS, and request SA3 to consider possible user authentication protocols.  An example exchange which has been presented and noted in SA6 is shown in figure 2 below.
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Figure 2: Example user authentication flow for the purpose of illustration

The purpose of figure 2 is to provide an example of a user authentication process, to illustrate the role of the user and to illustrate example protocols which may be considered by SA3.
SA6 asks SA3 to take note of this requirement for a user authentication process prior to a SIP registration step, and separately from any authentication process required for a SIP/IMS connection.  SA6 requests that SA3 design a suitable user authentication process for the MCPTT Security TR
Question 1:

SA6 asks SA3 to provide any preliminary considerations which may affect the overall registration process, which SA6 can take into account in TR 23.779.
2. Actions:

To SA3 group.

ACTION: 
SA6 kindly asks SA3 to note of this requirement for a user authentication process which may be required in some scenarios prior to a SIP registration step, and separately from any authentication process required for a SIP/IMS connection.  SA6 requests that SA3 propose a suitable user authentication process for the MCPTT Security TR
ACTION: 
SA6 kindly asks SA3 to consider question 1 above, and provide SA6 with any considerations which should be taken into account in TR 23.779.
3. Date of Next TSG-SA6 Meetings:

TSG-SA6 Meeting #4 
25 – 29 May 2015
Fukuoka, JP
TSG-SA6 Meeting #5 
6 – 10 July 2015
Seoul, KR
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