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Abstract: This contribution discusses the requiremetns about the gruop priority and proposes a solution for gruop priority update.

1.
Introduction
The transport layer group priority being discussed in SA2 is identified much related to MCPTT application layer group priority. How the application layer group priority is determined should be discussed in SA6 first and a mechanism to inform that group priority to the transport layer needs to be specified.
2.
Discussion
Different to non public safety applications, MCPTT Priority and QoS is situational. The MCPTT Service is intended to provide a real-time priority and QoS experience for MCPTT calls, as public safety users have significant dynamic operational conditions that determine their priority. For example, the type of incident a responder is serving or the responder’s overall shift role needs to strongly influence a user's ability to obtain resources from the LTE system.
[R-6.4.7-001] The MCPTT Service shall provide a mechanism to establish, dynamically and in real-time, the relative priorities of different MCPTT Group Calls with respect to transport.
Proposal 1: Group Priority shall be updated dynamically.
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Figure 1
A conceptual MCPTT priority model
A conceptual MCPTT priority model is introduced in TS 22.179, as illustrated in Figure 1, at the Application Layer a generic, network side, functional entity, "MCPTT Priority and QoS Control", processes with each request static, preconfigured information about users and groups participating in MCPTT, as well as dynamic (or situational) information about them. Based on the results of this processing, the "MCPTT Priority and QoS Control" provides information to and directs interactions with other functional entities, systems, or layers to ensure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules.
The mission critical service is also expected to provide the ability to interface with public safety systems (e.g., Computer Aided Dispatch) in order to determine the user's state (e.g., incident severity), environment and conditions and to affect the most appropriate priority and QoS experience for the user.
[R-6.8.1-009] The MCPTT Service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).
[R-6.8.1-001] The MCPTT Service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.
Proposal 2: MCPTT Server is the best place to determine the Group Priority.
In the in coverage DMO mode, resources for one-to-many communication shall be scheduled by eNB. For scheduling radio resources the eNB need to know the priority of the communication group. Thus once the Group priority is determined by MCPTT Server, the Group priority needs to be passed to the EPC network and thereafter to the eNB.
Proposal 3: Group Priority needs to be passed to EPC transport layer.
It can be seen from Figure 1 that Group Dynamic Attributes are the important input for the Group Priority. The Group Dynamic Attributes include the type of incident (e.g., MCPTT Emergency or Imminent Peril), if any, the group is currently handling and in case of involvement in a formally managed incident the boundaries of the incident area and the incident severity. In some cases, the imminent peril (e.g. fire disaster) can only be monitored by UE and then needs to be reported to the MCPTT Server.
[R-6.8.1-012] When determining priority for an MCPTT transmission, the MCPTT Service shall use the MCPTT User/Participant's attributes (e.g., first/second responder, supervisor, dispatcher, on/off duty) and the MCPTT Group's attributes (e.g., type of group, owning agency of the group, MCPTT Emergency, Imminent Peril).
[R-6.8.1-016] The MCPTT Service shall provide a means for an MCPTT User to monitor the attributes used for determining priority of his calls and transmissions.
Proposal 4: Group Dynamic Attributes needs to be considered for Group Priority determination.
3.
Proposals
It is proposed to include the following texts into TR 23. 779.
For MCPTT Service, the Group Priority shall be updated dynamically. MCPTT Server is the best place to determine the Group Priority which needs to be passed to the EPC transport layer for resource scheduling. To determine the Group Priority, the Group Dynamic Attributes needs to be considered.
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Figure 7.x.2 Group Priority Update Procedure
1. If the UE is authorized to perform group communication and is triggered to update group priority, it shall establish a secure connection with the ProSe Function and it shall send a Group Communication Priority Request (UE Identity, L2 Group ID, App Layer UE ID, App Layer Group ID, communication command, Application ID, Group Dynamic Attributes) message for group communication. The UE Identity is set to e.g. IMSI. The Group ID indicates the group the UE participates in. The Application ID is used to identify the PS App Server. The Group Dynamic Attributes are the attributes (e.g. Imminent Peril) that may impact the group priority and details are defined in SA6.

2. The ProSe Function sends a Group Priority Request (App Layer UE ID, App Layer Group ID, Group Dynamic Attributes) to the App Server. The ProSe Function locates the App Server based on the Application ID.
3. The App Server update the Application layer group priority based on the Group Dynamic Attributes. The details of this step are defined in SA6.

4. The App Server returns a Group Priority Response (App layer UE ID, App layer Group ID, Group Priority) message. The Group Priority indicates the application layer group priority.

5. The ProSe Function updates the transport layer group priority based on the Group Priority received in step 4.

6. The ProSe Function responds to UE with a Group Communication Priority Response (L2 Group ID, Group Prio). UE can then select resource pool based on the Group Prio in mode 2.

Steps 7-9 are to indicate the updated Group Prio to eNB.

7. The ProSe Function sends a Group Priority Notification (IMSI, L2 Group ID, Group Prio) to the HSS.

8. The HSS sends an Insert Subscription Data (L2 Group ID, Group Prio) to the MME.

9. The MME sends a UE Context Modification (L2 Group ID, Group Prio) to the eNB. The eNB can then schedule the radio resources based on the Group Prio in mode 1.
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