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Application Level Relay mode of operation for MCPTT UE

An MCPTT UE will be receiving the communications relevant to its group. That means the information will be passing into the Application Level of the device. Relaying the information received will therefore not impose any unwanted receive burden on the relaying UE. The implications for the transmit side need to be considered.

Relay transmissions for an MCPTT UE are useful if:

· The relaying device can receive the intended communication stream

and

· There is a device in reception range of the relaying device which cannot directly receive the intended communication stream

and

· There is no better device able to relay the communication

This document proposes an approach for application level relay for inclusion into the MCPTT specification.

Other relay types and configurations may be deployed but the intention of this proposal is that if a UE is adequately served through another means then there is no need for this application level relaying. In this case the inherent protocol for this relay function will just not get invoked.

In summary, as an application function, there is no downside to this functionality. The device will only transmit if another device needs it to.

T doc S6-150009 introduces some aspects for a simple off network MCPTT floor control and notes several occurrences where the need for a relay can be detected. What follows assumes those aspects and builds a relaying protocol to work in conjunction.

It is proposed that the following text is incorporated into 3GPP 23.779.

1 Candidate Solutions

…

1.a Solution x; Application Level Device to Device Relay Operation for Off Network MCPTT

1.a.1 Functional Description

An MCPTT UE will be receiving the communications relevant to its group. That means the information will be passing into the Application Level of the device. Relaying the information received will therefore not impose any unwanted receive burden on the relaying UE. The implications for the transmit side need to be considered.

Relay transmissions for an MCPTT UE are useful if:

· The relaying device can receive the intended communication stream

and

· There is a device in reception range of the relaying device which cannot directly receive the intended communication stream

and

· There is no better device able to relay the communication

This section builds on the operation described in 5.y Limited Precedence Based; Off Network Floor Control to describe how application level relay can be used in the UE to help communicate with devices that would otherwise be out of range.

1.a.1.1 Detecting the Relay opportunity

To ensure communication is only relayed when needed, there has to be an approach to discovering the need for relaying. This turns out to be quite straight forward using the Limited Precedence Based Off Network Floor Control Approach. 
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Figure 1 shows the initial communications approach from 5.y Limited Precedence Based; Off Network Floor Control where the connections between UEs are as shown in Table 1 of that section. In the figure it can be seen that UE H receives ACKs from UEs E, F and G but did not see the initial communication. This is an indication that UE H could join the communication if one of the UEs E-G would relay the communication from D. The additional information elements (Relay value, numhops and Relay qty are described below).
Editor’s note: The messages Originate and Ack in Figure 1 are the messages defined in 5.y Limited Precedence Based; Off Network Floor Control so the messages are not independently defined here. According to this proposal the message called Ack could also have the addition of parameters Relay value, numhops and Relay qty to support decision making for relaying as described further in this proposal.
Editor’s note: It may be desired to remove or reduce the occurrence of Ack messages or to only have some UE offering themselves as relays in which case this proposal could utilise a Relay Offer message in place of the Ack message to be sent from UE that are offering themselves as a relay. The function would continue as in this proposal.
Exactly the same approach works for subsequent messages as part of an on-going communication. When UE H sees Acks but not the message being Acked there is an opportunity for relay which can be started part way through a talk spurt. There are also other conditions that a UE can use to detect a relay opportunity for example receiving a Collide message or a Relay Request, Relay Response or Relay Accept message without receiving the main communication would also suggest a Relay opportunity. In case of Collide the UE is best to wait for the communication to get established without contention and then, at the first opportunity, request a relay. For the other situations, because the OrigID is known, the UE could just start its own Relay Request to the UE(s) sending the message(s) it has received.

It may be desired to include a “keep alive” approach for maintaining links in the MCPTT group. In this case signalling for the keep alive could also be structured to support the same approach for detecting relay opportunity in preparation for active communication. Any keep alive approach will have to take account of the fact that the routing choice may be different for different source UEs (talkers).

To enable better and earlier estimate of relay potential and possibly for other link management reasons, the Ack messages could contain a Link value parameter (Relay value). Link value is a measure of the link margin of the received link. In Figure 1 above, the Relay value sent by device F (for example) is a measure of the link margin from D to F (and vice versa), measured by UE F when it received the message from UE D.
Editor’s note; The availability of signal strength measures or link quality from lower layers available at the application layer needs to be confirmed for the Relay value parameter to work as described here. If this is not available the link quality aspect will need to be reconsidered.
For support of multi-hop relay and continuous confirmation of best link behaviour, an additional information element (numhops) can optionally be appended to the Ack message so that devices can check if there are better relaying options for a given communication. Numhops is the number of links in the chain from the originating UE. In the case of F in Figure 1 it will send 1 as there is only 1 link (the direct link). It should be noted that communication links are expected to change regularly due to mobility. If numhops is not included in the Ack message the receiving UE assumes 1 hop.

To enable quicker selection of optimised routing, the Ack messages could contain a parameter to indicate the number of devices the UE is already relaying for (Relay quantity). Therefore if device F is already relaying messages from UE D to 3 other devices it will send Relay quantity = 3.

1.a.1.2 Establishing UE to UE relay links
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Message: Relay Request

When an off network MCPTT UE sees an ACK (or other message see 5.x.1.1 above) associated with its group but does not see the message being Acked or responded to (UE H in Figure 2), it asks for relay support by sending a Relay Request.

The Relay Request includes the requesting UE OwnID.

The Relay Request identifies the communication stream being requested by including the OrigID. This is because any one UE may need different devices to relay for it according to the source UE (see annex X.1).

The Relay Request includes a list of AckIDs which is the list of OwnIDs that it has detected as candidates to provide relay. The receiving UE can populate the Relay Request message with only a subset of received AckIDs. One reason for doing so would be if there are good relay opportunities with low numhops, devices already relaying or sufficient devices with high Link value parameter received and with good local link margin. In this case it can eliminate devices with worse numhops, Relay quantity, Link value or poor receive margin however it should take care to be able to make an optimised selection from the device that remain selected.

Message: Relay Response

UEs that see the Relay Request directed to them (their ID is in the list of AckIDs) will have received the original message because they have sent an Ack. These UEs have already calculated a value for link goodness (Relay value) to/from them to the Originating UE. They respond with a Relay Response. In any case, and for future compatibility, it is best for each UE to save the last set of values (Relay value, Relay quantity and numhops) they have received related to the link between them and each of the other Originating UEs. These stored values should also have an elapsed time stored against them to assess currency/staleness of the data. The stored value can be used in Relay Response responses and perhaps other uses such as keep alives or routing optimisation.

Relay Response includes Relay value which is based on all links to/from the Relay UE to Originator and the link margin based on, for example, signal strength. The Relay value to be replied to the requesting UE is the margin before the link from the originating device to the relaying device is lost. The rationale behind this is that assuming users are mobile it is better to choose a user who can support both links for the longest possible time. The Relay value equates to the margin before the weakest of all the links in the chain breaks.

Relay Response optionally includes the Relay quantity parameter which indicates the number of UEs the device is already relaying for. It is better to limit the number of UE having to relay so it is preferred to use fewer UE relaying to more users. If Relay quantity is omitted the receiving device assumes 0, that is, the UE in question is not at this stage relaying for any user. Priority is given to select a UE for Relay that is already relaying.

It is FFS whether any other UE that has received the original message and the Relay request but is not in the list of AckIDs should offer a Relay Response.

Relay Response optionally includes a value, numhops, which indicates the number of hops so far on the receiving link from the source UE to the UE sending the parameter. If it receives the talk spurt directly then it is 1 hop, if it is already relayed by one other device then it is 2 hops… This is optional in so far as the system could be configured to only allow one hop and in this case the UE would send Relay Reject if it was already served by Relay. If numhops is omitted then a value of 1 is assumed.

As mentioned in 5.x.1.1 it would be possible to indicate the numhops in the normal Ack message in which case the requesting UE could limit its request to those providing the best options.

Message: Relay Accept

The UE requesting relay support monitors the responses. It calculates a link margin for each response based on the received Relay value and the received signal strength as described in 5.x.1.7 to form new Relay values for each possible route. The device then selects the best UE to act as relay by the following; 

· For any routes with Relay value greater than [10]dB, the device chosen is the one with lowest numhops.

· If more than one device have the same numhops value, the device chosen is the one with highest Relay quantity,

· If multiple devices have equal numhops and Relay quantity, the device chosen is the one with highest Relay value.

· If no route has Relay value greater than [10]dB, the device chosen is the one with highest Relay value.

· In case more than one device have exactly the same Relay value (this could happen if multiple relay opportunities exist which all go through the same one relay closer to the Originator and that Relay value is low) the device chosen among those with the same Relay value is the one with best numhops, then Relay quantity. If equivalent choices remain then any one can be chosen.

The UE requesting relay sends Relay Accept for the Originator and chosen relaying device.

The Relay Accept message includes the identity of the UE requesting the relay.

The Relay Accept message identifies the communication stream being requested by including the OrigID.

The Relay Accept message includes the AckID of the UE it has selected to act as a relay.

Action on response of Relay Accept:

The chosen UE then considers itself as relaying for future communications from the OrigID (to the RemoteID) and from the RemoteID (to the OrigID). Relayed packets will include the same information as the original packet, except that it will send using its own ID, add a Relay indication and identify the ID of the source device as OrigID.

The relaying UE relays messages where the OrigID matches its list of devices to relay for. In the case described above, perhaps UE F is the best and it relays comms from D (so that H can receive) and comms from H (so that D can receive). In this way Acks get relayed back to the originator as would Capture requests. The UE relay does not relay already relayed messages according to the relaying device ID but only according to the OrigID.

The resources used for relay transmission should be pre-configured and different from the resources used for either the main communication or the supporting signalling. They could all be separated in time within a repeating time period. Three separate opportunities (original and two different relay opportunities) are required to avoid interference. See Annex x.2
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Figure 3: Example Relay Operation

There are different classes of messages, some which get relayed and some which do not. The messages that do not get relayed are Local Relevance messages. These only have significance for the one local hop. These messages are:

· Relay Request

· Relay Response

· Relay Accept

· Relay Deactivate

· Relay Deactivate Complete

All other messages do get relayed if the conditions for relaying are met (basically there is a column in the routing table for the Originating ID or for the Relay ID). A relayed message keeps the same message type and characteristic but there is an indication included that the message has been relayed and the identity of the relaying device. Speech packets include the Originator ID and are routed according to a table for Originato

Next hop replaces relay ID

The device being relayed will receive messages relayed through it’s chosen relay. It may receive those messages through other relaying devices. It is acceptable to receive messages from relays other than the intended one but if this situation persists and the other connection seems more reliable the UE should formally establish this new link terminate the previous link.

Failure cases for Relay Accept:

It may be that the Relay Request message from the device collides with another Relay Request message from another device. This cannot be detected by the sending UE but the most likely result would be that some UE receive and respond to one device and others respond to the other. Some UE might be unable to receive either message.

There is also a chance of collision with Relay Response messages.

For either of the above two conditions, the device sending Relay Request will only receive Relay Response from a subset of the UE it requested response from. The sending device makes a judgement based on earlier data it received (e.g. from Acks) whether or not it has received enough replies to make a choice of Relaying UE. It does not have to be a perfect choice as optimisation will occur but in some cases it may be that the missing responses are all apparently preferred whereas the only responses received are poor. In this case the device has the choice to accept from the responses it has received and rely on optimisation or to resend the Relay Request.

1.a.1.3 Routing table

The Relay UE keeps a record of the bridges it holds, that is both sides, the source and destination and vice versa. This may be best described by considering UE E from the example distribution of devices from 5.y  using the following table. In this example it has been assumed that some optimising of choice of relaying device has happened to result in the details within the table.
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Table 1: Relay Bridge List

When a UE is chosen to relay for another UE the relaying device adds that UE to the bridging list it contains. When, for example, UE E is chosen to relay source G communications to device C then, as it already has a column for source G, it just adds device C in the list of relay recipients, it also makes sure that UE C has a column as originating UE and adds G to its list. Now, when receiving a message UE E just checks the header row of the table against the OrigID of the message. If there is a match, then it relays the communications. The reason for keeping the list of recipients is that when a link is deselected or expires, it deletes the entries in the table but it does not delete the column until the list is empty. Then it can delete the column and stop relaying communications for that source UE. Of course there are many ways of keeping track of the relay lists but the operation is made clear through this table.

For each Originating UE that the UE relays for, it should keep a record of the last calculated Relay value. That is it stores the Relay value which is the lower of the Relay value it receives from the last device in the link and the value it measures when receiving the message. This equates to the margin for the link to/from itself and is calculated and stored independently for each Originating UE. In the same way it also stores the last known numhops (adding one for the last link). These values will be refreshed for each new message received from the Originating UE. Relay quantity need not be stored.

1.a.1.4 Terminating a relay link

Relay links should expire with the passage of time or with no positive information. That is after [X] missed confirmation opportunities (probably missed Ack) or after time [T], the link is deactivated.

If a device discovers and establishes a better relay route or if it is switched off, it deactivates a previous relay by sending Relay Deactivate to the previously relaying UE. To avoid the risk of a device continuing unwanted relay due to a missed deactivation the Relay Deactivate message is acknowledged with a Relay Deactivate Complete message. This latter message is not acknowledged but if the device initiating the deactivation does not receive the completion message it re-sends the Relay Deactivate. This repeat is [only done once].

1.a.1.5 Maintaining/optimising the relay links

1.a.1.6 Choice of relay transmission resource

Ideally there should be three prime transmission opportunities for a main communication. These should be configured in a known relationship with each other.

The source device transmits on resource set 0. The first relay transmits on the next subsequent opportunity from resource set 1. A relay onward relaying from a device using resource set 1 will use the next subsequent opportunity from resource set 2. A device relaying on from a device using resource set 2 will use the next subsequent opportunity from the initial resource set 0. If there is a situation where a new UE would suffer interference from the originating UE and the third relay, then the new UE could act as a first UE for what had been the third relay and if that device still needs to relay for others it can become a second relay.

Therefore the resource set to be used is (N+1)MOD 3; where N is the resource set being used for the inbound data stream.

FFS and not actually the subject of this document - it may be possible for two separate group communications to share one or both relay transmission resources. This would mean there is risk of interference when multiple groups need multiple relaying devices within range of each other and when multiple groups are speaking simultaneously however it would assure a more complete use of the available resource. A more robust communication would require separate guaranteed resources for the group.

1.a.1.7 Parameter details

OriginatorID

OwnID

RemoteID

RelayID

Relay value is a number (effectively in dB with a resolution of [.1dB] and an accuracy of [+/- 2dB]) before the weakest link might break. It is measured from the Originating UE (source) to the device in question. A device only ever sends the Relay value that applies to a link starting/ending with itself. Any device (say device P) receiving the Relay value parameter from another device (say device Q) will have to add the contribution for the local link from itself to the other device which sent the parameter. Its own Relay value takes account of the additional link by comparing and choosing the minimum of the Relay value parameter received from the other UE with the difference in dB between the UE sensitivity level and the received signal strength for the message containing that parameter. The Relay value for this UE for the link from it to the Originating UE in question therefore continues to be (approximately) the margin in dB before the weakest link gets to sensitivity level.
Editor’s note; The availability of signal strength measures or link quality from lower layers available at the application layer needs to be confirmed for the Relay value parameter to work as described here. If this is not available the link quality aspect will need to be reconsidered.
Numhops is an integer value representing the number of hops in a link associated with a particular source UE. A device stores and when required to do so transmits the value of numhops to let other devices know how many hops a communication has taken to get from the source UE to the device sending numhops. Devices seeking relay will tend to select the least hop route. The more hops in a route, the more delay will be introduced into the communication and the more opportunities for error and frequent reconfigurations. When a device choses a new route for a source communication stream the value of numhops for that stream is the value sent by the UE selected for relay plus 1.

Relay quantity is an integer value representing the number of next hop receiving UEs that the sending device is relaying for. This equates to the number of relay recipients in the routing table in section 5.x.1.3 in the column relating to the specific Originating UE. The rationale is that when a device is relaying then it “costs” no more to relay for one more device. The new device does however need to register its interest with the relaying device so that i) its Relay quantity remains accurate and ii) it will not cease to relay if all other devices release the link. Furthermore, by reducing the number of devices transmitting for relay it will reduce the degree and probability for interference which could result in suboptimum relay routes being chosen.
Figure � SEQ Figure \* ARABIC �1�: Detecting the Relay Opportunity





Figure � SEQ Figure \* ARABIC �2�: Establishing Relay Links
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