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Abstract: This document outlines what is in and out of scope for release 13 MCPTT, defines some possible deployment scenarios for MCPTT and assesses their impact on the architecture.
1 Introduction
Several deployment scenarios are possible for Mission Critical PTT over LTE networks. It is important to take account of these and to assess their impact on the architecture.
2 The 3GPP MCPTT Architectural Scope

The 3GPP MCPTT work item for release 13 currently only has a scope that includes MCPTT and associated Group Management functions. 

Figure 1 below(which is based on the ETSI TCCE Reference Model and Solution 2 from TR 23.779) indicates what is in and out of scope for 3GPP MCPTT work item and which aspects of the system are already covered by existing 3GPP enablers and which are new for MCPTT (and Group Management) Application Architectural functions. 

NOTE this figure breaks out the SIP protocol layer (IMS Core) from the application layer in the ETSI TCCE Reference Model and includes an MCPTT IWF for interworking with Legacy Public Safety infrastructure (TETRA, P25 etc).

KEY
RED shows what is out of scope for 3GPP MCPTT

YELLOW shows what is already covered by the 3GPP architecture

GREEN is the new Application Architecture functions for MCPTT
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Figure 1 – 3GPP MCPTT Reference Model (what is in and out of scope for MCPTT)

3 MCPTT Deployment Options

Based on the above reference model the following deployment options can be realised in the sections below.

KEY
RED shows what is administered by the Public Safety Agency 

BLUE shows what is adminsitered by the Telecomunications Carrier

3.1 Public Safety Administration of the Full MCPTT System

Figure 2 shows the scenario where Public Safety Agency A administers their entire MCPTT system including the LTE Radio Access Network. In this example the UE (Terminal) is also shown as being potentially a dedicated device for MCPTT.
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Figure 2 – Public Safety Administration of the Full MCPTT System
3.2 Public Safety Administration of the MCPTT Application

Figure 3 shows the scenario where Public Safety Agency A only administers the MCPTT application. The rest of the system including the IMS Core Network is administered by the Carrier. In this example the UE (Terminal) is shown as being potentially a Carrier provided device with just MCPTT and Group Management clients installed for MCPTT. Such a scenario may suit small Public Safety Agencies without the resources to build out and operate their own full network and also for utilities and some enterprises.
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Figure 3 – Public Safety Administration of the MCPTT Application

3.3 Public Safety Administration of MCPTT Application and Full SIP Core 

Figure 4 shows the scenario where Public Safety Agency administers not only the MCPTT application but also the SIP Core (IMS). Figure 4 shows Public Safety Agency A administering the SIP Core as identified in solution 6 (the NGCN scenario) in 3GPP TR 23.779. Such scenario may be cost effective for those Public Safety Agencies that have a high level of security requirements and do not trust the Telecommunications Carriers with their Keys and Identities and when deployed with carriers that will allow the Public Safety Agency direct access to EPC without interfacing via a Carrier IMS core network.
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Figure 4 – Public Safety Administration of the MCPTT Application and SIP Core

3.4 Public Safety Administration of MCPTT Application and Partial SIP Core 

Figure 5 shows the scenario where Public Safety Agency administers not only the MCPTT application but also part of the SIP Core (IMS). Figure 5 shows Public Safety Agency A Administering part of the SIP Core (just the S-CSCF as identified in solution 2 in 3GPP TR 23.779), with the rest of the Carrier IMS Core Network being used to interface to EPC. Such scenarios may be cost effective for those Public Safety Agencies that have a high level of security requirements and do not trust the Telecommunications Carriers with their Keys and Identities but the carrier requires that the Public Safety Agency access to EPC via a Carrier  IMS core network. 
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Figure 5 – Public Safety Administration of the MCPTT Application and SIP Core

3.5 Public Safety Administration of the MCPTT System plus Carrier RANs

Figure 6 shows the scenario where Public Safety Agency A administers full MCPTT System except that some additional coverage is provided through use of the Telecommunications carriers LTE Radio Access Network (RAN), with the Public Safety EPC being used to interface to the Carriers RAN. Such a scenario may suit large Public Safety Agencies which have plenty of resources to provide a full network but need to add some additional coverage (e.g.for rural areas).
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Figure 6 – Public Safety Administration of the MCPTT System plus Carrier RANs
3.6
Public Safety Administration of MCPTT Application plus Public Safety RANs

Figure 7 shows the scenario where Public Safety Agency A administers the MCPTT Application and the Telecommunications Carrier administers most of the rest of the system except that some additional coverage is provided through use of the Public Safety administered LTE Radio Access Network (RAN), with the Telecommunications Carrier EPC being used to interface to the Public Safety RAN. Such a scenario may suit Public Safety Agencies which have built out additional radio coverage (possibly in areas not served by the Telecommunication carriers or in congested areas in order to ensure that there is sufficient radio capacity for Public Safety) but do not have the  resources to provide a full network.
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Figure 7 – Public Safety Administration of MCPTT Application plus Public Safety RANs

3.7 Carrier Administration of the Full System

Figure 8 shows the scenario where Public Safety Agency A contracts with the Carrier for the administration of the entire MCPTT system.. In this example the UE (Terminal) is shown as being potentially a Carrier provided device with carrier installed MCPTT and Group Management clients for MCPTT. Such a scenario may suit small Public Safety Agencies without the resources to own and maintain a full network and also for utilities and some enterprises and also Carrier provided PTT for consumers.
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Figure 8 – Carrier Administration of the Full System
3.8 Interoperability between different deployments

Figure 9 shows inter working between different Public Safety Agencies. Public Safety Agency A which contracts with the Carrier for the administration of the entire MCPTT system is shown interconnected with Public Safety Agency B which administers their entire MCPTT system including the LTE Radio Access Network though the Carrier IMS Core Network System. Public Safety Agency B can also enhance their coverage through utilisation of the Carrier IMS, EPC and LTE access. Inter working with Legacy is via an Interworking function. It should be noted that interworking with Legacy is the responsibility of the legacy system. Thus regardless of which deployment scenarios are used interoperability between all scenarios and legacy networks is possible though the Carrier IMS Core Network System.
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Figure 9 – Interoperability between different deployments

4 Summary
It should be recognised that although each deployment scenario differs considerably the architecture does not fundamentally change. When adjacent modules of the model are under the same administration they do not require compliance of their interfaces to any standards specification and therefore implementations have the freedom to combine adjacent modules (and functional elements within those modules) within their own administration as they deem fit. Only the interfaces that are exposed to modules under a different administration are required to comply with the specification for that interface. The architecture supports many different deployment scenarios to suit different business models and different trust relationships between the Public Safety Agencies and the Telecommunications Carriers.

Provided the Gm and Ut reference points (enhanced as necessary for MCPTT and other enhancements in 3GPP release 13) are supported for all scenarios the same IMS MCPTT UEs can be utilised regardless of the deployment scenario used and can roam into and interoperate with deployments using any of these scenarios.

NOTE: The Gm reference point is the 3GPP reference point between the IMS UE and the P-CSCF in the IMS Core Network and the Ut reference point uses HTTP/XCAP for configuration of services such as Group Management.

5 Proposal

It is proposed to include the following material as Annexes of TR 23.779.
Annex A (informative):
MCPTT Architectural Scope

MCPTT currently only has a scope that includes MCPTT and associated Group Management functions. 

Figure A.1 below(which is based on the ETSI TCCE Reference Model and Solution 2) indicates what is in and out of scope for 3GPP MCPTT work item and which aspects of the system are already covered by existing 3GPP enablers and which are new for MCPTT (and Group Management) Application Architectural functions. 

NOTE 1
 this figure breaks out the SIP protocol layer (IMS Core) from the application layer in the ETSI TCCE Reference Model and includes an MCPTT IWF for interworking with Legacy Public Safety infrastructure (TETRA, P25 etc).
NOTE 2
 The console is not shown in this figure. It is assumed that the console is a special type of privileged MCPTT UE potentially communicating using IP via a non 3GPP access (e.g. Ethernet). 
KEY
RED shows what is out of scope for 3GPP MCPTT

YELLOW shows what is already covered by the 3GPP architecture

GREEN is the new Application Architecture functions for MCPTT
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Figure A.1 – 3GPP MCPTT Reference Model (what is in and out of scope for MCPTT)

Annex B (informative):
MCPTT Deployment Options
The following deployment options for MCPTT can be realised.

KEY
RED shows what is administered by the Public Safety Agency 

BLUE shows what is adminsitered by the Telecomunications Carrier

B.1
Public Safety Administration of the Full MCPTT System

Figure B.1 shows the scenario where Public Safety Agency A administers their entire MCPTT system including the LTE Radio Access Network. In this example the UE (Terminal) is also shown as being potentially a dedicated device for MCPTT.
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Figure B.1 – Public Safety Administration of the Full MCPTT System
B.2
Public Safety Administration of the MCPTT Application

Figure B.2 shows the scenario where Public Safety Agency A only administers the MCPTT application. The rest of the system including the IMS Core Network is administered by the Carrier. In this example the UE (Terminal) is shown as being potentially a Carrier provided device with just MCPTT and Group Management clients installed for MCPTT. Such a scenario may suit small Public Safety Agencies without the resources to build out and operate their own full network and also for utilities and some enterprises.
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Figure B.2 – Public Safety Administration of the MCPTT Application

B.3
Public Safety Administration of MCPTT Application and Full SIP Core 

Figure B.3 shows the scenario where Public Safety Agency administers not only the MCPTT application but also the SIP Core (IMS). Figure 4 shows Public Safety Agency A administering the SIP Core as identified in solution 6 (the NGCN scenario) in 3GPP TR 23.779. Such scenario may be cost effective for those Public Safety Agencies that have a high level of security requirements and do not trust the Telecommunications Carriers with their Keys and Identities and when deployed with carriers that will allow the Public Safety Agency direct access to EPC without interfacing via a Carrier IMS core network.
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Figure B.3 – Public Safety Administration of the MCPTT Application and SIP Core

B.4
Public Safety Administration of MCPTT Application and Partial SIP Core 

Figure B.4 shows the scenario where Public Safety Agency administers not only the MCPTT application but also part of the SIP Core (IMS). Figure 5 shows Public Safety Agency A Administering part of the SIP Core (just the S-CSCF as identified in solution 2 in 3GPP TR 23.779), with the rest of the Carrier IMS Core Network being used to interface to EPC. Such scenarios may be cost effective for those Public Safety Agencies that have a high level of security requirements and do not trust the Telecommunications Carriers with their Keys and Identities but the carrier requires that the Public Safety Agency access to EPC via a Carrier  IMS core network. 
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Figure B.4 – Public Safety Administration of the MCPTT Application and SIP Core

B.5
Public Safety Administration of the MCPTT System plus Carrier RANs

Figure B.5 shows the scenario where Public Safety Agency A administers full MCPTT System except that some additional coverage is provided through use of the Telecommunications carriers LTE Radio Access Network (RAN), with the Public Safety EPC being used to interface to the Carriers RAN. Such a scenario may suit large Public Safety Agencies which have plenty of resources to provide a full network but need to add some additional coverage (e.g.for rural areas).
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Figure B.5– Public Safety Administration of the MCPTT System plus Carrier RANs
B.6
Public Safety Administration of MCPTT Application plus Public Safety RANs

Figure B.6 shows the scenario where Public Safety Agency A administers the MCPTT Application and the Telecommunications Carrier administers most of the rest of the system except that some additional coverage is provided through use of the Public Safety administered LTE Radio Access Network (RAN), with the Telecommunications Carrier EPC being used to interface to the Public Safety RAN. Such a scenario may suit Public Safety Agencies which have built out additional radio coverage (possibly in areas not served by the Telecommunication carriers or in congested areas in order to ensure that there is sufficient radio capacity for Public Safety) but do not have the  resources to provide a full network.
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Figure B.6 – Public Safety Administration of MCPTT Application plus Public Safety RANs
B.7
Carrier Administration of the Full System

Figure B.7 shows the scenario where Public Safety Agency A contracts with the Carrier for the administration of the entire MCPTT system.. In this example the UE (Terminal) is shown as being potentially a Carrier provided device with carrier installed MCPTT and Group Management clients for MCPTT. Such a scenario may suit small Public Safety Agencies without the resources to own and maintain a full network and also for utilities and some enterprises and also Carrier provided PTT for consumers.
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Figure B.7 – Carrier Administration of the Full System

B.8
Interoperability between different deployments

Figure B.8 shows inter working between different Public Safety Agencies. Public Safety Agency A which contracts with the Carrier for the administration of the entire MCPTT system is shown interconnected with Public Safety Agency B which administers their entire MCPTT system including the LTE Radio Access Network though the Carrier IMS Core Network System. Public Safety Agency B can also enhance their coverage through utilisation of the Carrier IMS, EPC and LTE access. Inter working with Legacy is via an Interworking function. It should be noted that interworking with Legacy is the responsibility of the legacy system. Thus regardless of which deployment scenarios are used interoperability between all scenarios and legacy networks is possible though the Carrier IMS Core Network System.
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Figure B.8 – Interoperability between different deployments
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