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1
Decision/action requested

This is a pCR to TR 32.843 introducing a scenario of UE originating RCS File Transfer over LTE- Roaming LBO. 
2
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Rationale

This pCR proposes to introduce a second scenario, refered-to as scenario B: UE originating RCS File Transfer over LTE – Roaming LBO 
This is one of the RCS services scenario refered-to per LS S5-140692/S2-141456 from GSMA.
4
Detailed proposal

The following changes are proposed to be incorporated into TR 32.843 [1]  

	First change


4.2.2
Scenario B: RCS File Transfer over LTE – Roaming LBO   

4.2.2.1
Description 

An UE establishes a RCS File Transfer service per GSMA RCC.07 [504] towards another UE, while roaming in a VPLMN with traffic broken out from the Visited Network.  

UE RCS device is assumed to be configured for VoLTE, and the home network is assumed to support use of IMS APN. 

Per GSMA RCC.07 [504], the following apply in consequence:

-
Per clause 2.9.1.4: 

•
All services on a device configured for VoLTE, whether it is in RCS-VoLTE mode or in RCS-CS mode, shall follow the general rules as per IR.88] [501], APN usage as per IR.92 [502]

•
When the device and the home network support the use of the IMS APN, the IMS APN shall be used to access the RCS services.

-
Per clause 2.9.1.3 (assuming RCS device configured for VoLTE): 

For all IMS traffic the following applies for an RCS device configured for VoLTE/VoHSPA:

•
APN usage shall be according to [PRD-IR.92] 

•
For LTE bearer management see section 4.3 of [PRD-IR.92].

For all RCS IMS traffic the following applies:

•
For a device in RCS-VoLTE mode: LTE QCI (QoS class identifier) 8 and 9 shall be supported so that either may be used for MSRP traffic.

Per GSMA IR.92 [502], the following apply (as for scenario A):

-
 This profile has been designed to support IMS roaming with both P-CSCF and PGW in the visited network.

-
 “A default bearer must be created when the UE creates the PDN connection to the IMS well‑known APN, as defined in 3GPP specifications. A standardised QCI value of five (5) must be used for the default bearer. It is used for IMS SIP signalling”.

Per GSMA IR.88 [501] the following apply (as for scenario A):

-
"For LTE voice roaming, the PCRF in the visited network may be configured with static policy rules for roaming subscribers, in order to configure the default and dedicated bearers as specified in IR.92 and IR.94.  As an alternative, and dependent on operator agreements, dynamic PCC may be used to exchange policy information between the hPCRF and the vPCRF (that is S9 interface)".

The RCS File Transfer service is described in GSMA RCC.07 [504] clause 3.5, and especially:

· File Transfer is based on [GSMA PRD RCC.12 RCS 5.2 Endorsement of OMA SIP/SIMPLE IM 2.0, Version 3.0] and [GSMA PRD RCC.11 RCS 5.2 Endorsement of OMA CPM 2.0 Conversation Functions, Version 3.0], as well as on the extensions described in [RFC5547].
Additional assumptions for the scenario B: 

· In this scenario, RG values selected for default bearer and MSRP media session are differents.   

-
Charging Characteristics applied by the PGW for foreign subscribers is the Visiting default behaviour, which includes the setting “online charging disabled” as the default charging method. In the scenario, the V-PCRF supersedes this default charging method with “online charging enabled” setting for the RCS File Transfer. 

-
Charging per IP-CAN bearer applies (as for scenario A)

4.2.2.2
Message Flow 

4.2.2.2.1
Introduction

UE needs to Initial Attach and have a PDN connection to the IMS well‑known APN in order to receive IMS services, including RCS services defined in RCC.07 [504]. During this Initial attach, the always-on IP connectivity for UE of the EPS is enabled by establishing a default EPS bearer, with the standardised value QCI 5, used for IMS SIP signalling.
4.2.2.2.2
UE Originating RCS File Transfer
This clause provides the signalling flows of RCS File Transfer service establishment by UE on Originating side, without having an ongoing session. 

For simplification, IMS establishment of the MSRP session between two users is assumed without the usage of preconditions and reliable provisional responses. Similar scenario can be found in TS 24.247 [x] annex A.4.2.

This Initial Attach with default bearer creation as depicted in Figure 4.2.1.2.1 applies, and the following steps occur after steps 1-9 in Figure 4.2.1.2.1.
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Figure 4.2.2.2.1: IMS session establishment for MSRP session until SIP 200 OK
10.
Based on the obtained P-CSCF Address, the UE performs relevant registration (CPM service) procedure through appropriate PDN connection over the EPS default bearer, towards the HPLMN IMS. 
11.
The UE initiates a RCS File Transfer service: SIP INVITE request is sent towards the P-CSCF in VPLMN, indicating CPM session for File Transfer service (CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.cpm. filetransfer’) with SDP offer including media description for MSRP media stream and attributes related to the file transfer. 

12. P-CSCF generates an ICID (IMS Charging Identifier). The P-CSCF identifies the requested service information (File Transfer), the needed connection information (IP address of the down link IP flow(s), port numbers to be used etc…), and the HPLMN the request needs to be routed-to. 
13.
P-CSCF routes the request towards the HPLMN S-CSCF with the service requested, ICID and associated SDP offer.  
14.
The S-CSCF potentially forwards the request towards an AS. The S-CSCF asserts the requested service, adding the P-Asserted-Service header field set to the value of the asserted CPM service ICSI (i.e. urn:urn-7:3gpp-service.ims.icsi.oma.cpm.filetransfer). After performing services-related checks, based on subscriber profile, and “online charging” found set for this subscriber, the AS/IMS-GWF creates a new Ro Online Charging session towards the OCS in order to get authorization for this “RCS File Transfer” service with SDP offer description, ICID, and request time quota. 

15.
This RCS File Transfer service with SDP offer description is authorized by the OCS, and pre-liminary time quota may be granted in returned CCA. 

16.
 The SIP INVITE is forwarded to the remote party
17.
The remote party answers: SIP 200 OK (INVITE) is received by the AS/S-CSCF with SDP answer indicating that the terminating UE is ready for the MSRP session.  
18.
Ro session is updated with the final SDP Answer upon final response  

19.
RCS File transfer service with SDP description is authorized by OCS and new time quota may be granted 

20. SIP 200 OK (INVITE) is forwarded towards the P-CSCF in VPLMN with SDP answer and asserted CPM service ICSI service.

21.
The P-CSCF provides service information derived from SIP session information and SDP answer to the V-PCRF by sending a Diameter AAR over a new Rx Diameter session for the session authorization and provisioning the corresponding PCC rules. The P-CSCF sends (ICID, media IP flows description, QoS-related information, asserted RCS File Transfer service...) to V-PCRF and subscribes to Successful resource allocation.

A. use of S9 

22.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization and obtain PCC Rules from session-related information. 
23.
The H-PCRF stores the received Service Information and performs check from subscription-related information about allowed service(s), QoS information... The H-PCRF determines the “service Identifier = service IDft” to be used, based on RCS File Transfer asserted service and media flows description. The H-PCRF derives the PCC Rule(s) to be installed: PCC Rule-ft (QCI 8, ICID, service-IDft, RGft) for flows associated to MSRP media session.

24.
 The H-PCRF responds to the V-PCRF with a Diameter AAA.

B2. Alternatively, based on roaming agreement (same as in B1 in Figure 4.2.12.1), static policies apply instead use of S9, as input for PCC Rule generation: “service Identifier = service ID10”, RG10 (RCS FT) are derived .

 Key issue3 (same as Key issue 3 in scenario A):  service ID, RG values for RCS File Transfer, with MSRP media session (here PCC-Rule10, RG10) must be agreed between VPLMN and HPLMN results in configuring within the VPLMN, per-HPLMN RG values for roamers, and RG values different from the ones applied for its own subscribers (i.e. non-roamers). 

Key issue4 (same as Key issue 4 in scenario A): Different Vendor-specific service ID, RG values for RCS File Transfer service, with MSRP media session.

25.
V-PCRF sends acknowledgement AAA to P-CSCF.

26. The V-PCRF executes interactions with PGW according to received instructions from S9 (or alternatively based on static policies if step B2):  provisioning of PCC Rule-ft (or alternatively PCC-Rule10), by sending RAR to the PGW and associated event triggers subscriptions, including subscription to successful resources allocation.  

27.
The PGW performs the bearer binding and QoS resource reservation associated to the installed PCC-Rule-ft (alternatively PCC Rule10). Based on received PCC Rules QCI and ARP, the PGW determines one dedicated bearer need to be activated with QCI 8.  


The PGW generates Charging Id for the dedicated bearer with QCI 8. As Online Charging is applicable to the PDN connection, and PCC Rule-ft (alternatively PCC-Rule-10) is activated, then PGW creates a new Gy session towards the OCS for the dedicated bearer. The PGW sends CCR-I with (IMSI, IMS APN, Charging Id, Qos information (QCI 8),...), and in addition may requests volume quota for RGft provided with ICID, and Service-IDft (alternatively RG10 provided with ICID and Service-ID10). 

28.
Based on checks whether the user is authorized for this bearer, and volume quota can be allocated for RGft/service-IDft (alternatively RG10/service-ID10), the OCS allocates appropriate quota along with a set of re-authorisation triggers.

29.
Dedicated bearer activation is sent towards the SGW in order to activate the new bearer with QCI 8.

30. Successful create bearer response is received by the PGW

31. After the successful activation of the dedicated bearer, PGW answers to V-PCRF the successful provisioning for flows under PCC Rule-ft (QCI8) (alternatively PCC-Rule10).   

32. Since P-CSCF subscribed to successful resources allocation, the V-PCRF subsequently notifies about this successful resources allocation.With S9 this successful resources allocation notification goes through H-PCRF. 
33. Once the P-CSCF has been notified that all resources is established (i.e. the dedicated bearer) SIP 200 OK (INVITE) with SDP answer is forwarded to the originating UE by the P-CSCF
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Figure 4.2.2.2.2: IMS session establishment for MSRP session next step after SIP 200 OK
34. The P-CSCF sends AAR message to V-PCRF over the Rx session in order to enable all media IP flows
A. use of S9 

35.
The V-PCRF stores the received session information, and forwards the Diameter AAR to the H-PCRF in order to get authorization. 
36. The H-PCRF authorizes the request and responds with an AAA message to the visited PCRF

B3. Alternatively, based on roaming agreement (same as in B1 in Figure 4.2.1.2.1), static policies apply instead use of S9, and the V-PCRF takes the decision to enable media flows.   
37.
The V-PCRF executes interactions with PGW in order to enable the flows within installed PCC Rule-ft (alternatively PCC-Rule10).  

38.
The PGW answers to V-PCRF sending RAA

39. The V-PCRF answers to P-CSCF about successful flows enablements, sending AAA.  

40. SIP ACK message is sent from Originating UE to remote party.

The File Transfer is carried out over the dedicated bearer using MSRP session. 

41. UE A sends MSRP SEND towards remote UE with file data. 

42. The remoteUE acknowledges the reception of the MSRP SEND request with an MSRP 200 (OK )

Step 41-42 are repeated for the whole data file to be transferred. 

43. The volume exchanged is counted under “Service-IDft” within RGft, and there is no more Quota for RGft.

44. CCR-U is issued by the PGW towards the OCS to get more quota. The used units (volume) counted under Service-IDft and RGft are reported along with the quota request.

45. OCS replies CCA allocating more quota for RGft.

46-47. File transfer can continue via MSRP SEND/200 OK exchange

	End of changes
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