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1
Decision/action requested

The group is asked to discuss the proposed requirements, and introduce the agreed part into the draft TS 32.591.
2
References

[1] 3GPP TS 32.581
[2] 3GPP TS 32.591

3
Rationale

The proposed requirements are introduced to:
1. Add a requirement related to firmware upgrade in addition to software upgrate

2.  Add a requirement to maintain configuration data following reboots.

3.  Introduce a requirement for performing a selective troubleshoot of specific functions

4.  Stenghtening the security requirements

5.  Add a requirement to allow either the HeNB or the HeMS to start a management connection
4
Detailed proposal

	1st Modified Section


5
Business level requirements

5.1
Requirements

5.1.1
Configuration Management
REQ-OAMP_CM-CON-003 The HeNB shall be able to automatically, i.e. without human operator on-line interaction or attention, upgrade its software/firmware and configuration.

	End of 1st  Modified Section


	2nd Modified Section


6
Specification level requirements

6.1
Requirements

6.1.1
Configuration Management
REQ-OAMP_CM-CON-xx1 The HeNB shall provide a capability allowing the HeMS to manage downloading of HeNB software/firmware image files and provide mechanisms for version identification and notification to the HeMS of the success or failure of a file download.
REQ-OAMP_CM-CON-xx2 In normal operation, the HeNB shall maintain its configuration data following a HeNB reboot.

REQ-OAMP_CM-CON-xx3 The HeNB shall support capabilities to inform the HeMS about the results of specific actions triggered by the HeMS.
REQ-OAMP_CM-CON-xx4 It shall be possible to initiate a management connection at the request of either the HeNB or the HeMS.
	End of 2nd modifications


	3rd modifications


6.1.4   Security Management
REQ-OAMP_SM-CON –xx1 The HeNB shall provide a capability to prevent tampering with the interactions that take place between the HeNB and the HeMS as well as management functions of a HeNB.

REQ-OAMP_SM-CON –xx2 The HeNB shall provide a capability allowing the HeMS to authenticate the  HeNBs.

REQ-OAMP_SM-CON –xx3 The HeNB shall be able to authenticate the HeMS prior to responding to interactionstriggered by the HeMS.

REQ-OAMP_SM-CON –xx4 The HeNB shall provide a capability supporting confidentiality for interactionstaking place between the HeNB and the HeMS.

	End of 3rd modifications


	4th modifications


6.1.3  Fault Management
REQ-OAMP_FM-CON –xx1 The HeNB  shall provide a capability allowing the HeMS to access information that it  may use to diagnose and resolve connectivity or service issues.
	End of 4th modifications



























































































































































