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1
Decision/action requested

Discuss and agree on the location of and requirements for the Software Download Function
2
References

32.816 V1.4.0 Study on Management of LTE and SAE

S5-008331 Self-Configuration: SW download
3
Rationale

In the continous effort to define a location for each Functional Bloc of Logical Architecture for the Self-Configuration of eNodeBs, this contribution proposes a location for the Software Download Function (SW_DLF). This contribution targets macro eNodeB only. It builds on the result of the discussion of S5-008331 during SA5#58 in Malta. There the following requirements were agreed (see latest version of 32.816):
· [REQ_EST_CON_01] The software download should be automated as much as possible so that no or only minimal manual intervention is required.

· [REQ_EST_CON_02] The actor at NM level should have monitoring and interaction capabilities regarding the software download into the eNB.

· [REQ_EST_CON_03] The software download functions used during the establishment of a new eNodeB in the network should be reused as much as possible for software upgrade.

The common problem for a Software Download Function is that the way how software is packaged / structured is very different from vendor to vendor. Therefore also activation, deactivation and the method how software is upgraded and inventoried are also very different for different vendors. And subsequently also the details of the control of these methods needs to be vendor specific. In addition is shall be noted that software updates are a rather rare occurrence compared to other management activities, In order to fulfill REQ_EST_CON_01 (automation) and REQ_EST_CON_02 (control) together, and given the constraints stated above, an instance is needed to shield the vendor specific aspects from the vendor-independent level of management. This can be done most efficiently by the EM/DM. The same is true for REQ_EST_CON_03.
Conclusion: 
SW_DLF shall be located in the EM/DM. NM uses the SW_DLF service via the Itf-N for limited monitoring and interaction (if needed, given that SW_DLF is an automated process). 
To fulfill REQ_EST_CON_01 it is additionally necessary, that an eNodeB is able to initiate a software download, i.e. from the SW_DLF in the EM/DM.
What could be standardized on Itf_N is a method for the NM to announce the availability of new software, so that the EM/DM can supply a self-configuring eNodeB with the latest information.
Also, the NM could be informed when a certain software version is activated or deactivated in an eNodeB. This is already covered in 32.816’s requirement [REQ_EST_FUN_01]. For this, either an existing notification may be re-used, or a newly defined specific notification could be used.
For the location of SW repositories no statement should be made in the standard.

4
Detailed proposal

The following changes are proposed for TR 32.816.

	First modified section


6.4.3
Use Case Specific Reference Model

6.4.3.1
Use case self-configuration of eNodeBs

The SW_DL Function shall be located at EM/DM level.

The SW_DL Function management capability shall be located at EM/DM level. These capabalities may also be available to a certain extent on NM level.
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