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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following definitions apply:

Domain Manager (DM): provides element management functions and domain management functions for a sub-network. Inter-working domain managers provide multi vendor and multi technology network management functions.

Element Manager (EM): provides a package of end-user functions for management of a set of closely related types of network elements. These functions can be divided into two main categories: Element Management Functions and
Sub-Network Management Functions.

Element Management functions: for management of network elements on an individual basis. These are basically the same functions as supported by the corresponding local terminals.

Enterprise Systems: Information Systems that are used in the telecommunication organisation but are not directly or essentially related to the telecommunications aspects (Call Centre's, Fraud Detection and Prevention Systems, Invoicing etc).

Information Service (IS): Defined in 3GPP TS 32.150 [111].

Integration Reference Point (IRP): Defined in 3GPP TS 32.150 [111].

Managed Object: Defined in 3GPP TS 32.150 [111].

Management Infrastructure: the collection of systems (computers and telecommunications) a PLMN Organisation has in order to manage its network.

Network Element (NE): a discrete telecommunications entity, which can be managed over a specific interface, e.g. the RNC.

Network Manager (NM): provides a package of end-user functions with the responsibility for the management of a network, mainly as supported by the EM(s) but it may also involve direct access to the Network Elements. All communication with the network is based on open and well-standardized interfaces supporting management of multi-vendor and multi-technology Network Elements. 
NML Service (NMLS): It is a NM layer logical entity which is separated from the functionality of the NM. The NMLS is a generic representation of a certain kind of function which has a standardized interface to the NM. The specific functionality on the interface depends on the kind of function.
Network Function Virtualization (NFV): Defined in ETSI GS NFV 003 [121].
Network Resource Model (NRM): Defined in 3GPP TS 32.150 [111].

Operations System (OS): a generic management system, independent of its location level within the management hierarchy.
Public Land Mobile Network (PLMN): see 3GPP TR 21.905 [50].
PLMN Organisation: legal entity that is involved in the management of a telecommunications network providing mobile cellular services.

Service: see 3GPP TR 21.905 [50].

Service Level Tracing: see OMA Service Provider Environment Requirements, OMA-RD-OSPE-V1_0-20050614-C [106].

Solution Set (SS): Defined in 3GPP TS 32.150 [111].

Sub-Network management functions: functions related to a network model for a set of Network Elements constituting a clearly defined sub-network, which may include relations between the Network Elements. This model enables additional functions on the sub-network level (typically in the areas of network topology presentation, alarm correlation, service impact analysis and circuit provisioning).

Virtualized Network Function: Defined in ETSI GS NFV 003 [121].

Network Functions Virtualisation Infrastructure: Defined in ETSI GS NFV 003 [121].
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

API
Application Programming Interface

ASN.1
Abstract Syntax Notation One

ATM
Asynchronous Transfer Mode

B2B
Business to Business

B-ISDN
Broadband ISDN 

BBF
Broadband Forum
BOOTP
Boot protocol

BSS
Business Support System
CLI
Command Line Interface

COPS
Common Open Policy Service

COPS-PR
COPS Usage for Policy Provisioning 

CORBA IIOP
Common Object Request Broker Architecture Internet Inter-ORB Protocol

CORBA
Common Object Request Broker Architecture
CORBA/IDL
Common Object Request Broker Architecture/Interface Definition Language

DCN
Data Communications Network

DECT
Digital Enhanced Cordless Telecommunications
DHCP
Dynamic Host Configuration Protocol

DM
Domain Manager

DNS
Directory Name Service

DSS1
Digital Subscriber System 1

EM
Element Manager
EML
Element Manager Layer
EMS
Element Management System 

ES
Enterprise Systems

eTOM
Enhanced Telecom Operations  Map®  (TeleManagement Forum)

FFS
For Further Study 

FMC
Fixed Mobile Convergence

FNIM
Federated Network Information Model

FTAM
File Transfer Access and Management

FTP
File Transfer Protocol

ftp
FTP

GGSN
Gateway GPRS Support Node

Go interface
The interface between the GGSN and the Policy Decision Function (PDF)

GSM
Global System for Mobile communications

HLR
Home Location Register

HSS
Home Subscriber Server

IDL
Interface Definition Language

IETF
Internet Engineering Task Force

IIOP
Internet Inter-ORB Protocol

IN
Intelligent Network

INAP
Intelligent Network Application Part

IRP
Integration Reference Point

IS
Information Service

ISDN
Integrated Services Digital Network
LDAP 
Lightweight Directory Access Protocol

LDUP
LDAP Duplication/Replication/Update Protocols 

LLA
Logical Layered Architecture

MANO
Management and Orchestration
MAP
Mobile Application Part

MExE
Mobile Execution Environment
MIB
Management Information Base

MMI
Man-Machine Interface

NE
Network Element

NFV
Network Functions Virtualisation

NFVI
Network Functions Virtualisation Infrastructure
NM
Network Manager 

NML
Network Management Layer

NMLS
Network Management Layer Service
NMS
Network Management System

NRM
Network Resource Model

OAM&P
Operations, Administration, Maintenance and Provisioning

OS
Operations System

OSI
Open Systems Interconnection

OSS
Operations Support System 

p2p
Peer-to-Peer

PDF
Policy Decision Function

PDH
Plesiochronous Digital Hierarchy

PDP
Policy Decision Point 

PIB
Policy Information Base

PKI
Public Key Infrastructure

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RNC
Radio Network Controller

RSVP
Resource ReserVation Protocol 

SAP
Service Access Point

SC
Service Consumer

SD
Service Directory

SDH
Synchronous Digital Hierarchy

sftp
secure ftp

SLA
Service Level Agreement

SNMP
Simple Network Management Protocol (IETF)

SNMP/SMI
SNMP/Structure of Management Information 

SOA
Service Oriented Architecture

SOM
Service Operations Management

SP
Service Provider

SS
Solution Set

SS7
Signalling System No. 7

SSH
Secure Shell

SSL
Secure Sockets Layer

TCP/IP
Transmission Control Protocol/ Internet Protocol

tftp
trivial ftp

TM
Telecom Management

TMF
TeleManagement Forum

TMN
Telecommunications Management Network (ITU-T)

TOM
Telecom Operations Map (TMF)

UE
User Equipment 

UIM
Umbrella Information Model

UML
Unified Modelling Language

UPT
Universal Personal Telecommunication

USIM
Universal Subscriber Identity Module

UTRA
Universal Terrestrial Radio Access

VHE
Virtual Home Environment

VNF
Virtualised Network Function
WSDL
Web Service Description Language (W3C)
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5
Architectural framework

5.1
Management reference model and interfaces

5.1.1
Overview

Figure 1 illustrates the management reference model. It shows the Operations Systems interfacing with other systems.

The present document (and the rest of the 3GPP management detailed specifications) addresses the Operations System (function and architecture wise) and the interfaces to the other systems (information and protocol wise).

The present document does not address the definition of any of the systems, which the Operations System may interface to. The rest of the 3GPP specifications regarding management will not cover them either.

It is not the approach (nor it is possible) to re-define the complete management of all the technologies that might be used in the provision of a PLMN. However, it is the intention to identify and define what will be needed from the perspective of management.

A number of management interfaces in a PLMN are identified in figure 1, namely:

1)
between the Network Elements (NEs) and the Element Manager (EM) of a single PLMN Organisation;

2)
between the Element Manager (EM) and the Network Manager (NM) of a single PLMN Organisation;

NOTE:
In certain cases the Element Manager functionality may reside in the NE in which case this interface is directly from NE to Network Manager). These management interfaces are given the reference name Itf-N and are the primary target for standardization.

3)
between the Network Managers and the Enterprise Systems of a single PLMN Organisation;

4)
between the Network Managers (NMs) of a single PLMN Organisation;

4a) between the Domain Managers (DMs) of a single PLMN Organisation.

5)
between Enterprise Systems & Network Managers of different PLMN Organisations;

5a) between the Domain Managers (DMs) of different PLMN Organisations.

6)
between Network Elements (NEs). 
7)
between the Network Management Layer Service (NMLS) and the Network Manager (NM). 

IRPs may be implemented at interfaces 2, 3, 4, 5 and 7.
The present document identifies Type 1, Type 2 and Type 4 management interfaces.  The rest of the 3GPP management specifications focus on Type 2 and to a lesser extent on Type 1 management interfaces.  In addition, the rest of the 3GPP management specifications will not refer to Type 4 management interface.  Specific Type 2 protocols and information model that are applicable for use in Type 4 management interface are listed in Annex E.

The present document identifies Types 3, 5 & 5a management interfaces.  Detailed specification of these interfaces is For Further Study (FFS). 
The present document identifies as well a Type 7 management interface. 

The specification of the management interfaces of type 4 & 6 is beyond the scope of standardisation.
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Figure 1: Management reference model

5.1.2
Interfaces from Operations Systems to NEs (Type 1 & 2)

In some cases, the management interfaces to NEs have been defined bottom-up, trying to standardise the complete OAM&P functionality of the various NEs.

For PLMN management, a top-down approach will be followed to streamline the requirements from the perspective of Operators top priority management processes.

It is assumed that this will not fully cover the OAM&P functionality of all NE types at once; therefore a part of the functionality will be phased for further work and consideration. Some proprietary solutions (local and/or remote) will be needed in the interim. The rationale of this approach is not only the best use of resources, but also to follow a pragmatic step-wise approach that takes into account the market forces (the manufacturers and operators capabilities). A further rationale is to define clear and easy-to-agree steps that allow management functionality to be implemented in the same time frame as the telecom functionality in the network (i.e. to synchronise the management and network releases).

5.1.2.1
Interfaces from EM Operations Systems to NEs (Type 1)

The approach for NE management interfaces of Type 1 will be to allow the use of certain management application layer protocols (Management-application-layer-protocols). See Annex A for the list of Management-application-layer-protocols.

5.1.2.2
Interfaces from NM Operations Systems to NEs (Type 2)

The approach for NE management interfaces of Type 2 will be to concentrate on Management-application-layer-protocol independent information models (see 5.2.2 Information Model Level), allowing a mapping to several Management-application-layer-protocols (see 5.2.3 Solution Set Level). The rational is:

-
Due to the convergence of Information and Telecommunication technologies, it is required to work on a more open approach (acknowledging the market status and foreseen evolutions);

-
The life cycle of information flows, characterised by information models, is 10 to 20 years, while that of Management-application-layer-protocols is 5 to 10 years;

-
Developments in automatic conversion from information models to various Management-application-layer-protocols will allow a more pragmatic and open approach (e.g. UML to IDL).

However, it is the intention to at least recommend one mapping for each information model defined.

Figure 2 shows the management interfaces of one part of the 3GPP System (the Radio Network), by way of illustration of interfaces of types 1 and 2.

[image: image2.wmf]NodeB

RNC

NodeB

NodeB

NodeB

RNC

RNC

RNC

RNC

RNC

Element

Manager

Management Platform(s)

Iub

itf

-B

Itf

-R

Itf

-N

Option to switch O&M 

 traffic via RNC

Network Manager 

NodeB

Element

Manager

NodeB

 


Figure 2: Radio Network management interfaces

Figure 2 identifies the following management interfaces:

-
Itf-B - between Node B & its Manager (physically, this may be a direct connection or via the RNC) (type 1).

-
Itf-R - between RNC & its Manager (type 1).

-
Itf-N – between the Network (Element Manager or NEs with an embedded EM) & Network Manager (type 2).

5.1.3
Interfaces to Enterprise Systems (Type 3)

The approach is to define a management structure that fully fits into the enterprise process needs of the PLMN Organisations. One of the essential issues of today's way of running telecommunications businesses is integral operation (e.g. customer care, from service subscription to billing, from order fulfilment to complaint management).

Enterprise Systems are those Information Systems that are used in the telecommunication organisation but are not directly or essentially related to the telecommunications aspects (Call Centres, Fraud Detection and Prevention Systems, Invoicing etc.).

Standardising Enterprise Systems is out of the scope of 3GPP work, since it involves many operator choices (organisational, etc.) and even regulatory. Also Enterprise Systems are often viewed as a competitive tool. However, it is essential that the requirements of such systems are taken into account and interfaces to the Operations Systems are defined, to allow for easy interconnection and functional support.

5.1.3a
Interface between Network Managers (Type 4)

Interface type 4 (where Itf-P2P is between Domain Managers of different PLMN Organisations) could have additional requirements over interface type 4a (see clause 5.1.3b) and therefore is FFS.

5.1.3b
Interface between Domain Managers (Type 4a) - the Itf-P2P Interface

The approach for Interfaces of type 4a (the Itf-P2P interface) is the same as for interfaces of type 2 (the Itf-N interface – see clause 5.1.2.2).

The Itf-P2P should as much as possible re-use the interface definitions of the Itf-N interface.

Further details on the Itf-P2P interface are available in 3GPP TR 32.806 [107].

5.1.4
Interfaces to Operations Systems in other organisations (Type 5)

PLMN management considers integrally the interaction with the Operations Systems of other legal entities for the purpose of providing Mobile services.

There are two major types of interfaces to other management systems:

1)
To the Operations Systems of another PLMN Organisation;

2)
To the Operations Systems of a non-PLMN Organisation.

The first type deals with co-operation to provide Mobile services across a number of PLMN networks (e.g. roaming related interactions). The second type deals with client-server relationship to other operators (e.g. to leased lines providers, to added value service providers, etc.). 

The approach that will be followed is to identify and define integral processes, not taking into account in the first step, how many operators or operations systems might be involved, but rather concentrating on the interactions between them (i.e. assuming an operator encompasses all functionalities). A further step will be to consider and define extra requirements (security, confidentiality etc.) when part of the process involves interactions with other operators Operations Systems (OSs).

5.1.5
Inter-NE interfaces (Type 6)

Interfaces between Network Elements are sometimes used to carry management information even though this may not be the primary purpose of the interface. An example in a 3G network is the Iub interface between Node-B and RNC (see figure 2 above). This type of interface is not within the scope of this specification, though potential impacts upon it should be considered. 
5.1.6
Interface between NMLS and NM (Type 7)
The Type 7 interface is between the NMLS and the NM. The NMLS is the Service Provider (SP, see clause 5.4) and the NM the Service Consumer (SC, see clause 5.4).
5.2
Interface levels

5.2.1
Overview

The management interfaces are studied here from five different perspectives or levels:

1)
Information Model Level (network resource model and interactions used between manager and agent, or equivalent);

2)
Solution Set (SS) Level;

3)
Application protocol (end-to-end, upper layers protocol running between manager-agent, or equivalent);

4)
Networking protocol (lower layer protocols carrying the information in/out the manager and agent, or equivalents);

5)
Physical (mapping of the manager and agent, or equivalents, roles into physical entities).

5.2.2
Information Model level

This level defines the network resources under management and the management information exchanged between manager-agent, and equivalent, across the management interface.

Type 2 and type 4a interfaces (Itf-N and Itf-P2P in figure 1) require the specification at this level and at the level defined in 5.2.3.

5.2.3
Solution Set (SS) level

For an NRM or an Interface at the Information Model, there will be at least one Solution Set defined. A Solution Set is a mapping of the Information Model to one of several Management-application-layer-protocols.

See annex C for the valid 3GPP management IRP Solution Sets (see also ITU-T Recommendation M.3013-2000 [102]).

5.2.4
Management-application-layer-protocol level

This level covers the set of primitives used to pass information across a given interface and the means to establish associations between the application entities (including the related addressing aspects) across a given interface.

3GPP recommends a set of Management-application-layer-protocols (see Annex A).

5.2.5
Networking protocol level

Whatever standardised protocol suite at the networking level that is capable of meeting the functional and operational requirements (including the network addressing aspects) of the Logical and Application Protocol levels of a given management interface, is a valid Networking Protocol for that interface.

A number of requirements shall be met by the Networking Protocol, as follows:

-
capability to run over all supported bearers (leased lines, X.25, ATM, Frame Relay ...);

-
support of existing transport protocols and their applications, such as OSI, TCP/IP family, etc.;

-
widely available, cheap and reliable.

The Internet Protocol (IP) is a Networking Protocol that ideally supports these requirements. IP also adds flexibility to how management connectivity is achieved when networks are rolled out, by offering various implementation choices. For instance, these may take the form of:

-
Dedicated management intranets.

-
Separation from or integration into an operator's enterprise network.

-
Utilisation, in one-way or another, of capacities of the public Internet and its applications or other resources.

5.2.6
Physical level

Though the interaction at the logical level takes place between the management system and the NEs, it is left to the implementer's choice the possibility to use the Q-Adapter concept of ITU-T TMN Architecture as physical implementation (as defined in ITU-T Recommendation M.3010 [1]).

The present document does not preclude the usage of Q-Adapters at other PLMN management interfaces.

5.3
3GPP compliance conditions

For a 3GPP entity (management system or NE) to be compliant to a given management interface, all the following conditions shall be satisfied:

-
it implements the management functionality following the Information Service specified by the relevant 3GPP management interface specifications applicable to that interface;

-
it provides at least one of the IRP Solution Sets (see Annex C) related to the valid application protocols specified by 3GPP application protocols for that interface (see annex A). For each interface at least one of the valid protocols will be recommended;

-
it provides at least one standard networking protocol (see Annex B);

-
in case the entity does not offer the management interface on its own, a Q-Adapter shall be provided. This Q adapter shall be provided independently of any other NE and/or management system.

5.4
Service Oriented Architecture (SOA)

5.4.1
Basic elements of SOA

The basic building block of SOA is a service.  In the context of this document, the word service is used to denote the various kinds of network management services, provided or provisioned by and consumed by network management applications.  This type of network management services are distinct from those that are consumed by, say, mobile phone subscribers.  One example of this type of network management service is one that is used for the management of alarm information of a network.  Another example can be one that is used for the management of the transfer of large amount of network management information in files.

A service, in the context of this document, is considered a black box whose internal design and characteristics are of no relevance.  A service performs tasks that satisfy a specific set of requirements.  A service is realized by a Service Provider (SP) entity.  This entity, the SP, is responsible to register (re: using the registerService offered by SD to SP of the following diagram) its provisioned service in one or more Service Directory (SD) entities.  Service Consumers (SCs), without prior knowledge of the kind of services provisioned and the service access point (SAP) of the provisioned service, can consult the SD for the information (re: using the locateService offered by SD to SC of the following diagram).  Once the SC discovers the wanted provisioned service and its associated SAP, it can contact the SP and start consuming the wanted provisioned service (re: using the useService offered by SP to SC of the following diagram).  

Using the basic interaction scenario described above, a new SC can be installed and activated without prior knowledge of its wanted service SAP(s).  As long as a) the new SC is given the SAP of the SD and b) the SP providing the wanted service has registered its service with the SD, the new SC can discover the availability of its wanted service and its SAP, and thus, can begin to access the service wanted.

Similarly, a new SP can be installed and activated (i.e. to provision its service) without prior knowledge of its potential SC(s).  It is required to register its provisioned service with SD(s).

The SD is a special kind of SP.  It provides two kinds of services.  One service supports the registration of the identity, availability and SAP of the provisioned service (re: registerService offered by SD to SP of the following diagram).  The other service supports the discovery of services (re: locateService offered by SD to SC of the following diagram).  

The SDs’ SAPs for providing registration of provisioned service should be made known to all SPs.  The SDs’ SAPs for discovery of provisioned service should be made known to all SCs.  The means by which these SAPs are make known to SCs and SPs are not subject to standardization. 

The NE, EM, NM and DM of Figure 1 are entities that contain a SP.  The DM, NM and Enterprise System of Figure 1 are entities that contain a SC. 

The following diagram depicts the key elements of SOA and their relations.  The relation is depicted by an arrow with a label.  The arrow end indicates the consumer of the network management service.  The other end indicates the provider of the service.  The label identifies the service. 
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Figure 2a: SOA basic elements

5.4.2
Aggregation of SOA basic elements

An entity can have one or more SCs and SPs at the same time.  This entity can consume services from SPs, add its own value using internal function such as service aggregation, correlation, service request redirection, information store and forward service, etc (re F of the following diagram), and provide a new set of enhanced service to other potential SCs.  To play the role of SP, this entity would need to register its enhanced service with SD.  The diagram below depicts such entity.

The DM and NM of Figure 1 are of this entity kind.
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Figure 1b: Entity produces and consumes services

5.4.3
Information transfer bus

SPs, SCs and SDs transfer information among themselves.  For example, a SC would send a service request to a SP.   In SOA, a bus-like concept is used to depict the capability of such information transfer.  This bus-like concept support a key attribute of SOA in that its basic elements, namely SP, SC and SDs, are all loosely-coupled, e.g. their bindings are to be established on need and at run-time basis.

The following figure depicts the loosely-coupled SOA elements supported by the Information transfer bus.
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Figure 2c: Information transfer bus supporting SOA elements

5.4.4
SOA elements within the Management reference model

This clause shows the placement of SOA basic elements SPs and SCs within the Management reference model (see Figure 1).
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Figure 2d: Placement of SOA elements on Management reference model

For example, the right-hand side DM (a Management reference model construct) of Figure 2d shows an entity that is an aggregation of SOA basic elements (see clause 5.4.2). This entity produces and consumes services (see Figure of clause 5.4.2). It has two SPs and three SCs.  In addition, it has an F function that mediates between services DM provides and the services DM requires. The DM services are provided to one SC of the neighboring DM and to two SCs of two NMs. The DM requires services from two SPs of the two NEs.  One of the SPs of this DM provides a network management service via the Type 2 interface.  One of the SPs supports the peer-to-peer protocol by offering services to its neighboring DM via Interface 4a. Three SCs of this DM are consumer of network management services offered by two NEs via the Type 1 interface.

To avoid cluttering the figure, SDs are not shown in Figure 2d.  Conceptually, SDs can be positioned anywhere in the Management reference model.  For example, the most likely configuration is to have SDs placed within the Operations Systems boundary.  They can either be embedded inside NM and/or DM and/or stand-alone.  Note that an SD embedded, say in DM-1, does not imply that this particular SD would/could only register services provided by DM-1.  To avoid cluttering the figure, F function is only shown in one DM but all DMs and NMs can have F function as well.

The question if the protocols supporting the locateService and registerService (see Figure 2a) are of Type 1 or Type 2 or Type 4, etc can only be answered if the placement of SD and its clients (i.e. SC and SP) in the Management reference model are known. 

5.4.5
SOA-based representation of the Management Reference Model

This section provides another SOA-based view of the 3GPP Management Reference Model that includes the paths where network management information would flow (SOA data path).  This view is derived from and in accordance with Figure 4: “Placement of SOA elements on Management reference model”.
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Figure 5: SOA-based representation of the 3GPP Management Reference Model

Figure 5 depicts the communication over the SOA bus.  Serving management entities (i.e. SP) are connected to the SOA bus with functionality exposed as a service. SPs can be registered and discovered via the SD, and they can also be composite services that connect to or reuse other SPs (i.e Composite DM). Consuming management entities (i.e. SC) are also connected to the SOA bus and can discover available services via the SD, and subsequently use services of SPs.

5.4.6
SOA-supporting Solution Set

SOA-supporting Solution Set definitions can be found in Annex C.

5.5
Converged Management

5.5.1
Introduction to FNIM

On-going industry convergence and pressure to reduce cost is placing an ever-increasing emphasis on the need to rationalize and align various network management aspects across boundaries of standards/specifications producing organizations. The cost, resulting from integration and management challenges, of the lack of a coherent treatment of the whole network has becoming increasingly apparent to the point where operators of networks are demanding action.

The Federated Network Information Model [119] is covering all key aspects of a solution to the on-going industry convergence challenge. It focuses on Information Model federation and is constructed to best deal with the various contradictory pressures of the current environment providing a pragmatic and realizable approach.

5.5.2
FNIM Features

The following FNIM features are essential for the maintenance of the integrity of a large and scalable FMC network model:

· An FMC network model that is partitioned into model components

· Defines an Umbrella Information Model (UIM) that is further partitioned to allow broad industry participation

· Enables navigation among instances of different model components

· Has the ability to import model elements designed elsewhere

· Provides independence of tools and platforms

· Is independent of solution technologies and access protocol designs

· Utilizes industry experience

· Supports release handling per model components

5.5.3
FNIM Elements

5.5.3.1
FNIM components

The Umbrella Information Model (UIM) provides abstract definitions applicable across Domain/Technology-specific Concrete Models to enable end-to-end consistency of such definitions (it is described as ‘abstract’ in the sense that its components are used via “special linkages” by Domain/Technology-specific Concrete Models, and that it is not designed for the purpose of partial or full instantiation of its components and is not sufficient to provide meaningful network management service).

Domain/Technology-specific Concrete Models are described as ‘concrete models’ in the sense that their instantiation is necessary to provide meaningful management services. These Domain/Technology-specific Concrete Models uses “special linkages” with the common definitions of the Umbrella Information Model (UIM) for the purpose of end-to-end consistency of management information semantics. In addition, these Domain/Technology-specific Concrete Models have specified relationships between each other to enable end-to-end monitoring and management of a converged network.

5.5.3.2
Relations between model components (including UIM)

This section provides a graphical representation of the FNIM in terms of relation between model components.  

There are two areas considered:

· The definitions of the classes inside the UIM model component.

· The definitions of relation (R0 in Figure 5.5.3.2-1) used between various classes in UIM model component and other model components.  

The aim is to have identical R0 for use between the UIM model component and other model components while the UIM model component need to have no knowledge of its usage by classes of other model components.  This will ensure consistency (e.g. resource management style, paradigm) for managing mobile managed resources, as well as other managed resources such as transport managed resources.
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Figure 5.5.3.2-1: Relation between UIM model component and other model components

Taking the example of “3GPP wireless network classes” and the UIM, 3GPP model components would import relevant UIM classes and make derivatives for their use.  R0 in this case is an inheritance relation.  There are other forms of relations that could be defined.

5.5.3.3
Relations among pairs of model components

This section provides a graphical representation of the FNIM in terms of bilateral relation between each pair of model components, neither of which is a UIM model component.  

The relation between pairs of model components may not be same.  Each relation may or may not be symmetrical.  UIM may not be involved in such pair-wise relations.  
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Figure 5.5.3.3-1: Relation between pairs of model components (not involving UIM model component)

Taking the example of a relation between 3GPP model components and BBF ATM model components (i.e. R3 in the figure above):  the 3GPP model component would create a necessary 3GPP defined “ExternalIOC” representing one of the classes of “BBF ATM network and device classes”.  This type of relation is used extensively in the 3GPP IRP framework for the purpose of navigation from one managed domain to another.

5.6
Management of mobile network that includes VNF

5.6.1
Introduction

A key characteristic of VNF is that its application software is separated from hardware, see reference [126]. The hardware is typically placed in server halls containing commercial off the shelf hardware.
The framework of decoupled software and hardware requires specific entities, components and interfaces (ETSI ISG NFV uses the term reference points), and it brings flexible functions of life cycle management of network domain application agnostic network services and life cycle management of VNFs (e.g., instantiation and scaling).

5.6.2
NFV management framework

The framework of management and orchestration of NFV is described in ETSI GS NFV-MAN 001, see reference [120]. The detailed specification of reference points and functional blocks are available in ETSI NFV IFA specifications: the functional requirements of NFV-MANO functional blocks are specified in ETSI GS NFV-IFA 010 [123], and the reference points that interact with 3GPP management reference model are specified in ETSI GS NFV-IFA 008 [122] and ETSI GS NFV-IFA 013 [125].
The description of VNF is described in ETSI GS NFV-IFA 011, see reference [124].
5.6.3
Management reference model supporting NFV management architectural framework
Figure 5.6.3-1 illustrates the 3GPP management reference model of mobile network including virtualized network functions. The NM and DM/EM in Figure 5.6.3-1 have the management functions for both non-virtualized node(s) and virtualized node(s). NFV-MANO in Figure 5.6.3-1is mainly responsible for the NFV management and orchestration(described in ETSI GS NFV-MAN 001 [120]). 
The following management interfaces between 3GPP management system and NFV-MANO system defined by ETSI NFV ISG are identified in figure 5.6.3-1:
1) interface between the NM and NFV-MANO;
2) interface between the EM and NFV-MANO;
3) interface between the VNF and NFV-MANO.
The following management reference model includes the 3GPP defined management entities, NFV MANO and NFVI defined by ESTI NFV ISG: 
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Figure 5.6.3-1: Management reference model supporting NFV
NOTE: 
A VNF from 3GPP perspective is 3GPP NF(s) that runs on a NFV Infrastructure (NFVI). The concept of NE and VNF is described in clause 4.2, TS 28.500[126]. 
NOTE:
The definitions of NFVI and the interfaces of NFVI with NFV-MANO and NFVI withVNF are out of 3GPP management scope.
5.6.3.1
Interface between the NM and NFV-MANO (Type 8a)

Interface type 8a is between 3GPP NM and ETSI defined NFV-MANO. NM plays one of the roles of OSS/BSS in NFV-MANO framework (described in ETSI GS NFV-MAN 001 [120]). Detailed specification of the interface is FFS.
5.6.3.2
Interface between the EM and NFV-MANO (Type 8b)

Interface type 8b is between 3GPP EM and ETSI defined NFV-MANO. Detailed specification of the interface is FFS.
5.6.3.3
Interface between the VNF and NFV-MANO (Type 8c)

Interface type 8c is between 3GPP virtualized network function and ETSI defined NFV-MANO. Detailed specification of the interface is FFS.
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