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3 Rationale

The Discussion Paper provides overview of Rel-12 and Rel-13 IoT-related functionalities that are in some aspects similar to the 5G slicing concept to see which OAM functionalities can be addressed in the potential Study.
4 Detailed proposal

4.1 IoT related functionalities in Rel-12 and Rel-13 
Several feature sets were developed in 3GPP Rel-12 and Rel-13 to address MTC/M2M/IoT technology in RAN and Core. Management aspects for some of them should be therefore investigated. To some extent, there is similarity with ideas currently under development in SA2 and SA5 in the context of 5G slicing. 
The TR 22.864 provides the following definition for 5G slicing:

The 3GPP System shall allow the operator to compose network slices, i.e. sets of network functions (e.g. potentially from different vendors), resources to run these network functions and policies and configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
It is important to note however that 3GPP 4G specifications do not provide a concept of slice and don’t use the term “slice” or “slicing”. There is no readily available framework similar to what is created in SA2 for 5G slicing and no activity to create similar framework for 4G.
The following sections provide examples of Rel-12/13 candidate features that can be considered for 3GPP SA5 Study. For every potential feature, some hints are provided for possible configuration management and performance measurements. The goal is to show that there is significant potential for the Study addressing OAM aspects of these features. 
4.2 Rel-12 Core Network assisted eNB parameters tuning 

See TS 23.401, clause 4.3.21 Core Network assisted eNodeB parameters tuning. The signalling support for this feature is specified in TS 36.413, particularly clause 9.2.1.96 Expected UE Behaviour.

According to the TS 23.401, these parameters are to aid the eNodeB to minimize the UE state transitions and achieve optimum network behaviour. For example, Expected Activity Period can be used by the eNB to optimize the timing of UE transition to the IDLE state, which is particularly important in case of IoT UEs. This functionality therefore is in line with the SA1 concept of slicing, in the part of “policies and configurations”.

In the TS 23.401:

Core Network assistance information may be derived by the MME per UE in the MME based on collection of UE behaviour statistics or other available information about the expected UE behaviour (such as subscribed APN, IMSI ranges or other subscription information). If the HSS provides the Communication Pattern (CP) parameters within the subscription profile information, then the MME may use the CP parameters for selecting the CN assisted eNB parameters. The CP parameters received from the HSS are used by the MME as input to derive the CN assisted eNB parameter values. For the case of statistics-based Core Network assistance information collection, this may be enabled based on local configuration (e.g. subscribed APN, IMSI ranges or other subscription information).

The bolded text provide some tips on potential CM aspects of this functionality.

Speaking of the PM aspect, new performance measurements may be needed for groups of mobiles with identical sets of UE Behaviour parameters. For example, the number of paging records received/discarded at the eNodeB, with same Expected Activity Period value.

This functionality is related to AESE; see the section ‎4.6.
4.3 Rel-13 eMTC and NB-IoT RAN Features 

In Release-13 3GPP has made a major effort to address the IoT market at the LTE spectrum:

· eMTC - Further LTE enhancements for Machine Type Communications

· In-band LTE 

· NB-IOT - New radio added to the LTE platform optimized for the low end of the market

· In-band & Guard-band LTE, standalone 
4.3.1 eMTC and NB-IoT Access
Potential topics to be considered in the 3GPP SA5 study: NRM in the part of L1, L2 and RRM Performance Measurements for eMTC and NB-IoT.

4.3.2 Extended C-DRX and I-DRX operation
For power saving, the features defined for eMTC and NB-IoT in Rel-13 is Enhanced DRX for NB-IOT and eMTC to extend the DRX cycles:

· Extended C-DRX (Connected state) and 

· I-DRX (Idle State) operation 

For Configuration Management, it can be considered how to define parameters that control eNB’s reaction to DRX cycle value(s) recommended by the Core.

For PM, it can be for example counters such as the number of paging records received/discarded at the eNodeB, with same I-DRX cycle length.  

4.4 Candidate Core Network Features 

Outcome of the following Rel-13 WIs can be considered:

· SEES (New SA1 requirements) / AESE (in SA2)

· MTCe-GROUPE (de-prioritized from Rel-12)

· MTCe-MONTE (de-prioritized from Rel-12)

· HLCom (High Latency Communications)

· eDRX (Extended DRX – de-prioritized from R12)

· Cellular IoT to complement NB-IoT and eMTC in the Core

· AESE

· eDRX and HLCom

4.5 
MONTE
Per TS 23.401, clause 4.3.26, the Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring event information available via the Service Capability Exposure Function (SCEF). The architecture and related functions to support Monitoring Events are defined in TS 23.682, clause 4.5.6 and related.

The following figure shows monitoring event configuration; it was copied from the TS 23.682, clause 5.6 Monitoring Procedures.
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Figure 5.6.2.1-1: Monitoring event configuration and deletion directly at MME/SGSN procedure

TS 23.682 specifies reporting of Monitoring Events from the HSS or the MME/SGSN as follows
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Figure 5.6.3.1-1: Monitoring event reporting procedure

The events like Loss of connectivity, UE reachability, Location Reporting can be reported. See the notifications listed in the MONTE Stage 3 specifications TS 29.128.

TS 23.682, clause 5.8.3, specifies the procedure for continuous reporting of network status.
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Figure 5.8.3-1: Report procedure for continuous reporting of network status

Possible Study topic: define trace functionality to store the events information in the Monitoring destination node such as SCS/AS. The latter is represented in the process by the Monitoring Destination Address.

The content of the Monitoring indications generated by the MME may be also be the basis for definition of new PM counters for the MME.

4.6 
AESE

See TS 23.682.
4.6.1 Communication Pattern parameters provisioning procedure

The following diagram from TS 23.682 outlines CP Pattern parameters provisioning procedure.
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Figure 5.10.2-1: Signalling sequence for provisioning of CP Parameters

These CP parameters are specific for a UE. Sets of these CP parameters are provided by the SCEF to the HSS which distributes them to the corresponding MME with relevant subscriber data. Each CP parameter set shall have an associated validity time. When the validity time expires, the involved nodes (SCEF, HSS, and MME) autonomously delete the associated CP parameter set with no additional signalling between the involved nodes.

A set of Communication Pattern (CP) parameters is defined in the table below. 

	CP parameter
	Description

	Periodic communication indicator
	Identifies whether the UE communicates periodically or not, e.g. only on demand. 

	Communication duration time
	Duration interval time of periodic communication

	Periodic time
	Interval Time of periodic communication

	Scheduled communication time
	Time zone and Day of the week when the UE is available for communication 

	Stationary indication
	Identifies whether the UE is stationary or mobile


One potential topic for the Study would be to define performance measurements at the MME per “slice” = set of UEs that follow certain pattern described by the corresponding set of CP Parameters. For example, it can be for all stationary UEs based on the Stationary indication parameter.

4.6.2 Setting up an AS session with required QoS procedure
The following diagram describes the signalling flow for setting up a 3rd party AS session with a specific QoS.
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Figure 5.11-1: Setting up an AS session with required QoS

Possible topic for the Study: performance measurements such as success rate of the session establishment, per requested QoS profile.

4.7 High latency communication (HLCom)
See TS 23.401, clause 4.3.17.7
High latency communication.
Functions for High latency communication may be used to handle mobile terminated (MT) communication with UEs being unreachable while using power saving functions e.g. UE Power Saving Mode or extended idle mode DRX depending on operator configuration. "High latency" refers to the initial response time before normal exchange of packets is established. That is, the time it takes before a UE has woken up from its power saving state and responded to the initial downlink packet(s). The feature is described in TS 23.682.
The High latency communication support includes buffering of MT data at the Serving GW when the UE is in a power saving state and not reachable. 

For Control Plane CIoT EPS optimisation, the High latency communication includes invoking the buffering of MT data at the Serving GW or the MME as specified in Mobile Terminated Data Transport in Control Plane CIoT EPS optimisation with P-GW connectivity, TS 23.401, clause 5.3.4B.3. When the UE contacts MME, MME delivers the buffered data using NAS PDUs. 

Potential topic for the Study: a separate statistics in SGW PM on the delivery of the buffered data, per Usage Type.
4.8 Dedicated Core Networks (DÉCOR, eDECOR)

The features known by the WI acronyms DÉCOR, eDECOR, are specified in the TS 23.401 clause 4.3.25 Dedicated Core Networks (DCNs)

This feature enables an operator to deploy multiple DCNs within a PLMN with each DCN consisting of one or multiple CN nodes. Each DCN may be dedicated to serve specific type(s) of subscriber. This is an optional feature and enables DCNs to be deployed for one or multiple RATs (GERAN, UTRAN and E-UTRAN). 

There can be several motivations for deploying DCNs, e.g. to provide DCNs with specific characteristics/functions or scaling, to isolate specific UEs or subscribers e.g. M2M (IoT) subscribers. There are other possible applications of the DCN concept such as subscribers belonging to a specific enterprise or separate administrative domain, etc.

This feature enables subscribers to be allocated to and served by a DCN, based on subscription information ("UE Usage Type"). The operator configures which UE Usage Types are served by which DCN(s). Multiple UE Usage Types can be served by the same DCN. The HSS provides the "UE Usage Type" value in the subscription information of the UE to the MME/SGSN. The serving network selects the DCN based on 

· the operator configured (UE Usage Type to DCN) mapping

· other locally configured operator's policies and 

· The UE related context information available at the serving network, e.g. information about roaming. 
There is an option for UE assisted DCN selection to reduce the need for DECOR reroute by using an indication (DCN-ID) sent from the UE and used by RAN to select the correct DCN. 
For CM, the following elements may be potentially subject to the Study:

· Configuration of the mapping of the UE Usage Type to DCN
· Configuration of the policies for DCN selection

· For UE assisted DCN selection, this includes the policies for the network to assign certain DCN-ID to the UE

Potential PM aspects: 

· Performance measurements in RAN per DCN

· Performance measurements in RAN per UE Usage Type

4.9 Virtualized 4G Networks
Management aspects for virtualized networks, currently under development in SA5, are fully applicable to virtualized 4G network. Therefore another potential topic for the Study would be NFV management aspects related to the network functions under consideration. For example, monitoring of network events under MONTE may be complemented by monitoring the events generated by the NFVI. 
4.10 Summary
Certain aspects of IoT management are present in several 4G functionalities. There is certain similarity to 5G slicing, currently under development in SA2 and SA5. SA2 and RAN defined for such functionalities such aspects as sets of network functions involved (e.g. NB-IoT standalone transceivers). For these network functions, management of resources (e.g. of the RAN in case of eMTC), and policies/configurations (e.g. UE Usage Type association with the corresponding DCN) are in order as well as need in the corresponding performance measurements. This justifies the need in extension of 3GPP configuration management and performance management to such aspects.  NFV management aspects related to the involved network functions can be also considered in the Study.
4.11 Objectives of the potential Study

The scope of the potential Study is to identify and investigate potential functionalities such as DÉCOR that may be related to the concept of slicing and make recommendations which functionalities should be addressed in the normative phase. For the selected functionalities the relevant aspects will be identified as follows.

1. CM, PM and FM aspects
2. Potential impact of virtualization of the corresponding network nodes.

3. Automation of the management of the selected functionalities for self-optimisation, self-healing etc.

4. Use cases and requirements for management and orchestration of the corresponding network functionalities.
5. Potential solutions for 4G network slicing management and how it affects the specifications in the parts of Interface IRPs, NRM, trace specifications etc.

6. Relation to 5G slicing management and orchestration, particularly for the case when the operator’s network is composed of 4G and 5G components
The Study will take into consideration the results from SA1, SA2, RAN releases 12/13/14, and, where relevant, ongoing 5G development. Outcome of the TR 32.817 on filtering of measurements for shared networks can be also considered.
The study may take also the outcome of the NGMN NWMO into consideration. 
5 Detailed proposal

Consider creation of a Study on 4G network slicing (IoT) management. 
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