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1
Decision/action requested

Propose Monitoring Event specific charging information definition, and the mapping between the Diameter Accounting AVPs, IEs and CDR parameters. 
2
References

[1]
3GPP TS 32.278 Monitoring Event charging
3
Rationale

Propose Monitoring Event specific charging information definition, and the mapping between the Diameter Accounting AVPs, IEs and CDR parameters.
4
Detailed proposal

Start of Change
6.3.1.0
General
The MONTE Information parameter used for Monitoring Events charging is provided in the Service Information parameter, as defined in clause 6.3.1.1.

6.3.1
Definition of Monitoring Event charging information
6.3.1.1
Monitoring Event charging information assignment for Service Information

The components in the Service Information that are use for Monitoring Event charging can be found in table 6.3.1.1.1. 

Table 6.3.1.1.1: Service Information used for Monitoring Events Charging

	Information Element
	Category
	Description

	Service Information
	OM
	This is a structured field and holds the 3GPP specific parameter as defined in TS 32.299 [50]. 

	      Subscriber Identifier
	OC
	This field contains the identification of the user (e.g. IMSI, MSISDN, NAI) if offline charging applies.

	PS Information
	Oc
	This is a structured IE and hold PS specification parameters.
The complete structure is defined in TS 32.251 [11].

	Node Id
	Oc
	This IE holds the name of the Node.

	MONTE Information
	OM
	This is a structured field and holds the Monitoring Event specific parameters. 
The details are defined in clause 6.3.1.2.


6.3.1.2
Definition of the Monitoring Event Information
Monitoring Event specific charging information is provided within the MONTE Information. The fields of the MONTE Information are indicated with the node (MME, SGSN, IWK-SCEF) from which the information is sent.

The detailed structure of the MONTE Information can be found in table 6.3.1.2.1.

Table 6.3.1.2.1: Structure of the MONTE Information

	Information Element
	Category
	Description

	MONTE functionality
	M
	This IE holds the MONTE functionality is used, i.e. monitoring event configuration, monitoring event reporting.

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information.

	Monitoring Event Configuration Activity
	M
	This parameter indicates the configuration action requested: create, transfer, update, and delete.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Type
	M
	This parameter identifies the specific Monitoring Event being requested.

	Maximum Number of Reports
	Oc
	This parameter, when present, indicates the maximum number of event reports to be generated until the associated Monitoring Event is considered to expire. A value of one implies a single event report is to be generated which makes it equivalent to a One-time Monitoring Request. This parameter is not applicable to the "Availability after DDN Failure" Monitoring Event type.

	Monitoring Duration
	Oc
	This parameter, when present, indicates the absolute time at which the related Monitoring Event request is considered to expire.

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Maximum Detection Time
	Oc
	This parameter, when present, indicates the maximum period of time without any communication with the UE after which the SCEF is to be informed that the UE is considered to be unreachable and is applicable to the "Loss of connectivity" Monitoring Event type. The value is on the order of 1 minute to multiple hours.

	Reachability Type
	Oc
	This parameter indicates whether the request is for "Reachability for SMS", or "Reachability for Data", or both and is applicable to the "UE reachability" Monitoring Event type.

	Maximum Latency
	Oc
	This parameter indicates the maximum delay acceptable for downlink data transfers and is applicable to the "UE reachability" Monitoring Event type. The Maximum Latency is on the order of 1 minute to multiple hours.

	Maximum Response Time
	Oc
	This parameter indicates the time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data and is applicable to the "UE reachability" Monitoring Event type.

	Location Type
	Oc
	This parameter indicates whether the request is for Current Location or Last Known Location and is applicable to the "Location Reporting" and "Number of UEs present in a geographic area" Monitoring Event type.

	Accuracy
	Oc
	This parameter indicates desired level of accuracy of the requested location information and is applicable to the "Location Reporting" Monitoring Event type. Accuracy could be at cell level (CGI/ECGI), eNB, TA/RA level.

	List of Locations
	Oc
	This parameter identifies the list of cells, eNBs and/or RAI(s)/TAI(s) for determination of the number of UEs in the area and is applicable to the "Number of UEs present in a geographic area" Monitoring Event type.

	Monitoring Event Config Status
	M
	This parameter identifies whether the request was successful or not. When the request is not success, a specific value is chosen to indicate the error occurred during handling of the Requested action for the Monitoring event.

	Monitoring Event Reports
	OM
	This parameter contains the charging information associated with a set of Monitoring Event reports. 

	Event Timestamp
	OM
	This parameter contains the timestamp of the event that triggered the generation of charging information for the Monitoring Event report.

	SCEF Reference ID
	M
	This parameter, created by the SCEF, to identify a Monitoring Request. When combined with the SCEF Id, serves a globally unique identifier for the Monitoring Request.

	SCEF Id
	M
	This parameter indicates the SCEF to which the Monitoring Indication message has to be sent.

	Monitoring Event Report Number
	M
	This parameter indicates the number of the report being sent for the specific request from this MECN. The number is monotonically increasing for each report starting at 1 for each unique request.

	Chargeable Party Identifier
	Oc
	This parameter, when present, identifies the entity towards which accounting/charging functionality is performed by the involved 3GPP network elements.

	Monitored User
	Oc
	This parameter identifies the user that is monitored and is applicable to the "Loss of connectivity", "UE reachability", "Location Reporting", "Communication Failure" and "Availability after DDN Failure" monitoring event types.

	Monitoring Type
	Oc
	This parameter identifies the specific Monitoring Event being reporting.

	Reachability Information
	Oc
	This parameter identifies the reachability status of the UE and is applicable to the "UE reachability" Monitoring Event type.

	Reported Location
	Oc
	This parameter indicates the reported 3GPP system specific location information and is applicable to the "Location Reporting" Monitoring Event type.

	Communication Failure Information
	Oc
	This parameter indicates the reported the reason for communication failure and is applicable to the "Communication Failure" Monitoring Event type.

	Number Of UE Per Location Report
	Oc
	This parameter contains the location information along with the number of UEs found at that location by the MME/SGSN. It’s applicable to the "the number of UEs at a given geographic location" Monitoring Event type.

	Cause
	OC
	This parameter identifies whether the report indicates an error occurred.


6.3.2
Formal Monitoring Event charging parameter description

6.3.2.1
Monitoring Event CDR parameters
The detailed definitions, abstract syntax and encoding of the Monitoring Event CDR parameters are specified in TS 32.298 [51].
6.3.2.2
Monitoring Event AVPs

The detailed definitions of Monitoring Event AVPs are specified in TS 32.299 [50].
6.4
Bindings for Monitoring Event offline charging

This clause aims to describe the mapping between the Diameter Accounting AVPs, IEs and CDR parameters for Monitoring Event offline charging.

Table 6.4.1 describes the mapping of the Diameter Accounting AVPs, IEs, and CDR parameters of PF-DD-CDR, PF-ED-CDR and PF-DC-CDR in ProSe offline charging. 

Table 6.4.1: Bindings of CDR Parameters, Information Elements and AVPs
	CDR Parameter
	Information Element
	AVP

	
	Service Information
	Service-Information

	Monitored User
	Subscriber Identifier
	Subscription-Id

	
	MONTE Information
	MONTE-Information

	Record Type
	MONTE functionality
	MONTE-Functionality

	Event Timestamp
	Event Timestamp
	Event-Timestamp

	Monitoring Event Configuration Activity
	Monitoring Event Configuration Activity
	Monitoring-Event-Configuration- Activity

	SCEF Reference ID
	SCEF Reference ID
	SCEF-Reference-ID

	SCEF Id
	SCEF Id
	SCEF-ID

	Monitoring Type
	Monitoring Type
	Monitoring-Type

	Maximum Number of Reports
	Maximum Number of Reports
	Maximum-Number-of-Reports

	Monitoring Duration
	Monitoring Duration
	Monitoring-Duration

	Chargeable Party Identifier
	Chargeable Party Identifier
	Charged-Party

	Maximum Detection Time
	Maximum Detection Time
	Maximum-Detection-Time

	Reachability Type
	Reachability Type
	Reachability-Type

	Maximum Latency
	Maximum Latency
	Maximum-Latency

	Maximum Response Time
	Maximum Response Time
	Maximum-Response-Time

	Location Type
	Location Type
	MONTE-Location-Type

	Accuracy
	Accuracy
	Accuracy

	List of Locations
	List of Locations
	EPS-Location-Information

	Monitoring Event Config Status
	Monitoring Event Config Status
	Monitoring-Event-Config-Status

	List of Monitoring Event Reports
	Monitoring Event Reports
	Monitoring-Event-Report

	Event Timestamp
	Event Timestamp
	Event-Timestamp

	SCEF Reference ID
	SCEF Reference ID
	SCEF-Reference-ID

	SCEF Id
	SCEF Id
	SCEF-ID

	Monitoring Event Report Number
	Monitoring Event Report Number
	Local-Sequence-Number

	Chargeable Party Identifier
	Chargeable Party Identifier
	Charged-Party

	Monitored User
	Monitored User
	User-Identifier

	Monitoring Type
	Monitoring Type
	Monitoring-Type

	Reachability Information
	Reachability Information
	Reachability-Information

	Reported Location
	Reported Location
	EPS-Location-information

	Communication Failure Information
	Communication Failure Information
	Communication-Failure-Information

	Number Of UE Per Location Report
	Number Of UE Per Location Report
	Number-Of-UE-Per-Location-Report

	
	PS Information
	PS-Information

	Node Id
	Node Id
	Node-ID


End of Change
