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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
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3
Rationale

This document proposes to change Section 6.1.5 as follows. 
4
Detailed proposal

6.1.5
Evaluation 
Alternative 1 shows an approach where the information added is only the node which will generate a CDR. The information added is seen a small amount of information which is collected within an header or SIP information element. Like an additional element within the P-Charging-Vector header field. Such process is implemented easily as the processing needs only to write the node information into the SIP element.
Alternative 2 the advantage is that all needed information will be available within one central point and only one CDR needs to be evaluated. For easy scenarios where a small amount of information like trunk groups or number portability extensions needs to be sent this approach will be sufficient. But with more complex information exchanged like internal configuration data (e.g. re-routing information) or complex information due to received PSTN information within an MGCF the mechanism will increase load.
With adding additional information to the SIP message imply that the trust domain apply also for these additional elements. Privacy issues should be evaluated for each information related to charging exchanged between elements. The security level for charging information may be higher than for normal SIP signalling since it contains sensitive information. 
The information added to the SIP messages will increase the SIP load. All information sent via SIP headers will be in text format. i.e. one character is 1 Byte. Dependent on the information added the impact may be minor. But it could be also that the SIP message needs to be segmented in two or more TCP/UDP segments which will have impact on the calculation of processing load within the core. This will increase processing and transmission of these MTU's.
Each information added needs the indication by which element and with a correct timestamp it is included. In some countries the timestamp of the border elements needs to be taken into consideration when tracking the CDRs for accounting purposes. In others the central element has this task. 
Seen from implementation point of view it is more complex since the process needs to evaluate which CDR information needs to be included into the SIP signalling.
Alternative 3 needs a classification of all call types and it needs to be well defined and unique. So if an entity identifies a type of call it needs to be sure about that. But that cannot be guaranteed or due to service behaviour the type of call may change. So the indication may be changed and then re-changed again. And when sending it back as an indication within a response it also maybe change due to further processing. 
With changing the type of call will higher complexity for processing and for the SIP mechanism to align the type of call for the whole session. Or to identify the separate charging legs where different type of calls may apply. 
Additional "intelligence" needs to be implemented which is an additional effort for the nodes.
Alternative 4 needs an enormous additional benefit to have such a mechanism installed. Additional AS needs to be installed and the AS needs to be subscribed to all elements. Also there will be an enormous amount of NOTIFY events which are sent to the AS. Such events need then to be correlated with the BD to identify the CDR's to be correlated.

Such an additional architecture and big amount of data to needs be exchanged. Thus reductions of processing for charging correlation will be paid with an enormous effort for storing NOTIFY and then correlating them with the CDR's. 
6.1.5
Recommendation
Since Alternative 4 needs additional functionality and will end up in an enormous amount of additional information to be evaluated, it is recommended to do not consider this solution as a possible candidate.

Alternative 3 needs a complex evaluation of the SIP signalling to identify the type of call. It is not an easy and straight implementation and may be have impact on processing load and time. Thus this alternative is also not recommended as a possible candidate.

Alternative 1 is seen from processing very easy since only the information of the node which will create a CDR is included into the SIP signalling while alternative 2 needs a processing for the information which needs to be included within the SIP signalling. Thus alternative 2 will impact the "life" system behaviour more that alternative 2.
Taking this into consideration Alternative 1 is the solution with less impact and easily to be implemented within all the nodes. Thus the recommendation is to use Alternative 1.
