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1	Decision/action requested
Discuss and approve on the text proposal.
2	References
[REF-A]	TR 32.842 “Telecommunication management; Study on network management of Virtualized Networks”.
3	Rationale
The present contribution proposes some consistency changes including:
· 1st proposed change: replace “data centre parameters” by “connection point parameters”. Data centre parameters can potentially be very broad and are not specific to a particular VNF deployment.
· 2nd proposed change: adds VM acronym, introduced in clause 3.1.
· 3rd proposed change: use of “separated” in the requirement is not necessary.
· 4th proposed change: The requirement REQ-NFVM_VN-LCM-CON-18 seems to be misplaced in clause 6.2.5 LCM requirements. The requirement is about FM capabilities, and it is thus proposed to move it to clause 6.2.3 FM requirements.
· 5th proposed change: editorial.
· 6th proposed change: remove ambiguity of NFV configuration including both VNF-application and VNF-deployment.
· 7th proposed change: editorial, clause reference corrected.
· 8th proposed change: virtualised resource management is not exposed to OSS/BSS, and thus to 3GPP SA5 NM. Trigger of virtualised resource management is only performed by VNFM or NFVO. Therefore, it is proposed to remove the content in the cell VRM/Os-Ma-nfvo

4	Detailed proposal
It is proposed to make the following changes to TR 32.842 v121 [REF-A].

	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st proposed change



[bookmark: _Toc425927099][bookmark: _Toc425931461][bookmark: _Toc426098943]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
VNF application specific parameters: The specific parameters, which are needed for realizing the core network element function. These parameters are defined by 3GPP, such as network element name, network element address and so on.
VNF deployment specific parameters: The parameters, which are needed for instantiating/scaling/terminating a VNF. Generally, they are related to the deployment on virtualized infrastructureNFVI layer, such as VM parameters, data centreconnection point parameters and so on. These parameters are defined by ETSI NFV. 
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[bookmark: _Toc425927100][bookmark: _Toc425931462][bookmark: _Toc426098944]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
CAPEX	CAPital EXpenditure
COTS	Commercial Off-The-Shelf
FFS	For Further Study
NFV	Network Functions Virtualization
NFVO	Network Functions Virtualization Orchestrator
NS	Network Service
OPEX	OPerating EXpense
OSS	Operations Support System
VIM	Virtualized Infrastructure Manager
VM	Virtual Machine
VNF	Virtualized Network Function
VNFM	Virtualized Network Function Manager
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[bookmark: _Toc425927299][bookmark: _Toc425931686][bookmark: _Toc426099168]6.2.3 	FM requirements
REQ-NFVM_VN-FM-CON-1 EM should support the following FM capabilities: 
-	Processing the alarms caused by virtualized resource faults affecting the VNF instance(s).
-	The correlation of necessary alarms separated from VNF instance fault and relevant virtualized resource faults.
-	The reporting of VNF alarm with the virtualized resource fault information.
REQ-NFVM_VN-FM-CON-2 VNFM shall support the capability to provide virtual resource fault information with impacted VNF(s) identified to EM through Ve-Vnfm-em interface.
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[bookmark: _Toc425927296][bookmark: _Toc425931683][bookmark: _Toc426099165]6.2	Requirements for management of VNF only network
[bookmark: _Toc425927297][bookmark: _Toc425931684][bookmark: _Toc426099166]6.2.1 	General requirements
REQ-NFVM_VN-GN-CON-1 Operator should be able to manage mobile networks that are composed of VNF instance(s) only.
NOTE: 	The following requirements defined in clause 6.1 also apply to management of mixed network.
REQ-NFVM_VN- GN-CON-2 The VNF corresponds to a 3GPP defined network element should be manageable by the same management interfaces as a non-virtualized 3GPP network element.  
REQ-NFVM_VN- GN-CON-3 The performance of the management interface from the 3GPP Operations and Support Systems in creation and provisioning of virtualized 3GPP entities should be adequate to achieve expected levels of mobile service performance.  
REQ-NFVM_VN- GN-CON-4 Where a VNF corresponds to an entity of a 3GPP system, that VNF should be managed independently of the underlying NFVI.
REQ-NFVM_VN- GN-CON-5 The following management functions should be supported: 
-	The trace collection mechanism for virtualized nodes shall follow the same trace collection for non-virtualized nodes as defined in TS 32.422 [14].
-	The performance management for virtualized nodes shall follow the same performance management as defined in TS 32.41x /TS 32.406/ TS 32.407/ TS 32.409.
-	FFS.
[bookmark: _Toc425927298][bookmark: _Toc425931685][bookmark: _Toc426099167]6.2.2 	CM requirements
REQ-NFVM_VN-CM-CON-1 EM should support the following CM functionalities through Itf-N: 
-	The configuration management in term of IRPs should re-use as much as possible the configuration management capabilities defined in TS 32.61x/TS 32.62x/TS 32.63x/ TS 32.66x/ TS 32.67x.
-	The configuration management for VNF application involving NRM should re-use as much as possible the configuration management capabilities defined in TS 28.70x.
6.2.3 	FM requirements
REQ-NFVM_VN-FM-CON-1 EM should support the following FM capabilities: 
-	Processing the alarms caused by virtualized resource faults affecting the VNF instance(s).
-	The correlation of necessary alarms separated from VNF instance fault and relevant virtualized resource faults.
-	The reporting of VNF alarm with the virtualized resource fault information.
REQ-NFVM_VN-FM-CON-2 VNFM shall support the capability to provide virtual resource fault information with impacted VNF(s) identified to EM through Ve-Vnfm-em interface.
REQ-NFVM_VN-FM-CON-X VNFM should support the following FM capabilities through Ve-Vnfm-em reference point:
-	The reporting of alarms caused by virtualized resource faults affecting the VNF instance(s) to EM.
· The reporting of alarms caused by failures concerning the VNF and the corresponding VNFC deployment on the virtualized infrastructure (e.g. configuration of the VNF and runtime interactions of a VNFC with another VNFC).

[bookmark: _Toc425927300][bookmark: _Toc425931687][bookmark: _Toc426099169]6.2.4 	PM requirements
REQ-NFVM_VN-PM-CON-1 EM manages a number of VNFs. VNFM should be able to identify the VR performance measurements related to the managed VNFs, tag the VR performance measurements with the managed VNF identity and send the tagged VR performance measurements to the subject EM, via the Ve-Vnfm-em reference point.
REQ-NFVM_VN-PM-CON-2 EM should be able to emit notification indicating the PM measurement of a specific VNF instance or VNFC instance threshold crossing to NM. EM should emit notification indicating the PM measurement, of a specific VNF instance or VNFC instance threshold crossing to VNFM.
[bookmark: _Toc425927301][bookmark: _Toc425931688][bookmark: _Toc426099170]6.2.5 	LCM requirements
REQ-NFVM_VN-LCM-CON-1 EM should support the following lifecycle management functionalities:
-	Support the lifecycle management of VNF based on EM capabilities described in clauses 5.7.2, 7.2.4 and 7.2.5 [2] to allow NM acquire the information of lifecycle management through Itf-N, including:
-	Inform NM of the VNF lifecycle management events, such as the changes of VNF instance and virtualized resources of the VNF.
-	Inform NM of the VNF lifecycle operations' result.
REQ-NFVM_VN-LCM-CON-2 EM should be able to receive through Ve-Vnfm-em reference point a notification from VNFM about VNF and its components whose virtualised resources will be impacted due to scheduled maintenance of underlying infrastructure resources (e.g. scheduled update of the hypervisor software or the firmware of a physical machine (host)).
NOTE: 	[2] does not contain information about such notification and it is thus identified in the gap analysis (refer to A.4.4.1). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notifications from VNFM.
REQ-NFVM_VN-LCM-CON-3 EM should be able to request the snapshot capture of a VNF or any of its components through Ve-Vnfm-em reference point to VNFM 
-	The result of the snapshot operation should provide to EM with enough information to locate and identify the snapshots.
NOTE 1: 	[2] does not contain information about VNF snapshot capture and it is thus identified in the gap analysis (refer to clause A.4.4.2). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned snapshot capture functionality by VNFM.
REQ-NFVM_VN-LCM-CON-4 EM should be able to forward the snapshot information (e.g. file path and identifier of the snapshots) plus any additional information of the VNF (e.g. current configuration) to NM.
REQ-NFVM_VN-LCM-CON-5 EM should be able to receive the following auto-healing related notifications through Ve-Vnfm-em reference point from the VNFM, including:
-	A notification about the auto-healing execution is to begin.
NOTE 2: 	[2] does not contain information of such notification and it is thus identified in the gap analysis (refer to clause A.4.4.3). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notification from VNFM.
-	A notification about the healing events related to the failures of VNF and its components.
-	A notification about the success or failure of the healing execution.
NOTE 3: 	Auto-healing refers to corrective actions performed automatically by the VNFM to recover the deployment of a faulty VNF.
REQ-NFVM_VN-LCM-CON-6 EM should be able to initiate VNF scaling request to VNFM through Ve-Vnfm-em reference point.
REQ-NFVM_VN-LCM-CON-7 NM should be able to initiate the VNF scaling request to NFVO through Os-Ma-nfvo reference point. 
REQ-NFVM_VN-LCM-CON-8 NM should be able to initiate the NS scaling request to NFVO through Os-Ma-nfvo reference point.
REQ-NFVM_VN-LCM-CON-9 It should be possible for NM to obtain the information about currently available resources from NFVO.
REQ-NFVM_VN-LCM-CON-10 NM should be able to initiate the instantiation of VNF(s).
REQ-NFVM_VN-LCM-CON-11 NM should be able to initiate the termination of VNF instance(s).
REQ-NFVM_VN-LCM-CON-12 NM should be able to initiate the contraction of VNF instance(s).
REQ-NFVM_VN-LCM-CON-13 NM should be able to initiate the expansion of VNF instance(s).
REQ-NFVM_VN-LCM-CON-14 NM may consume the following interfaces related to Network Service lifecycle management, produced by NFVO through Os-Ma-nfvo reference point: 
-	Network Service lifecycle management.
-	Network Service lifecycle change notification.
REQ-NFVM_VN-LCM-CON-15 NM should be able to consume the following operations with Network Service Descriptor (NSD), produced by the NFVO through Os-Ma-nfvo reference point:
-	On-board Network Service Descriptor
-	Disable Network Service Descriptor
-	Enable Network Service Descriptor
REQ-NFVM_VN-LCM-CON-16 NM may support the following VNF lifecycle management capabilities through Os-Ma-nfvo reference point: 
-	Support VNF lifecycle management.
-	Support VNF lifecycle change notification.
REQ-NFVM_VN-LCM-CON-17 NM should be able to consume the following operations related to VNF Package produced by NFVO through Os-Ma-nfvo reference point:
-	On-board VNF Package
-	Disable VNF Package
-	Enable VNF Package
-	Update VNF Package
REQ-NFVM_VN-LCM-CON-18 VNFM should support the following FM capabilities through Ve-Vnfm-em reference point:
-	The reporting of alarms caused by virtualized resource faults affecting the VNF instance(s) to EM.
· The reporting of alarms caused by failures concerning the VNF and the corresponding VNFC deployment on the virtualized infrastructure (e.g. configuration of the VNF and runtime interactions of a VNFC with another VNFC).
REQ-NFVM_VN-LCM-CON-19 18 EM should be able to receive the following auto-scaling related notifications through Ve-Vnfm-em reference point from the VNFM, including: 
-	A notification that the auto-scaling execution is about to begin.
NOTE 4:	 [2] does not contain information of such notification and it is thus identified in the gap analysis (refer to clause A.4.4.4). This requirement will be re-examined after ETSI NFV provides a definition of the mentioned notification from VNFM.
-	A notification about scaling events related to the virtualized resources of the VNF.
-	A notification about the success or failure of the scaling execution.
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[bookmark: _Toc425927151][bookmark: _Toc425931513][bookmark: _Toc426098995]5.2.1.1	Introduction
This use case is intended to show how a VNF is instantiated in the mixed networks where PNF and VNF are co-existed. Tthat is a common scenario before NFV is fully deployed.
[bookmark: _Toc425927152][bookmark: _Toc425931514][bookmark: _Toc426098996]5.2.1.2	Actor
3GPP EM (request originated by itself or by NM) and, ETSI MANO NFVO (request originated by NM).
[bookmark: _Toc425927153][bookmark: _Toc425931515][bookmark: _Toc426098997]5.2.1.3	Pre-condition
NM or EM detects that the PNF or VNF is overloaded and no VNF can be expanded to take over the load., Iin this case, NM or EM determines to initiate a new VNF instantiation.
[bookmark: _Toc425927154][bookmark: _Toc425931516][bookmark: _Toc426098998]5.2.1.4	Description
1)	The request to instantiate a new VNF can come from NM (see step 1, in clause B.3.1.2 [2]), or EM (see step 1, in clause B.3.2.1 [2]).  
2)	NFVO may call VNFM to instantiate the VNF and request VIM to allocate the resources required by the VNF instance (see steps 4 – 12 in clause B.3.1.2 [2]), if the request comes from NM. Otherwise, EM may call VNFM to instantiate the VNF and request VIM to allocate the resources required by the VNF instance (see steps 1 – 8 in B.3.2.1 [2]).
3)	After the successful resources allocation by VIM, VNFM configures the VNF with any VNF specific lifecycle parameters and notifies EM of the new VNF (see step 13, in clause B.3.1.2 [2]).
4)	EM then configures the VNF with application specific parameters (see step 14, in clause B.3.1.2 [2] and step 13, in clause B.3.2.2 [2]).
5)	NFVO acknowledges the completion of the VNF instantiation to NM after VNFM acknowledges the completion of the VNF instantiation (see steps 15 – 16, in clause B.3.1.2 [2]).
[bookmark: _Toc425927155][bookmark: _Toc425931517][bookmark: _Toc426098999]5.2.1.5	Post-condition
A new VNF is instantiated to mitigate the overloaded PNF or VNF.
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[bookmark: _Toc425927157][bookmark: _Toc425931519][bookmark: _Toc426099001]5.2.2.1	Introduction
3GPP Configuration Management (CM) has the system modification functions and system monitoring functions (as described in [4]). It can support the operations of NE creation/deletion/conditioning and the other operations of information request/report or report control. NE can be configured into service or out of service and the NM can get the object creation/deletion and object attribute value change or state change notifications of NE.
NFV In a 3GPP mobile network that includes VNF(s), configuration management includes the configuration of VNF application specific parameters (3GPP mobile service related) and the configuration of VNF deployment specific parameters (non-3GPP mobile service related).
From 3GPP perspective, NE object and configuration parameters (e.g. identification, port, neighbour relation) are modelled as the Information Object Class attributes of CM. An example of IOC would be the MMEFunction defined in [5]. ETSI NFV MANO refers to IOC attributes as VNF application specific parameters. 
The decoupling of software and hardware in NFV scenario gives rise to the need to model VNF deployment specific parameters  in a way that is applicable to all SDO's defined nodes. And VNF application specific parameters may need to be changed or enhanced by 3GPP. 
Also, after the VNF deployment specific parameters or VNF application specific parameters are changed by VNFM or EM, EM should notify NM the necessary parameter change using CM capabilities (as described in [4]). 
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[bookmark: _Toc425927163][bookmark: _Toc425931525][bookmark: _Toc426099007]5.2.3.1	Introduction
The VNF application specific configuration management is needed during the lifecycle of VNF. In mixed network, the VNF application specific configuration management may be realized by EM and it may include:
1)	Configure the VNF application specific parameters after a VNF is instantiated;
2)	Release logical resource (e.g. managed objects, data structures) dedicated to manage the terminated VNF;
3)	Configure the VNF application specific parameters after a VNF is scaled, upgraded or updated.
NOTE:	Before VNF scale-in/scale-down/termination execution, there might be a need for NM/EM to adjust configuration parameters of nodes neighbour to the subject VNF.
The following use cases may be invoked by other use cases in TR 32.842 when the VNF application specific parameters need to be configured, e.g. NFV configuration management use case in clause 5.95.2.2.
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[bookmark: _Toc425927311][bookmark: _Toc425931698][bookmark: _Toc426099180]7.1.2 	Involvement of 3GPP SA5 for NFV Management and Orchestration interfaces
Table 7.1.2-1 shows the possible functional areas which SA5 can contribute to the NFV management and orchestration standardization. However, it should be noticed that this list is not exclusive.
Table 7.1.2-1: Involvement of 3GPP SA5 for NFV Management and Orchestration Standardization
	Interfaces 
	Os-Ma-nfvo 
(OSS/BSS/NM - NFVO)
	Ve-Vnfm-em 
(EM-VNFM) 
	Ve-Vnfm-vnf 
(VNF-VNFM) 
	Or-Vnfm (NFVO-VNFM) 
	Vi-Vnfm (VIM-VNFM) 
	Or-Vi
(NFVO-VIM)
	Itf-N
(OSS/BSS/NM - EM)

	Functions
	
	
	
	
	
	
	

	Lifecycle management (LCM)
	Network service(NS) (*1)
	3GPP SA5 
(If NS is Infra NS, 3GPP plays no role.
If NS is Mobile NS, 1. NM needs to trigger infra NS LCM when it is required for mobile NS.
2. NM needs to receive state/status information about the infra NS (supporting the mobile-NS)).
	
	
	
	
	
	3GPP SA5 (Define the operations and models for Mobile NS LCM)

	
	VNF (*2)
	3GPP SA5 
(If VNF is Generic VNF, 3GPP plays no role.
If VNF is Mobile VNF, 1.NM needs to trigger Generic VNF LCM as part of the Mobile VNF LCM procedure. 
2. NM needs to receive message about the outcome of Generic VNF LCM (supporting the mobile VNF.)
	3GPP SA5 
(1. EM needs to trigger mobile VNF LCM.
2.EM needs to receive message about the outcome of VNF LCM )
	3GPP SA5 (Ensure the initial configuration data for mobile network connectivity to be configured from VNFM to VNF)
	3GPP SA5 (Ensure the VNF LCM can satisfy the mobile VNF LCM needs)
	
	
	3GPP SA5 (Define the operations and models for Mobile VNF LCM)

	FCAPS
	Network services (*3)
	3GPP SA5
(NM needs to collect Infra NS FCAPS for correlation with the mobile network application layer NS FCAPS)
	
	
	
	
	
	3GPP SA5 (Define the operations and models for Mobile NS FCAPS)

	
	VNF (*4)
	3GPP SA5
(NM needs to collect Generic VNF FCAPS for correlation with the mobile network application layer VNF FCAPS)
	3GPP SA5 
(1.EM collects VNF related VR's FCAPS for correlation with mobile VNF FCAPS.
2. EM needs to trigger mobile VNF LCM)
	3GPP SA5 (Ensure the  VNF whose VRs are impacted reports the VR data to VNFM)
	
	3GPP SA5 (Ensure the VR data can be correlated with Mobile VNF data)
	
	3GPP SA5 (Define the operations and models for Mobile VNF and mixed network FCAPS)

	 Virtualized Resource management (VRM) (*5)
	3GPP SA5 
(NM needs to be able to trigger VRM)
	
	
	
	
	
	3GPP SA5 (make sure the VR data can be correlated with Mobile VNF data)

	Policy administration (*6)
	3GPP SA5 
(NM needs to be able to configure the VRM policy)
	
	
	3GPP SA5 (The forwarding of the VRM policy configuration)
	
	3GPP SA5 (Ensure the operator defined policy are forwarded)
	3GPP SA5 (Define Mobile VNF application level policy management)

	Architecture (*7)
	3GPP SA5 (Define Mobile VNF and mixed network management architecture based on the ETSI NFV architecture)

	E2E management procedures (mobile network)  (*8)
	3GPP SA5 (Define Mobile VNF and mixed network E2E management for the mobile dedicated features with the reference of common procedures defined in ETSI NFV)



NOTE:
1: "Life cycle management — Network Service": 7.1.1, 7.1.2, 7.1.3.
2: "Life cycle management — VNF": 7.2.1 to 7.2.5.
3: "FCAPS — Network Service": 7.1.4, 7.1.5, 7.5.
4: "FCAPS — VNF": 7.2.6 to 7.2.8.
5: "Virtualized Resource management": 7.3.
6: "Policy administration": 7.4.
7: "Architecture": 5.
8: "E2E management procedures (mobile network)" means the end-to-end procedures for NFV management (of mobile networks), including the interactions among all the relevant management entities (OSS/BSS/NM, EM, NFVO, VNFM, VIM) and VNF/PNF and if needed it will include the interactions between VNFs/PNFs too.
9.
1) "Infra NS": It's ETSI phase 1 defined NS. It involves the identifications of VNFs/PNFs and the properties of related virtual links and Forwarding Graphs.
2) "Mobile NS": It involves 3GPP defined nodes and the corresponding functions of 3GPP defined nodes. 
3) "Mobile VNF": It involves class attributes (extension of 3GPP non-virtualized XyzFunction like MmeFunction class).
4) "Generic VNF": It's ETSI defined node. Generic VNF node is the node before applying domain specific parameters, it's not the 3GPP defined node.
	End



