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Introduction

In general, the management of 3G Systems is based on an object oriented representation of the managed NEs. That means that the physical and logical resources of a NE that require to be managed must be modelled as “managed objects”. 

For a NE, it may be necessary to manage the operability condition of some or all of its resources, in this case the managed objects representing such resources must include the “state attributes” which model the operability condition and, in addition, the State Management service to monitor and to change state attributes must be defined.  

State management is not strictly specific of Configuration Management, in the sense that it is used also within Fault Management, Performance Management  and other management services. 

The State Management defined in this document is based on the ITU-T X.731 specification. 

State attributes

The state attributes of a managed object may have one or more of  the following type of information:

· Administrative state: gives the information about the instruction of the Operator to make a managed object available for service, or to remove a managed object from service.

· Operational state: gives the information about the real capability of a managed object to provide or not provide service. A managed object can lose the capability to provide service because of a fault occurring on the object itself, or because another object on which it depends is out of service.

· Usage state: gives the information about the real current service provided by a managed object.

In addition to the above primary ‘state’ information, a managed object may have a secondary ‘status’ information which gives  further detailed information about the reason of the primary state.


NOTE: a more detailed description of the secondary status will be provided later. It will be based on X.731, X.721 and M.3100

State management

For any managed object that has the state attributes, the current value of such attributes must be readable from the manager.

In general, the changes of the state and status attributes must be notified to the relative manager(s), however there are cases  where these notifications are useless and dangerous for the overload that they produce.  In general:

· Operational State changes must be notified to all the managers who take care of Fault Management

· Administrative State changes must be notified to all the managers but the one who requested the change, and may be optionally notified to the manager who requested the change.

· Usage State changes are not notified.  

From the manager, the network operator can put the objects in service or out of service only by means of the Administrative State. For the quality of service provided to the end users, it must be possible to put the objects out of service in a graceful way.

Within a managed element, when for any reason a managed object changes its state, the change must be propagated, in a consistent way, to all the other objects that are functionally dependent on the first one. (A more detailed description of how the state change is propagated in case of Operational State change (e.g. failure) and in case of Administrative State change is given within TS 32.111
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