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Intellectual Property Rights

This clause is always the first unnumbered clause.

If you have received any information concerning an essential IPR related to this document please indicate the details here.
Foreword

This clause is always the second unnumbered clause.

To be drafted by the ETSI secretariat. You can provide additional elements.
Introduction

This clause is optional. If it exists, it is always the third unnumbered clause.

1
Scope

Should start:

This document specifies the Perfromance Degradation Reporting Interface between the Network Data Management Process and the Network Maintenance & Restoration Process. It is based on the information and assumptions documented in the respective process descriptions.

One of the following paragraphs should start with:

The Scope shall not contain requirements.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

[1]
Gen.00  (V0.0.3): UMTS Management Framework Architecture. Overview, Processes and Principles.

[2]
Gen.01 (V0.0.0): UMTS; TMN; General - Terms and Definitions.

[3]
Gen.02 (V0.0.0): UMTS; TMN; General - Performance Management.

[2]
Proc.09 (V0.0.0): UMTS; TMN; Process Descriptions - Network Maintenance & Restoration.

[3]
Proc.11 (V0.0.0): UMTS; TMN; Process Descriptions - Network Data Management.

[5]
UMTS 21.06 (V1.1.1): UMTS; Network and Service Management Requirements for UMTS.

[6]
NMF GB910 (V0.2): Telecom Operations Map.

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

3.1
Definitions

Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

For the purposes of the present document, the following definitions (besides those defined in Gen.01) apply:

<defined term>: <definition>.

example: the text serving as an example.

3.2
Symbols

Clause numbering depends on applicability. Symbols should be ordered alphabetically.

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

<2nd symbol>
<2nd Explanation>

3.3
Abbreviations

Clause numbering depends on applicability. Abbreviations should be ordered alphabetically.

For the purposes of the present document, the following abbreviations apply:

<ACRONYM1>
<Explanation>

<ACRONYM2>
<Explanation>

4
Interface Specification

4.1
Problem Statement

The Network Data Management Process requires the capability to report about conditions in the Network where the performance of parts of the network or the network as a whole do not meet previously defined Performance goals. This capability has to be configurable in terms of subscription (which manager subscribes to which events) and should not loose any event in case of failure.

4.2
Requirements

4.2.1
Structural Information (I)

Requirement {I. AUTONUM }
Subprocess XIe (Action) uses a security policy for authentication of each request from a Network Maintenance & Restoration System.

Requirement {I. AUTONUM }
All requests will be confirmed by Subprocess XIe (Action).

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may create a subscription for Network Data Management Event Types.

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may change it’s subscription for Network Data Management Event Types.

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may cancel it’s subscription for Network Data Management Event Types.

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may define Network Data Management Event Types by refering to one or more trigger parameters (e.g. number of calls per cell) and the according event generation mechanism (e.g. threshold crossing, gauge crossing, ...) and assign a severity to them.
[to be distinguished from V.22]

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may change an existing definition of a Network Data Management Event Type if it is currently not subscribed by any other Network Maintenance & Restoration System.

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may delete an existing definition of a Network Data Management Event Type if it is currently not subscribed by any other Network Maintenance & Restoration System.

Requirement {I. AUTONUM }
Subprocess XIe (Action) sends reports about all occuring events to all active Network Maintenance & Restoration Systems being subscribed to the according event type.

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may query for Network Data Management Event Reports (including scoping and filtering).

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may query for Network Data Management Event Type Definitions (including scoping and filtering).

Requirement {I. AUTONUM }
Any authorized Network Maintenance & Restoration System may query for Network Data Management Trigger Parameters (including scoping and filtering).

Requirement {I. AUTONUM }
All event reports are saved in a log.

4.2.2
Dynamics Information (II)

Requirement {II. AUTONUM }
When an event occurs, the Subprocess XIe (Action) will send a report to all Network Maintenance & Restoration Systems subscribed to it.

Requirement {II. AUTONUM }
When a Network Maintenance & Restoration System requests a resynchronisation, Subprocess XIe (Action) will resend all event reports occured during the requested resync period according to the subscription of the Network Maintenance & Restoration System.

Requirement {II. AUTONUM }
When a Network Maintenance & Restoration System changes a event type definition, Subprocess XIe (Action) will check first whether the definition exists, whether it is not subscribed by another NMRS and the requesting NMRS has the right to do it.

Requirement {II. AUTONUM }
When a Network Maintenance & Restoration System changes an event type definition of an event type it has subscribed, Subprocess XIe (Action) updates the subscription automatically.

Requirement {II. AUTONUM }
Subprocess XIe (Action) has the option of doing an authentication check each time it is accessed by a Network Maintenance & Restoration System.

4.2.3
Abnormal conditions (III)

Requirement {III. AUTONUM }
Any time the Subprocess XIe (Action) detects a communication problem it will buffer all occuring event reports and send them when the communication has been restored.

4.2.4
Expectations and Non-Functional Requirements (IV)

[Editor’s note: Expectations typically are generally requirements that are impossible to quantify; for example, „The user interface must be easy to use.“.]

4.2.5
System Administration Requirements (V)

Requirement {V. AUTONUM }
Subprocess XIe (Action) has to monitor it’s communication links to all subscribed Network Maintenance & Restoration Systems.

Requirement {V. AUTONUM }
Security staff should be able to add/modify/delete the security policy for authentication for Network Maintenance & Restoration Systems.

Requirement {V. AUTONUM }
Admin staff should be able to add/modify/delete to define Network Data Management Event Types by refering to one or more trigger parameters and the according event generation mechanism.

Requirement {V. AUTONUM }
Admin staff should be able to modify severities assigned to Network Data Management Event Types which can be different for different subscribed Network Maintenance & Restoration Systems.

4.3
Use Cases

4.3.1
Overview

Table 1 below summarizes which requirements are satisfied by which use cases clarifying the purpose of the system:

Requirements
Category I


Category II


Use Cases
1
2
3
4
5
6
7
8
9
10
11
12
13
14
15
16
17
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Table 1: Tracebility of use cases

4.3.2
Send event report

Summary
Subprocess XIe sends a report about a currently occured event to all subscribed NMRS.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS has a preexisiting subscription to that event type and has an active communication link.

Begins when
Subprocess XIe has generated an event report.

Description
The event report has been submitted.

The event report will be logged.

Subprocess XIe checks which NMRS are active and have a subscription to the event type of the submitted report.

The event is sent out to these NMRS.

Ends when
The Use Case ends when the NMRS has received the event report.

Postconditions
The NMRS is informed about an occured event.

Exceptions
communication link down

Tracebility
Requirement {I.9,13} Requirement {II.14}

Example


4.3.3
Create a subscription

Summary
A currently not subscribing NMRS logs into Subprocess XIe and subscribes for Network Data Management events.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a preexisiting authentication profile according to the security policy.

Begins when
The NMRS sends a request for a new subscription.

Description
The request has been received.

Subprocess XIe checks the subscription request with the security policy and registers all allowed subscriptions.

Subprocess XIe registers the authentication profile of the subscribing NMRS.

Subprocess XIe confirms which subscriptions (event types) have been accepted.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS is subscribed to NDM events.

Exceptions
security policy violated

Tracebility
Requirement {I.1,2,3} Requirement {II.18}

Example


4.3.4
Change a subscription

Summary
A currently subscribing NMRS logs into Subprocess XIe and changes it’s subscription of Network Data Management events.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends a change request for an existing subscription.

Description
The request has been received.

The Subprocess XIe checks the subscription request with the authentication profile and updates all allowed subscriptions.

Subprocess XIe confirms which subscriptions has been accepted.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS has changed it’s subscriptions to NDM events.

Exceptions
security policy violated 
subscription does not exist

Tracebility
Requirement {I.1,2,4} Requirement {II.18}

Example


4.3.5
Cancel a subscription

Summary
A currently subscribing NMRS logs into Subprocess XIe and removes it’s subscription of Network Data Management events.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends a delete request for an existing subscription.

Description
The request has been received.

Subprocess XIe deletes the indicated subscriptions.

Subprocess XIe confirms what has been deleted.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS has no subscriptions to NDM events.

Exceptions
security policy violated
subscription does not exist

Tracebility
Requirement {I.1,2,5} Requirement {II.18}

Example


4.3.6
Query for event reports

Summary
A NMRS logs into Subprocess XIe and queries for Network Data Management event reports indepently of any subscription.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a preexisiting authentication profile according to the security policy.

Begins when
The NMRS sends a query.

Description
The request has been received.

Subprocess XIe checks the query request with the authentication profile, confirms the request and sends all permitted event reports either as one single event report, as a file via seperate file transfer or as seperate events.

Ends when
The Use Case ends when the NMRS has received all permitted event reports.

Postconditions
The NMRS has been updated with NDM event reports.

Exceptions
security policy violated
communication link down

Tracebility
Requirement {I.1,2,10,13} Requirement {II.18}

Example


4.3.7
Resend buffered event reports

Summary
Subprocess XIe buffers all event reports in case it is not possible to send event reports to an subscribing NMRS. When the communication link is up again then all buffered event reports will be resend.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
Communication link to the subscribing NMRS is down.

Description
Link down.

Subprocess XIe buffers all event reports the NMRS has subscribed to.

Link up.

All buffered event reports are sent.

Ends when
The Use Case ends when the NMRS has received all buffered event reports.

Postconditions
The NMRS has been updated with NDM events.

Exceptions


Tracebility
Requirement {I.9,13} Requirement {II.14}

Example


4.3.8
Resynchronisation

Summary
A NMRS logs into Subprocess XIe and queries a resynchronisation for Network Data Management event reports occured during a specified time frame according to the it’s subscription.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends a query.

Description
The request has been received.

Subprocess XIe checks the query request with the authentication profile, confirms the request and sends all subscribed event reports either as one single event report or as seperate event reports.

Ends when
The Use Case ends when the NMRS has received all subscribed event reports.

Postconditions
The NMRS has been updated with NDM events.

Exceptions
security policy violated
communication link down

Tracebility
Requirement {I.1,2,13} Requirement {II.15,18}

Example


4.3.9
Create a event type definition

Summary
A NMRS logs into Subprocess XIe and submits the definition for a Network Data Management event type.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends the defintion for a new event type.

Description
The request has been received.

Subprocess XIe checks the request with the security policy.

Subprocess XIe checks the completeness and correctness of the event type definition.

If the event definition is not yet registered than Subprocess XIe registers the event type definition.

Subprocess XIe confirms which subscriptions have been accepted.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS has created a new NDM event type.

Exceptions
security policy violated
event type definition not correct

Tracebility
Requirement {I.1,2,6} Requirement {II.18}

Example


4.3.10
Change a event type definition

Summary
A NMRS logs into Subprocess XIe and changes an existing definition for a Network Data Management event type.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends a change request for an existing event type definition.

Description
The request has been received.

The Subprocess XIe checks whether: 
- the event type definition does exist; 
- it is not subscribed by other NMRS; and 
- the NMRS has the right to change it.

Subprocess XIe changes the event type definition and updates an eventually existing subscription of the requesting NMRS automatically.

Subprocess XIe confirms the changes made to the event type definition.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS has changed the event type definition.

Exceptions
security policy violated 
event type definition does not exist
event type definition not correct
event type is subscribed by other NMRS

Tracebility
Requirement {I.1,2,7} Requirement {II.16,17,18}

Example


4.3.11
Delete a event type definition

Summary
A NMRS logs into Subprocess XIe and deletes an existing definition for a Network Data Management event type.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a subscription.

Begins when
The NMRS sends a delete request for an existing event type definition.

Description
The request has been received.

The Subprocess XIe checks whether: 
- the event type definition does exist; 
- it is not subscribed by other NMRS; and 
- the NMRS has the right to change it.

Subprocess XIe deletes the event type definition and updates an eventually existing subscription of the requesting NMRS automatically.

Subprocess XIe confirms the changes made to the event type definition.

Ends when
The Use Case ends when the NMRS has received the confirmation.

Postconditions
The NMRS has changed the event type definition.

Exceptions
security policy violated 
event type definition does not exist
event type is subscribed by other NMRS

Tracebility
Requirement {I.1,2,8} Requirement {II.16,17,18}

Example


4.3.12
Query for event type definitions

Summary
A NMRS logs into Subprocess XIe and queries for Network Data Management events indepently of any subscription.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a preexisiting authentication profile according to the security policy.

Begins when
The NMRS sends a query.

Description
The request has been received.

Subprocess XIe checks the query request with the authentication profile, confirms the request and sends all allowed events either as one single event or as seperate events.

Ends when
The Use Case ends when the NMRS has received all allowed events.

Postconditions
The NMRS has been updated with NDM events.

Exceptions
security policy violated
communication link down

Tracebility
Requirement {I.1,2,11} Requirement {II.18}

Example


4.3.13
Query for event trigger parameters

Summary
A NMRS logs into Subprocess XIe and queries for available/implemented Network Data Management trigger parameters.

Actors
Network Maintenance & Restoration System (NMRS)

Preconditions
The NMRS should have a preexisiting authentication profile according to the security policy.

Begins when
The NMRS sends a query.

Description
The request has been received.

Subprocess XIe checks the query request with the authentication profile, confirms the request by sending a list with all available trigger parameters.

Ends when
The Use Case ends when the NMRS has received the trigger parameter list.

Postconditions
The NMRS has a view on all available NDM trigger parameters.

Exceptions
security policy violated
communication link down

Tracebility
Requirement {I.1,2,12} Requirement {II.18}

Example


4.4
Requirements Modeling

4.4.1
Structure Modeling

4.4.2
Dynamics Modeling

4.4.3
Functional Modeling

<text>.

Annex <yy> (normative):
Title of normative annex

"normative" is applicable to ENs, ESs and TSs .

It is NOT applicable to EGs and TRs

yy.1
First clause of this normative annex

<Text>

yy.1.1
First subclause of this normative annex

<Text>
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