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1. Introduction
Sub-clause 4.2.2.3 recommends RTP/RTCP support for MC Video media content transportation.  This is a reasonable recommendation provided the MCVideo communications are “in the clear” (i.e. not secure).  SA3 has already defined media encryption using SRTP for use in MCPTT as presented in TS 33.179 along with its associated SRTCP for control.
2. Reason for Change
Enhancements to the text are proposed to include MC Video media transport protocol recommendations for both the clear and secure cases, consistent with what has been done for MCPTT.
3. Proposal

It is proposed to agree to the following changes to 3GPP TR 26.880 v0.2.0.
* * * First change * * * *

4.2.2.3
Consideration for media transportation support for MC video

It is recommended that MC Video service supports the RTP/RTCP protocol for clear (i.e. unecrypted) media content transportation.  It is further recommended that the MC Video service supports the SRTP/SRTCP protocol for the integrity and confidentiality protection of MC Video communications.
Editor’s Note: other media content transport protocol to support MC Video is FFS.
* * * Second change * * * *
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* * * Third change * * * *

3
Abbreviations

3.1
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

BC
Broadcast

BM-SC
Broadcast-Multicast - Service Centre
FEC
Forward Error Correction

GCS
Group Communication Service

MBMS
Multimedia Broadcast/Multicast Service

MBSFN
Multimedia Broadcast Single Frequency Network

MCPTT
Mission Critical Push-To-Talk
MCS
Mission Critical Service
RTCP
Real-Time Transport Control Protocol

RTP
Real-Time Transport Protocol

SRTCP
Secure Real-Time Transport Control Protocol

SRTP
Secure Real-Time Transport Protocol
TMGI
Temporary Mobile Group Identity

UC
Unicast
* * * End of changes * * * *

