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1 Introduction
During SA4#85, the Tdoc S4-151178 which proposes an additional work area for the MEPRO work item: to define/extend the MBMS reception reporting for DASH QoE metrics, was agreed. 
During SA4#85, the Tdoc S4-150944 about the MEPRO API framework and architecture was approved.

This document discusses the importance for operators to obtain appropriate subscriber identification, generically referred to as ‘clientID’, in the reporting of transport level statistics and/or service/content usage details produced by MBMS UEs. Transport level statistics are delivered in nominal MBMS reception reports, whereas service/content usage details would be carried in DASH QoE metrics reports. Each operator may have its own policy on the type/format of clientID to be reported by the UE, which may be enabled by defining extensions to the Associated Delivery Procedure Description (ADPD). Different methods may be available to the MBMS client to obtain the clientID from the UE platform, such as via calls to the operating system, or through the MBMS API set.
2 Discussion
For the purpose of the analysis of user service consumption details in reception/QoE reports, availability of clientID in the reports is important. For the purpose of precision marketing, which means that we could post advertisement according to specific user’s viewing behaviour, individual user data needs to be known rather than mass statistics. Therefore, the identifier of the reporting UE needs to be collected. As specified in TS 26.346, the clientId attribute is unique identifier for the receiver and identifies the reporting UE, e.g. an MSISDN of the UE. 
On the level of implementation, there could be several ways for MBMS client to obtain this parameter. 

a) The MBMS client may utilize the API offered by the operating system such as “getLine1Number” in Android. This API will respond with the subscriber identification information read from the (U)SIM card. In the event that no such data has been written in the card, the API will return null information.
b) The application usually requires the user to register for the first time and log in with the username and password afterwards. Registration information may include the clientID which can enable the MBMS client to get the clientID from the application.
Different operators may have different policies. Some operators will allow the MSISDN data to be written in the (U)SIM card, and some will not. In the latter situation, no MSISDN data but IMSI is written in the (U)SIM card. However, the IMSI may not provide uniqueness in user identification, since the same subscriber may change his/her (U)SIM card over time, each change resulting in a different IMSI. Therefore, the first method mentioned in the above may not always be the best solution.

On the other hand, since SMS validation is the frequently used verification way of the industry nowadays, MSISDN is the most common choice as the username for logging in to the application. Under such situation, clientID access from the application using the MBMS API will be straightforward.

For the clientID collection via the MBMS API, a call flow is provided in Figure 1. The following steps are carried out according to Figure 1.

A. Obtain clientID as the user identification
· BM-SC could specify the policy for clientID obtainment by setting directives in the ADPD fragment of the user service announcement. BM-SC would specify several kinds of policys: 
· The type of clientID to be reported by the MBMS client, such as MSISDN, email address and etc. 
· The way adopted by the client to obtain the clientID, including operating system first, or application first.
· Whether the clientID must be included in the QoE reporting.  
· MBMS client would collect clientID value from different sources, such as application, underlying operating system, etc.
· MBMS client would determine which the value of clientID to use as designated in ADPD.
B. The application starts the service by providing the DASH client with the appropriate MPD URL as known from the service announcement.

· Accept POST commands related to DASH QoE (DQ) metrics submitted by the DASH client;

· Retrieve MBMS reception statistics and QoE measurements.
· Combine the DQ metrics and the MBMS reception/QoE measurement in a corresponding reception report message and send it to the report server.
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Figure 1 clientID collection with relevant APIs

There are caveats or qualifications to be considered in the use of the API method for the MBMS client to obtain the clientID from the MBMS application, as described below.
1) There is potential for MBMS applications in the UE to be associated with different forms of clientID’s, and it may be necessary for the MBMS operator to ensure that all those applications are provisioned with the same clientID value for proper subscriber identification in reception reporting;
2) The MBMS client and the MBMS application may reside in separate physical devices. An example is the use of an integrated MBMS receiver/WiFi router that serves multiple end-user devices, e.g. in the home or business premises network. In this implementation scenario, and assuming that some of those end-user devices are UEs, there will exist multiple clientID’s. Under this circumstance, and when performing nominal reception reports which do not contain DASH QoE measurements, only a single clientID should be included, such that the MBMS client will most likely report the clientID of the UE in which it is hosted. On the other hand, in the reporting of DASH QoE metrics, it would be desirable for the MBMS client to identify the different UEs it serves and separately report each of their respective service/content usage measurements with the corresponding user/client identification. Acquisition of clientID from the MBMS API may represent an attractive solution.
3 Proposal
It is proposed to take into account the information in section 2 for the MEPRO area on MBMS API set, as well as MBMS reporting of DASH QoE metrics, for consideration towards a future work item arising from the study of the MBMS APIs. The proposed text for inclusion as new Section 9 in TR 26.852 is shown as follows:
4 Client Identifier Access via MBMS API

4.1 Introduction
It may be important for MBMS operators to obtain appropriate subscriber identification, generically referred to as ‘clientID’, in the reporting of transport level statistics and/or service/content usage details produced by MBMS UEs, . Transport level statistics are delivered in nominal MBMS reception reports, whereas service/content usage details would be carried in DASH QoE metrics reports. Each operator may have its own policy on the type/format of clientID to be reported by the UE, which may be enabled by defining extensions to the Associated Delivery Procedure Description (ADPD). Different methods may be available to the MBMS client to obtain the clientID from the UE platform, such as via calls to the operating system, or through the MBMS API set.

4.2 Methods and Considerations for Accessing clientID Information

For the purpose of the analysis of user service consumption details in reception/QoE reports, availability of clientID in the reports is important. For the purpose of precision marketing, which may include targeted advertising according to specific user’s viewing behaviour, individual user data needs to be known rather than mass statistics. Therefore, the identifier of the reporting UE needs to be collected. As specified in TS 26.346, the clientId attribute is unique identifier for the receiver and identifies the reporting UE, e.g. an MSISDN of the UE. 

At the implementation level, there could be different ways for MBMS client to obtain this parameter, for example:
a) The MBMS client may utilize the API offered by the operating system such as “getLine1Number” in Android. This API will respond with the subscriber identification information read from the (U)SIM card. In the event that no such data has been written in the card, the API will return null information.
b) The application usually requires the user to register for the first time and log in with the username and password afterwards. Registration information may include the clientID which can enable the MBMS client to get the clientID from the application.
Different operators may have different policies. Some operators will allow the MSISDN data to be written in the (U)SIM card, and some will not. In the latter situation, no MSISDN data but IMSI is written in the (U)SIM card. However, the IMSI may not provide uniqueness in user identification, since the same subscriber may change his/her (U)SIM card over time, each change resulting in a different IMSI. Therefore, the first method mentioned in the above may not always be the best solution.

On the other hand, since SMS validation is a frequently used method for user verification among application providers, by which the MSISDN is the most common choice as the username for logging in to the application. Under such situation, clientID access from the application using the MBMS API will be straightforward.

4.3 clientID Access via MBMS API
An example call flow showing clientID collection by the MBMS client via the MBMS API is shown in Figure 1, and comprises two basic steps as described below:
A. Client ID Retrieval

1) Operator-defined policy on clientID access is specified in the ADPD fragment of the USD. Here, it is assumed that such operator policy may contain several information components. The first defines the preferred and alternative access methods for use by the MBMS client to obtain clientID, such as querying the MBMS application via the MBMS API, and if unavailable, calling a suitable API exposed by the operating system. The second policy component specifies the type of clientID to be reported by the MBMS client, such as MSISDN, email address etc. The third one determines whether the clientID shall be included in the QoE reporting.
2) MBMS client uses the MBMS API to request and obtain clientID from the application.
3) If (2) is unsuccessful, MBMS client calls the appropriate operating system API to retrieve the clientID.
Note: Steps 2) and 3) are under the consumption of the policy that querying MBMS API is the preferred way to obtain clientID.
4) MBMS client determines whether the retrieved clientID fulfils the required format as indicated in the ADPD.
B. DASH QoE Reporting
5) MBMS client receives, via HTTP POST, DASH QoE (DQ) metrics submitted by the DASH client;

6) MBMS client collects MBMS reception statistics and previously received DASH QoE measurements.
7) MBMS client combines the DASH QoE metrics with the MBMS reception/QoE measurement into a reception report message and sends it to the report server.
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Figure 1 Reception Report containing clientID using policy-based access 
4.4 Considerations on clientID Access via the MBMS API

The following caveats or qualifications should be considered in the use of the MBMS API method for the MBMS client to obtain the clientID from the MBMS application, as described below.

1) There is potential for MBMS applications in the UE to be associated with different forms of clientID’s, and it may be necessary for the MBMS operator to ensure that all those applications are provisioned with the same clientID value for proper subscriber identification in reception reporting;
2) The MBMS client and the MBMS application may reside in separate physical devices. An example is the use of an integrated MBMS receiver/WiFi router that serves multiple end-user devices, e.g. in the home or business premises network. In this implementation scenario, and assuming that some of those end-user devices are UEs, there will exist multiple clientID’s. Under this circumstance, and when performing nominal reception reports which do not contain DASH QoE measurements, only a single clientID should be included, such that the MBMS client will most likely report the clientID of the UE in which it is hosted. On the other hand, in the reporting of DASH QoE metrics, it would be desirable for the MBMS client to identify the different UEs it serves and separately report each of their respective service/content usage measurements with the corresponding user/client identification. Acquisition of clientID from the MBMS API may represent an attractive solution.
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