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*********************Start of 1st Change*******************************
9.3.6
File Repair Request Messages
9.3.6.0 
General
Once missing file data is identified, the MBMS client sends one or more messages to a file repair server requesting transmission of data that allows recovery of missing file data. All file repair requests and repair responses for a particular MBMS transmission shall take place in a single TCP session using the HTTP protocol (RFC 2616 [18]). The repair request is routed to the file repair server IP address resolved from the selected file repair server URI. 
The timing of the opening of the TCP connection to the server, and the first repair request, of a particular MBMS client is randomized over a time window as described in sub-clause 9.3.2. If there is more than one repair request to be made these are sent immediately after the first.
When a MBMS UE identifies symbols or the byte range of symbols in repair requests these symbols shall be source symbols, and should include all the missing source symbols of the relevant source block. Note, these represent information for the file repair server and the BM-SC may use these source symbols and/or redundant symbols in providing the necessary repair data.
After the MBMS download session, the receiver identifies a set of encoding symbols that allow recovery of the missing file data and requests for their transmission in a file repair session.  
There are two formats for the MBMS UE to request repair data: the Symbol-Based File Repair Request Message and the Byte-Range-Based Request Messsage.
9.3.6.1
Symbol-Based File Repair Request Message Format

In this message format, the MBMS UE requests specific encoding symbols and uniquely identifies these by the combination (TSI, URI, SBN, ESI). This message format shall be used if the MBMS UE is requesting symbols from a file repair server that only supports symbol-based file repair request messages, i.e., the server is listed in a "serviceURI" element of the Associated Delivery procedure. The file repair request shall include the TSI identifying the FLUTE session carrying the file when the content components of an MBMS User Service instance are delivered on multiple MBMS delivery sessions. The file repair request shall either include the URI of the file for which it is requesting the repair data or an identifier of a set of files. The URI uniquely identifies the file (resource) and is found from the FLUTE FDT Instances. Additionally, the repair request for single files shall contain the MD5 hash value of the transport object, if present in the FDT instance declaring the file from which data is being requested. The MD5 hash value is used to identify a specific transport object and version of the file.

For completely missed files, a Repair Request may give only the URI of the file and optionally the MD5 hash value of the transport object of the file. If the MD5 hash value is not present, the server shall respond with the latest version of the file.
A set of files may be fetched using the File Repair server. A client may request all files from a specific FDT instance or a specific logical group of a particular MBMS User Services. 
The client makes a file repair request using the HTTP (RFC 2616 [18]) request method GET. Further arguments are encoded into the URI query part (RFC 3986 [19]) as defined below and included in the HTTP GET request. If a number of previously unreceived symbols are requested for a specific Source Block, then the SBN is provided along with the ESI of the symbol, which is subsequent in the symbol sequence to the latest received symbol for that source block and the number of symbols requested. If a number of previously  unreceived  source blocks are requested for a specific file, the URI should be provided along with an SBN range starting from the first missing source block and ending with the SBN of the last missing source block of the contiguous  set of  source block. Examples for requesting contiguous and non-contiguous ranges of symbols and source blocks or even entire files or group of files are given below.
For example, assume that in a MBMS download session a 3gp file with URI = www.example.com/news/latest.3gp was delivered to an MBMS client.  After the MBMS download session, the MBMS client recognized that it did not receive two packets with SBN = 5, ESI = 12 and SBN=20, ESI = 27, TSI=2. If the selected repair service URI (from the associated delivery procedure meta data fragment) is http://mbmsrepair1.example.com/path/repair_script, only supports symbol-based file repair requests, and the MD5 value of that file is “ODZiYTU1OTFkZGY2NWY5ODh==”, then the HTTP GET request is as follows:

GET
/path/repair_script?fileURI=www.example.com/news/latest.3gp&Content-MD5= ODZiYTU1OTFkZGY2NWY5ODh== &SBN=5;ESI=12&SBN=20;ESI=27; TSI=2 
HTTP/1.1

Host: mbmsrepair1.example.com

A file repair session shall be used to recover the missing file data from a single MBMS download session only. If more than one file were downloaded in a particular or multiple MBMS download sessions, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests including TSI which identifies corresponding FLUTE session for each file.
An HTTP client implementation might limit the length of the URL to a finite value, for example 256 bytes. In the case that the length of the URL-encoded (SBN, ESI) data exceeds this limit, the MBMS client shall distribute the URL‑encoded data into multiple HTTP GET requests.

In any case, all the HTTP GETs of a single file repair session shall be performed within a single TCP session and they shall be performed immediately one after the other.

In the following, we give the details of the syntax used for the above request method in ABNF.

In this case an HTTP GET with a normal query shall be used to request the missing data, according to HTTP1.1 [RFC2616 [18]] 

*
repair_request_http_URL = repair_service_URI "?" query

*
repair_service_URI = <selected serviceURI from the Associated Delivery Procedure Description>

Where, for MBMS File Repair Request:

*
query =  std_query / alt_query

*
std_query = file_uri ["&" content_md5] ["&" tsi_id] *( "&" sbn_info)

*
file_uri = "fileURI=" URI-reference; URI-reference is as defined in [19].

*
content_md5 = "Content-MD5=" 1*(ALPHA / DIGIT / "+" / "/" / "=")
*
tsi_id = "tsiId=" <value of the flute-tsi attribute of the SDP defined in clause 7.3.2.4>
*
sbn_info = "SBN=" sbn_range

*
sbn_range = ( sbnA [ "-" sbnZ ] ) / ( sbnA [ ";" esi_info] )

*
esi_info = "ESI=" ((esi_range *( "," esi_range ) ) ) / (esiA “+” number_symbols)
*
esi_range = esiA [ "-" esiZ ]

*
sbnA = 1*DIGIT; the SBN, or the first of a range of SBNs

*
sbnZ = 1*DIGIT; the last SBN of a range of SBNs

*
esiA = 1*DIGIT; the ESI, or the first of a range of ESIs

*
esiZ = 1*DIGIT; the last ESI of a range of ESIs
*
number_symbols = 1*DIGIT; the number of additional symbols required

*
alt_query = service_id “&” ( fdt_inst_id / fdt_group_id )

*
service_id = "serviceId=" <value of the serviceId attribute of the User Service Description>
*
fdt_inst_id = “fdtInstanceId=” <as defined in clause 3.4.1 of [9] or in clause 7.4>
*
fdt_group_id = “fdtGroupId=” < value of the Group element as defined in clause 7.2.10.1>
Thus, the following symbols adopt a special meaning for MBMS download URI: ? - + , ; & =

One example of a query on encoding symbol 34 of source block 12 of a music file “www.example.comm/greatmusic/number1.aac" using the provided repair service URI "http://mbmsrepair1.example.com/path/repair_script" is:

*
http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&SBN=12;ESI=34
An example of requesting an entire file is

*
http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac
An example of requesting a specific source block from a specific file version is

*
http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&Content-MD5=ODZiYTU1OTFkZGY2NWY5ODh==
An example of requesting an entire file from a certain FLUTE session is

*
http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&tsi_id=3
For messaging efficiency, the formal definition enables several contiguous and non-contiguous ranges to be expressed, as well as a number of symbols with ESIs of a given value or above in a single query:
*
An entire file (like in the above example).
*
A symbol of a source block (e.g. ...&SBN=12;ESI=23).
*
A range of symbols for a certain source block (e.g. ...&SBN=12;ESI=23-28).

*
A number of symbols with ESIs of a given value or above (e.g. …&SBN=12;ESI=120+10).
*
A list of symbols for a certain source block (e.g. ...&SBN=12;ESI=23,26,28).
*
All symbols of a source block (e.g. ...&SBN=12).
*
All symbols of a range of source blocks (e.g. ...&SBN=12-19).
*
non-contiguous ranges (e.g.1. ...&SBN=12;ESI=34&SBN=20;ESI=23 also, *
e.g. 2. ...&SBN=12‑19&SBN=28;ESI=23-59&SBN=30;ESI=101).

An example to request all file of a particular FDT instance is given below:

*
http://mbmsrepair1.example.com/path/repair_script?serviceId=urn:3gpp:0010120123hotdog&fdtInstanceId=12

9.3.6.2
Byte-Range-Based File Repair Request Message Format

In this message format, the MBMS UE uses the conventional HTTP/1.1 GET or partial GET requests as defined in RFC 2616 [18] to request all or a subset of source symbols of the referenced resource, respectively.  The UE shall support these message requests formats to allow the file repair requests to be serviced by a standard HTTP/1.1 server.  These message formats shall be used if the MBMS UE is requesting symbols from a file repair server that supports byte range requests, i.e, the server is listed in the "Alternate-Content-Location-1" or "Alternate-Content-Location-2" elements in the FDT. 

The MBMS UE uses the HTTP GET request when it requires all the source symbols of the resource to be transmitted.  

If the the MBMS UE only requests transmission of a subset of the source symbols or sub-symbols the UE uses the HTTP partial GET request with the Range request header  as defined in 14.35.2 of RFC 2616 [18].  The MBMS UE shall indicate the specific source symbols or sub-symbols as a byte-range-spec as defined in 14.35.1 of RFC 2616 [18].  

For messaging efficiency, the HTTP GET method allows the UE to include multiple byte range requests within a single partial GET request.  If the UE includes multiple byte ranges in a single request the HTTP GET request should not exceed 2048 bytes in length to avoid truncation by the HTTP server.
If the MBMS UE determines that it can select among multiple subsets of the source symbols or sub-symbols, the MBMS UE should request the subset with the lowest ESI values, i.e., choose the missing source symbols or sub-symbols from the beginning of the source block or source sub-block, respectively.  This improves the caching efficiency of the HTTP file repair servers.

If more than one file were downloaded in a particular or multiple MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file.
If the "Content-MD5" element is included in the FDT Instance for the file, then the MBMS UE shall use the "If-Range" or the "If-Match" HTTP protocol headers together with the "Range" header in the following way.  The "Content-MD5" value that is given in the FDT shall be used as the entity tag.  The UE should use the "If-Match" header to receive the requested range(s) of the file associated with the entity-tag, or no repair data if the request cannot be satisfied by the repair server.  The UE may use the "If-Range" header if it wishes to receive the latest version of the entire file in case the version associated with the entity-tag is no longer available on the repair server.  To reduce the impact to capacity, the UE should not use the "If-Range" header if it can request the range(s) from other repair servers.

If the “Content-Encoding” element is included in the FDT Instance for the file and is set to “gzip”, then the MBMS UE shall make the request to a modified URL, that  is the original file URL with the “.gz” extension added to the full path name but prior to the query part of the URL, if any. The MBMS UE shall only use this request if the “Content-MD5” element is provided in the FDT Instance for that file. Otherwise, the MBMS UE should rather request the complete file instead of using byte range requests.

In an example, a FLUTE receiver partially receives the transport object with URL “http://www.example.com/service1/document.pdf” and with Content-Encoding set to “gzip” and with the Content-MD5 set to “B2B359591E961C6B0F468FE536BCD920=”. It issues a repair request to the host server to fetch the missing bytes. The request is as follows:

GET
/service1/document.pdf.gz  HTTP/1.1
If-Match: "B2B359591E961C6B0F468FE536BCD920="
Range: bytes=5018640-5042399
Host: www.example.com
The conditional request is used by the repair server to ensure that the byte range it will serve to the client is from the exact same compressed file. The conditional repair procedure is described earlier in this section. 
If the BM-SC offers byte-range-based file repair, it shall not use content encoding during file transmission.

Note: If the “Content-Encoding” element is included in the FDT Instance and is set to “gzip”, then the MBMS UE should only request complete files and not make byte range requests for missing byte ranges of the received transport object. 
For example, assume that the "Alternate-Content-Location-1" element in the FDT of the file indicates that byte range repair requests are supported by the HTTP server at URI www.example.com/service1/news_service/latest_news.mp4. The UE determines that it requires the byte ranges 5018640-5042399 and 19037040-19050239.  The MD5 provided in the FDT of the file is Base64 encoded as B2B359591E961C6B0F468FE536BCD920.  The HTTP GET request may look as follows:

GET
/service1/news_service /latest_news.mp4  HTTP/1.1
If-Match: "B2B359591E961C6B0F468FE536BCD920="
Range: bytes=5018640-5042399,19037040-19050239
Host: www.example.com
In case the version identifier, indicated as the MD5 value in the ‘If-Match’ header cannot be matched, the server will reply with a 412 “Precondition Failed” reply. Otherwise, the server will satisfy the request and reply with a 206 “Partial Content” if the request would be successful without the ‘If-Match’ header.

The following is an example of a response from the repair server:

HTTP/1.1 412 Precondition Failed
Content-Range: bytes=5018640-5042399,19037040-19050239 
ETag:  "B2B359591E961C6B0F468FE536BCD920="
Content-Length: 0 

*********************End of 1st Change*******************************
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END OF FIRST CHANGE
SECOND CHANGE
7.3.x
Ad Insertion

7.3.x.1 App-based Ad Insertion
3GP-DASH clients should support inband ‘emsg’ box defined in MPEG-DASH [34] to support App-based Ad insertion. The inband DASH event, using inband ‘emsg’ box, is mapped from SCTE-35 cue message or IAB message and embedded into media segment. It triggers DASH client to send the trigger information to the applciation to initiate the interaction between the application and Ad server. The Ad MPD URL and other non-DASH Ad content are retrieved by the application from the Ad server. The Ad MPD URL is passed to DASH client by the application. The Ad DASH client will play the Ad accordingly.
END OF SECOND CHANGE
