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1 Introduction
The MI-MooD work adopted a solution for offloading traffic to MBMS based on proxy servers. In the UE-elected mode, the UE routes its HTTP and RTSP traffic through a pre-configured MooD proxy server. The UE inspects responses from the MooD proxy server for redirections to MBMS. Upon detection of a redirection, the UE will join the MBMS session and continue content reception over MBMS. 
During the previous discussions, it was raised several times that the implementation of such a mechanism at the UE is unclear and might be extremely complex. This contribution describes how MooD can be implemented easily at the UE using the already widely supported automatic proxy configuration.

2 Proxy Auto-Config (PAC)
Proxy Auto-Config (PAC) is a method used by web browsers and other user agents to select the appropriate proxy server for a given URL. The method for choosing a proxy is written as a JavaScript function contained in a PAC file. This file can be hosted locally or on a network. Browsers and user agents can be configured to use the file either manually or in automatically. 
A PAC file is referenced each time a new URL is loaded. Information such as the host, the URL, the local IP address is passed to the PAC script for evaluation. A set of rules are matched based on the input information and used to determine the destination for the requested URL. 
The PAC file implements one function FindProxyForURL(url, host) that contains all the logic and rules to direct the request. Separate rules can be set based on the protocol scheme, so that RTSP and HTTP traffic may be directed to different proxy servers.
3 Implementing MooD using PACs

The MooD MO is used by the operator to pre-configure the UE. The MooD MO contains a list of proxy servers together with their usage rules. The usage rule is defined based on the ContentRestriction leaf, which provides a list of domain names that are used to match against the request URL. 
The MooD MO content is mapped easily to a PAC file that can then be installed system wide for automatic proxy selection. Each ProxyServer node consisting of (Address[], ContentRestriction[]) information in the MooD MO is converted as follows:
	function FindproxyForURL(url, host) {

for(var restriction in ContentRestriction) {

if (shExpMatch(host, restriction)) {
var j = Math.floor(Math.random() * Address.length);

return Address[j];

}

} 

return “DIRECT”;

}


4 Handling Response
Upon receiving a response from the proxy server, one of the following conditions should apply:
· The response is a redirection (3xx): if the redirection URL is an mbms scheme, automatically launch the MBMS middleware that already registered as a protocol handler for the mbms protocol scheme. Otherwise, check for the presence of the MooD redirection header and if present, launch the MBMS middleware and pass the URL to it. The MBMS middleware shall check for the location of the USD of the target MBMS scheme in the response MooD header field and also in the MooD MO. Otherwise, follow the redirection as usual, as it is not a MooD redirection.

· The response is a 200 OK response, in which case the UE may check for the presence of the MooD header field and initiate the MBMS session for reception of future related content.

Based on this, the following recommendations apply:

· To enable automatic handling by the UE of the MooD offloading request, the proxy server should

· The Location header field should contain the URL of the resource accessible by the “mbms” protocol scheme. The redirection URL shall match the URL of the resource as declared in the FLUTE session.

· The MooD header field should contain the location of the USD of the carrying MBMS session

· At the UE side, the MBMS middleware should register as a handler for the “mbms” protocol scheme or it should register to intercept any HTTP request (thus potentially acting as an intermediate proxy server).
5 Conclusion
We propose to adopt the content of sections 2-4 as guidelines for MooD to the TR [1].
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