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1 Use Case A: Insertion of Client-Specific Parameters in URL
This use case addresses the insertion of client-specific parameters in media segments URL. Such insertion of client-specific parameters in the MPD URL and in the media segments URL allows differentiation of the MPD provided to each client, without actually requiring the creation of a unique MPD per client. 

This type of insertion may be desirable for various reasons:
· Personalization of URLs

· Authentication
· Insertion of control parameters
· …

1.1 Example 1: Authentication
Client authentication is commonly used to control access to a specific resource and also identify content as not intended for a certain group of users. For example, authentication keys for certain types of restricted material, such as copyrighted material, or pay-per-view content, may be distributed only to authorized users. As another example, rating information (G, PG, etc.) may be provided for parental control. In another context, CDNs may wish to validate the authenticity of HTTP requests before serving them based on URL signatures. In such settings, a client-specific authentication key can be delivered to the intended users, and only the users with the correct authentication key information would be allowed to access the content. Player programs may be developed with certain modes that allow and/or prohibit play of DASH content as identified by such authentication keys. 
A client-specific authentication key may be inserted as a parameter within the access URL by the service platform, which is then checked by the delivery server before fulfilling the request. Both MPD and media segments may have to be protected by this authentication mechanism. 

1.2 Example 2: Insertion of Control Parameters
Control parameters may also be inserted in the query parameters. A bandwidth-throttling parameter, or a timing position are examples of such parameters.
2 Working Assumptions for Use Case A
· A mobile operator may desire to support for authentication and other forms of client-specific control as part of its offered DASH services.
· The DASH client may be able to insert various parameters in the query part of the media segments URLs and thereby client-specific URLs may be generated. 
· Suitable mechanisms may be defined to transfer URL parameters present in the MPD into the media segments URL, so that a single MPD can be used for all clients. 
· The keys to be used to generate media segments URL from the MPD URLs may be delivered to DASH clients via the MPD or via other means.

3 Use Case B: Content URL Validation
If the URL mapping of the desired DASH segments in the MPD is incorrect, the user may receive an unexpected data stream. Incorrect mappings may be introduced through various elements in the content distribution system used to deliver the content from the content source to the end user. 
One situation to introduce incorrect URL mappings may arise when a list of URLs is compiled by a reseller. A content provider may provide DASH content generation and delivery services to resellers of the streaming content such as internet service providers or mobile operators who provide end users access to the DASH content. It is common for a service level agreement between a content provider and a reseller to include a provision that commits the content provider to a specified level of content delivery accuracy, as well as penalty provisions if the specified level of accuracy is not achieved. It may therefore be desirable to bind a URL and the content that it represents, ensuring that the intended content gets delivered to the users and there are mechanisms to validate that the intended content is accessed by the intended client(s). Communication of validation keys for authentication of URLs through signatures indicative of a content source can allow the DASH client to check the validity of the MPD URLs and ensure the content is received from the expected source. This would allow the client to retrieve the URL signatures, and then calculate them locally based on the URLs in the received MPD and corresponding authentication key, and reject the corresponding content in case of a mismatch. It would therefore be desirable to signal such content URL validation information (signatures, authentication keys, etc.) or their locations (URLs) as part of the MPD or media segments.
4 Working Assumptions for Use Case B
· DASH clients may check the validity of the MPD URLs to ensure that the content is received from the expected source. URL signatures may be generated for a selected set of URLs contained in the MPD for this purpose. 
· The actual signatures and authentication keys or URLs pointing to them may be communicated to the DASH client for content URL validation purposes.
· The information on the signatures and authentication keys may be communicated via the MPD, part of an HTTP header or may be carried as embedded within DASH segments. In case of the last two options, an indicator may also be included in the MPD to signal the presence of the signalled information on the signatures and authentication keys so that the DASH client can prepare accordingly prior to segment reception.
· The DASH client may retrieve the URL signatures and corresponding authentication keys, and then calculate them locally based on the URLs in the received MPD, and reject the corresponding content in case of a mismatch.
5 Proposal
It is proposed to adopt the use cases and working assumptions in Sections 1-4 of this contribution into TR 26.938 of the IS_DASH study item. It should be mentioned that a related core experiment on this use case in the context of MPEG DASH has also been initiated recently at MPEG.
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