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	The delivery of 3GP-DASH formatted contents over MBMS bearers has been defined in the 3GPP TS 26.346 specification (section 5.6), including the real-time streaming services.

MBMS is designed to serve large receive groups with the same content. The download Delivery Method is used in the case of delivery of files via MBMS to a large receiver population.
3GPP has defined a key management system for MBMS that uses a 4-layers key architecture that is adapted for such delivery. We propose to describe the use of this MBMS key management system, which support is mandatory on MBMS client, to support the protection of DASH formatted contents.
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	Clarify for implementation the case of encrypted files in the section related to HTTP Streaming and MBMS (5.6).
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FIRST CHANGE: Clarify  the case of protected DASH content in the section 5.6
5.6
3GP-DASH and MBMS

The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) as defined in [98] specifies formats and methods that enable the delivery of streaming service(s) from standard HTTP servers to DASH client(s).  It involves the description of a collection of media segments and auxiliary metadata (all referenced by HTTP-URLs) through a Media Presentation Description (MPD).   In the case of real-time streaming services delivery of 3GP-DASH formatted contents over MBMS bearers, MPD@type (attribute ‘type’ of the MPD) shall be set to “Live”.  When MPD@minimumUpdatePeriod (attribute ‘minimumUpdatePeriod’ of the MPD) is present, then the UE should expect MPD updates to be sent inband with the media segments.

MBMS is designed to serve large receive groups with same content. The MBMS Download Delivery Method is designed to deliver an arbitrary number of objects via MBMS to a large receiver population. MBMS Download defines several methods to increase reliability such as FEC and file repair. The download delivery method allows the delivery of DASH segments and Media Presentation Descriptions as defined in [98]. Segment URIs are described using FLUTE. 

The network may announce the usage of MBMS download delivery method for providing the Media Segments for DASH through the MBMS User Service Description. In such an event, the MBMS User Service Description fragment shall include a mediaPresentationDescription element.  This element contains a reference to a Media Presentation Description metadata fragment as defined in [98].  Consequently, the UE can expect that the files provided with the MBMS download delivery method are formatted according to the 3GP file format for DynamicAdaptive Streaming over HTTP as specified in [32].  Furthermore, the Media Presentation Description fragment may contain reference(s) to Initialisation Segment Description fragment(s) as defined in [98].
Clause 4.4.3 of this specification enables integrity and/or confidentiality protection of MBMS user services data according to 3GPP TS 33.246 [20]. In this case each DASH formatted file is protected using the Protection of Download Data as described in 3GPP TS 33.246 [20].

As this protection mechanism is performed in the underlying layer of the DASH client it is transparent to DASH client and not reflected in the MPD associated to the DASH representation.

For HTTP streaming, QoE reporting on MBMS level can be activated as described in section 8.3.2.1 or 8.3.2.2, and QoE reporting shall in such case be done as specified in section 8.4. The Network Resource and Loss of Objects QoE metrics are relevant to 3GP-DASH over MBMS.

QoE reporting can also be activated on DASH level as specified in 3GP-DASH [98], section 10 or Annex F, and reporting shall in such case be done according to 3GP-DASH [98].
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