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8.2.2
FEC mechanism for RTP

The “MBMS FEC scheme” is described in sub-clause 8.2.2.8. 

A UE that supports MBMS User Services shall support a decoder for the “MBMS FEC scheme”. The use of MBMS FEC by the sender is recommended, but it is permitted not to use it. In the case where the FEC is not used by the sender, the FEC Layer should not be used (i.e. RTP is mapped onto UDP directly).
This sub-clause defines a generic mechanism for applying Forward Error Correction to streaming media. The mechanism consists of three components:

(i)
construction of an FEC source block from the source media packets belonging to one or several UDP packet flows related to a particular segment of the stream(s) (in time). The UDP flows include RTP, RTCP, and SRTP packets 
(ii)
modification of source packets to indicate the position of the source data from the source packet within the source block

(iii) definition of repair packets, sent over UDP, which can be used by the FEC decoder to reconstruct missing portions of the source block.

The mechanism does not place any restrictions on the source data which can be protected together, except that the source data is carried over UDP. The data may be from several different UDP flows that are protected jointly. 

A receiver supporting the streaming delivery method shall support the packet format for FEC source packets and may also support the packet format for FEC repair packets.

At the sender, the mechanism begins by processing original UDP packets to create:

(i)
a stored copy of the original packets in the form of a source block; and

(ii)
FEC source packets for transmission to the receiver.

After constructing the source block from the original UDP payloads to be protected and their flow identity (based on destination IP address and UDP port), the FEC encoder generates the desired amount of protection data, including the GD-FEC data, i.e., encoding symbols. GD-FEC sub-layer is performed at the first process in Transport layer and directly applied for the received data from the Media layer. GD-FEC mechanism provides Unequal error protection (UEP) technique that protects important parts of media bit stream(s) more strongly than others. FEC layer is located in the lower and next to the RTP/RCTP or SRTP sections to fully protect the packets and headers generated in the upper sub-layers.  After FEC encoding, repair symbols are then sent using the FEC repair packet format to the receiver. The FEC repair packets are sent to a UDP destination port different from any of the original UDP packets' destination port(s) as indicated by the signaling.  
The receiver recovers the original packets directly from the FEC source packets and buffers them at least min-buffer-time to allow time for the FEC repair. The receiver uses the FEC source packets to construct a (potentially incomplete) copy of the source block, using the Source FEC Payload ID in each packet to determine where in the source block the packet shall be placed. The indication of the UDP flow (i.e. destination IP address and UDP port number) that the packet is part of, is included in the source block with the UDP payload.

If any FEC source packets have been lost, but sufficient FEC source and FEC repair packets have been received, FEC decoding can be performed to recover the FEC source block. The original packets UDP payload and UDP flow identity can then be extracted from the source block and provided to the upper layer. If not enough FEC source and repair packets were received, only the original packets that were received as FEC source packets will be available. The rest of the original packets are lost.

If a UE that supports MBMS User Services receives a mathematically sufficient set of encoding symbols generated according to the encoder specification in Annex B for reconstruction of a source block, then the decoder shall recover the entire source block. Note that the example decoder described in [91] clause 5.5 fulfils this requirement.
Note that the receiver must be able to buffer all the original packets and allow time for the FEC repair packets to arrive and FEC decoding to be performed before media playout begins. The min-buffer-time parameter specified in sub-clause 8.3.1.8 helps the receiver to determine a sufficient duration for initial start-up delay.

The Source and Repair FEC payload IDs are used to associate the FEC source packets and FEC repair packets, respectively, to a source block. The Source and Repair FEC payload ID formats are part of the definition of the FEC scheme. Each FEC scheme is identified by an FEC Encoding ID and, in the case of underspecified FEC schemes, FEC Instance ID, values. One FEC scheme for the streaming delivery method is specified in sub-clause 8.2.2.8. Any FEC schemes using the packet formats defined in the present document shall be systematic FEC codes and may use different FEC payload ID formats for FEC source packets and FEC repair packets.

The protocol architecture is illustrated in figure 11.
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Figure 11: Interaction diagram of FEC mechanism for the streaming delivery method 
Figure 11 depicts how one or more out of several possible packet flows of different types (Audio, video, DIMS, text RTP and RTCP flows) are sent to the FEC layer for protection. The source packets are modified to carry the FEC payload ID and a new flow with repair data is generated. The receiver takes the source and repair packets and buffers them to perform, if necessary, the FEC decoding. After appropriate buffering received and recovered source packets are forwarded to the higher layers. The arrows in the figure indicate distinct data flows. 

	End of Second Change




	Start of Third Change



8.2.4
GD – FEC sub-layer

When a system needs to supply a certain level of service quality for radio impaired mobiles that are suffered frequent burst losses in broadcasting, it may adopt GD-FEC and in this case, the system should inform all mobiles about the following information using in-band and/or out-band signaling:
· The kind of media data need to be protected by GD-FEC (e.g., audio, text, …) 
· The location of GD-FEC source and repair packets in the  source flows
· The GD-FEC format and encoded method
Among the whole media data, the amount of target source for GD-FEC should be relatively small (e.g., audio data can be chosen for the target source, because the size of audio data is only below 10% of that of video data) so that the required amount of repair packets can be small and with an enough amount of repair data, GD-FEC can provide a strong media protection with a low burden in computational complexity.
In GD-FEC, the encoding delay introduced by the GD-FEC encoder may be good enough for typical media coding systems, however, the GD-FEC decoder should promise a none or minimum decoding delay. Annex E describes an example of GD-FEC implementation which fulfills these requirements. 
In fact, GD-FEC can be flexibly adopted as: Good receiving status mobiles can be configured to not use GD-FEC decoding, however, bad receiving status mobiles should adopt GD-FEC decoding when GD-FEC is deployed in media systems.
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Annex E (informative):
GD-FEC encoding/decoding example
This annex describes an example of GD-FEC implementation which fulfills the requirements described in section 8.2.4. In this example, the audio packets are selected as the target source data for GD-FEC protection. 
There are two important terminologies for GD-FEC: Encoded multimedia data group (EMDG) and GD-FEC encoding group (GDEG) as shown in figure E.1. EMDG is a packet group that contains a group of media data providing a certain amount of information (e.g., all media data in one picture frame unit). GDEG is defined as a group of L EMDGs where L=1, 2, … (i.g., L=4 in figure E.1).
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Figure E.1: Encoded multimedia data group (EMDG) and GD-FEC encoding group (GDEG)
It should be noted that, an important requirement for the GD-FEC described in section 8.2.4 is the decoding delay of GD-FEC. Figure E.2 shows none or minimum delay requirements for the GD-FEC decoding whereas enough delay is yielded in the GD-FEC encoding (in the case of L=4). 
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Figure E.2: None or minimum delay GD-FEC decoding whereas enough delay yielded by GD-FEC encoding (L=4)
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