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1. Discussion

As security issues become most government’s top concern, IP video surveillance service over 3G/LTE network become one of the hottest topics in telecom sectors.  All Chinese operators have launched 3G-based video surveillance service across the country, and many other leading operators around the world have witnessed the increasing video surveillance requirement from the market. As an important VAS, ‘wearable mobile video’ is being used in government and public safety applications such as paramedics, law enforcement and first responders. Take a look at countries like the U.K. and China, video is being generated and consumed at unprecedented levels.

China Mobile set out to design her own 3G video surveillance system in June 2010. During the 6-month-long intensive discussion among leading vendors (e.g. NSN, ZTE, Huawei, Alcatel, etc.) in the industry, 3GPP specifications have been taken as important reference sources. However, we found it was very difficult for all parties to achieve agreements on some controversial issues, which are believed to be out of the scope of current work. For example:
1. Most of current specifications are based on the premise that the remote servers have public IP addresses so are accessible directly on the internet. In an IP video surveillance system, however, other than the traditional media server on the internet, the storage-attached IP cameras (aka IPC) could also act as streaming servers, which typically locate in intranets. 
This fact leads to some different system behaviors:

· The client always sends the initial request to media servers, by default the client can get the video via media server, which is generated by the IPC.
· Alternatively, the client can also request to receive video directly from the IPC, which usually happens when the user don’t want any 3rd party servers to store-and-forward his video.
· While the IPC is streaming video directly to the clients, another client might join in and request the same stream. Due to the limited uplink bandwidth available, there’s a point when the IPC has to cut off all the existing links and ask the media server to distribute its stream to all the clients. 
2. Many video surveillance cameras go with speakers. In some cases, the security manager sitting behind the client needs to broadcast audio to selected cameras. 
3. Interoperation between media servers of different domain turns out to be important in the long run.  Achieving this can allow video resources to be shared among different domains.( E.g. same video shared among different operators) Today, Chinese news correspondents can use LTE-enabled HD camera for live broadcast. There exist strong requirements from other global media companies that the video be shared to their media platforms when requested. Thus it becomes utterly important to define normative interfaces and procedures between media servers to achieve content sharing and interoperability.
IP Video surveillance service combines together video uploading, VoD, broadcasting and more. Although we’ve found plenty of helpful guidance from existing 3GPP documents, but it seems that we can’t find the thorough answer from any single specification.
2 Proposal
These issues have been intensively discussed among leading PSS vendors but found very challenging to reach agreement. We believe it will be very helpful if a study item / work item be created to:

· Identify  use cases which are not covered by current work;
· Based on the new IP streaming scenarios, define protocol selection in different scenarios and end-to-end reference procedures.

