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1 Introduction

The Work Item on “Optimization of IMS based PSS and MBMS User Service” was agreed at SA4#58 (S4-100188). 
This permanent document contains use cases, requirements and working assumptions for this Work Item.

2 Inter UE Session transfer
2.1 Use case

A streaming session is currently watched on device A. The user would like to view the same content on a second device B.

In case of pull mode the user activates device B and select ongoing sessions from device A for retrieval on device B.

In the “replication” use case the streaming session at device A is still ongoing after the transfer of the ongoing streaming session from device A to device B. Here, it will be possible for other users to continue watching on device A.

2.2 Requirements

· Inter UE session transfer shall be restricted to PSS streaming sessions.
· Inter UE session transfer shall be possible using pull mode.
· Transfer of an ongoing session from one UE to another UE shall be possible.
· Replication of an ongoing session from one UE on another UE shall be possible.
· Discovery of ongoing sessions shall be supported.
· Complete transfer of the media stream shall be supported. Partial transfer of media stream should be possible.
· Inter UE session transfer defined in SA4 shall comply with inter UE session transfer as defined in SA2 and CT1.
· Inter UE session transfer defined in SA4 should re-use inter UE session transfer as defined in TISPAN and Open IPTV Forum (OIPF) in order to allow inter UE session transfer to and from TISPAN/OIPF terminating functions.
2.3 Working assumtions

· In the “replication” use case in push mode, the technical procedures shall be the same as for Inter-UE transfer, except that step 23 (teardown) is not performed and the REFER Request Authorisation shall be formatted differently.

3 Parental Control Enforcement

3.1 Use Case

Parental controls provide parents the method to help protect their children and set restrictions while consuming PSS/MBMS user services.  Parental controls have two typical scenarios, namely preventative parental control and interactive parental control.

Preventative parental control: the child may find a list of PSS/MBMS user services and select one (e.g. a live program) to watch. When initializing the consuming, the service provider checks if the program is forbidden to the child by his parent or is forbidden based on age. Then the service provider refuses the request

Interactive parental control: if the parent becomes aware that there might be objectionable content shown in a program he can block access to that program. If the parent would like to allow the child to watch a program that would otherwise have been blocked, he can remove the blocking of access to that program.
3.2 Requirements

· The SCF shall support preventative parental control.
· The SCF shall support interactive parental control.
· The solution shall support a parent to allow or to block content for consumption by his child.
4 Networked-PVR Recording Indication

4.1 Use case

Network-PVR is a function for a user to record program(s) in the network side for future accessing and consuming.

In the use case of scheduled recording the user finds some program(s) scheduled in the future, which is of interests by the user. Since the user will be busy at the scheduled time, he/she sends a request to record the program in the network side. At some time after recording completed, the user may select the recorded program and start to consume the program.

In the use case of instant recording the user comes across an urgent business (e.g. important conference call) when watching a program (e.g. football game), therefore he sends a request to record the rest of the program from now on. After the business, the user may select the recorded program and continue his watching.
4.2 Requirements

· The SCF shall support both instant NPVR recording and scheduled NPVR recording.

· Storage of the recorded content shall be transparent to the user.

5 Content reporting configuration
5.1 Use case
In case of a content switch, the service provider is informed about the switch by either the terminal (in case of MBMS content switching) or the PSS adapter (in case of PSSS content switching). In detail, a content switching timer is started after a content switch. If another content switch occurs during the life of the timer, the timer is restarted. After timer expiration, the information about the content switch is sent out. The content switching information may be utilized for statistical or charging purposes etc. The described procedure so far is already included in Rel-9.
Now, the service provider would like to change the value of the content switching timer e.g. reacting on an overload situation. The terminal or PSS adapter is instructed to change the content switching timer. The terminal or the PSS adapter report content changes after expiration of the new content switching timer.
5.2 Requirements

· The terminal shall support modification of the content switching timer. 

· The PSS adapter support modification of the content switching timer.

· The service provider shall support sending timer modification instructions.
5.3 Working assumptions

· Content reporting configuration may be realized by SIP Info-event-package framework. Other methods shall be considered for investigation as well.
6 Explore Forced Playout

6.1 Use case
An operator wants to restrict some media control functions on a particular content or for a specific user subscription. For example, the operator wants to restrict the fast forward command during an advertisement or a copyright announcement.
6.2 Requirements

· The SCF shall be able to formulate Forced Playout policy

· The SCF shall be able to distribute this policy to the appropriate enforcing entity.

· The PSS adapter should receive less requests for trick play under Forced Playout control compared to standard playout.

· The entity enforcing the policy shall be trustworthy.
6.3 Working assumptions
It may be possible to enforce the Forced Playout Policy in the following ways:

· The terminal shall support execution of forced play out control policy. 
· The PSS adapter shall support execution of forced play out control policy.
· DRM policy may be used to realise Forced Playout

7 Content Referral Service

7.1 Use case

Content Referral is a service with which a specific piece of content can be recommended to other users. Content Referral could be initialized by the service provider or one of the users. 
One example of user initialized Content Referral is that user A is currently watching e.g. a clip of a football match and recommends this content to another user B. After accepting this recommendation user B is able to watch this clip on his own device.
One example of service provider initialized Content Referral is like: the service provider detects, e.g. according to the user subscription or specific service provider’s policy, that it is time to notify the user a recommendation, generates a notification message and send it to the user. The user may decide to accept or reject the recommendation.
7.2 Requirements

· In the case of terminal initiated Content Referral:

· The A-party terminal shall support initialization of Content Referral
· The SCF shall support terminal initiated Content Referral

· The B-party terminal shall support the Content Referral
· In the case of network initiated Content Referral:

· The SCF shall support initialization of Content Referral
· The terminal shall support the Content Referral
8 Integration of remaining PSS & MBMS User Services improvements and features

8.1 Use case

· The service provider would like to offer streaming services using adaptive HTTP streaming.
· The service provider would like to offer media services that include timed graphics.   
8.2 Requirements

· It shall support adaptive HTTP streaming for content delivery.

· It shall be possible to use the full functionality of adaptive HTTP streaming as it stands today without the use of IMS. 
· It shall be possible to apply mechanisms of IMS (e.g. QoS, authorization, access control, charging etc) to IMS initiated adaptive HTTP streaming.
· All defined media formats and codecs for Rel-10 PSS and MBMS user services shall be supported. 
· The use of IMS for adaptive HTTP streaming shall not reduce user perceived quality. 
· Scalability should be supported.
8.3 Working assumptions

· The architecture for IMS based PSS download should be re-used for adaptive HTTP streaming.
· The HTTP/SIP adapter shall be re-used for adaptive HTTP streaming.
· The specification shall give the ability to provide QoS reservation. 

· Policy control architecture shall be used to enforce QoS.  

Additional working assumptions for IMS based adaptive HTTP streaming 
9 Architecture for IMS based HTTP streaming

The following architecture in Figure 1 (in red) should be re-used for adaptive HTTP streaming:
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Figure 1 Architecture for IMS based HTTP streaming
The HTTP server may be inside the operator’s managed network. 

In case the HTTP server is outside the operator’s managed network, a HTTP proxy at the network border may interconnect the operator’s network and the HTTP server.
10 Procedures for IMS based Adaptive HTTP streaming
For IMS based adaptive HTTP streaming the following procedures need to be specified: 

· Session initiation

· Session modification and QoS reservation

· Fast start-up

· Service differentiation

· MPD update.

10.1 Session initiation

Note: The MPD may be available at the UE by other means outside of the scope of this specification.
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Figure 2 Session initiation
1. The UE initiates the streaming session by sending SIP INVITE to the IM CN subsystem, including SDP offer, and requests the MPD.

2. The IM CN subsystem forwards the SIP INVITE message to the SCF.

3. The SCF verifies the user rights for the requested content, selects a HTTP/SIP adapter, and forwards the SIP INVITE message to the HTTP/SIP adapter.

4. The HTTP/SIP adapter selects a HTTP Server, and sends an HTTP GET message to the HTTP server to request the MPD.
5. The HTTP server answers to the HTTP/SIP adapter with a HTTP 200 OK response including the MPD or MPD URL.

6. The HTTP/SIP sends the SIP 200 OK answer to the SCF, including the MPD/MPD URL.
7. The SCF forwards the SIP 200 OK to the IM CN subsystem including the MPD/MPD URL.

8. The IM CN subsystem forwards the SIP 200 OK to the UE including the MPD/MPD URL.
If the MPD is sent, it continues with step 10. Otherwise, steps 9a/9b are executed.
9. The UE performs a HTTP GET to the MPD URL. The HTTP server responds with the MPD.
10. The HTTP server delivers the content files on HTTP requests from the UE.
10.2 Session modification and QoS reservation

In case of adaptive HTTP streaming, the client requests that bit rate version of the media content that fits best to the client and the current network situation.

In case of best effort transport, this could results in either annoying fluctuation of the presented media quality or interruptions of the media playout. Especially in the case of live streaming or small client buffer sizes, this could easily happen.

Using the policy control framework defined in 3GPP allows the reservation of QoS bearers with a guaranteed bit rate (GBR) and a maximum bit rate (MBR). GBR should be set to such a value that an acceptable media quality is obtained at the client. Similarly, the maximum media quality corresponds to the MBR. 

At the UE, the MPD is parsed and a SIP Re-INVITE is issued that puts the needed information in the SDP offer. 

The HTTP/SIP adapter sends the SIP 200 OK message including the SDP answer via the SCF to the IM CN subsystem. Here, a bearer update including QoS enforcement is executed.

The P-CSCF puts the information contained in the SDP answer into Diameter commands and sends to the PCRF, on the Rx (standard) interface.
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Figure 3 Session modification and QoS reservation
10.3 Fast start-up

In order to allow a fast start-up in case of adaptive HTTP streaming, the fetching of media segments via HTTP starts after receiving the MPD (Figure 2). In doing so the best effort bearer is used in the start-up phase before session modification and QoS reservation is executed as described in Figure 3.

If the MPD is available at the UE by other means outside of the scope of this specification, fetching of media segments via HTTP is started by the UE. In parallel, session initiation and QoS reservation is jointly executed (see Figure 4). 
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Figure 4 Fast start-up
10.4 Service differentiation

For IMS based HTTP streaming, service differentiation is easily possible.

In case of a best effort connection, a MPD with a reduced number of layers and thus a reduced media quality is offered to the user. 

If QoS via IMS is established, a MPD with the full quality is transferred to the user (as part of the SIP 200 OK message to the UE (Figure 3)).

10.5 MPD Update 

In order to get informed on an MPD update, the UE may send frequent HTTP requests to the HTTP server. However, the MPD is unlikely to have been updated or modified on every poll requests. These unnecessary polls waste resources between the UE and server. This is especially harmful if the transmission path includes radio links on a mobile network.

On the other hand, if the UE polls infrequently for MPD updates, it may lack an important update for a long period of time and in the worst case the UE would run out of media segments in its buffer and the media playout is interrupted. 
Using the SIP SUBSCRIBE/NOTIFY framework in case of IMS based HTTP streaming a MPD update procedure without the above mentioned drawbacks is possible. 

The polling requests for MPD updates are issued by the HTTP/SIP adapter towards the HTTP server. So the HTTP/SIP adapter is always up to date with the current MPD. The UE subscribes towards the HTTP/SIP adapter on “MPD Update” events. The HTTP/SIP Adapter notifies the UE as soon as the MPD is updated. The notification message may include either the updated MPD or the MPD URL in order to fetch the updated MPD.
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Figure 5 MPD update
The steps 1- 10 are similar to those in Figure 2. The only difference is in step5. Here, as part of the HTTP response the HTTP server sends to the SIP/HTTP adapter information about the suited polling interval (e.g. polling every 10 seconds).  

After receiving the SIP 200 OK message in step 8, the UE issues a SIP SUBSCRIBE towards the SIP/HTTP adapter (steps 11-13). With this message, the UE subscribes to the event “MPD Update”. Steps 14-16 include the SIP 200 OK message from the SIP/HTTP adapter to the UE.  

Now, the SIP/HTTP adapter is polling towards the HTTP server for an update of the MPD (step 17) by issuing a HTTP request, e.g., a POST or GET request. The HTTP server answers with HTTP 200 OK including the requested MPD (step 18). If the MPD is unchanged, steps 17 & 18 are executed several times in a row. The temporal distance between the HTTP requests is determined by the before-hand negotiated polling interval between SIP/HTTP adapter and HTTP adapter.

If the SIP/HTTP adapter recognizes that the MPD has changed, a SIP NOTIFY message is sent to the UE (steps 19 -21). The SIP NOTIFY includes either the updated MPD itself or the URL of the updated MPD. After reception the UE issues a SIP 200 OK to the SIP/HTTP adapter (steps 22-24).

In case of a received URL of the updated MPD, the UE fetches the updated MPD via HTTP (steps 25a&25b).  

Adaptive HTTP streaming is continued by fetching media segments as described in the updated MPD.
Note: The processing of the MPD at the HTTP/SIP adapter needs to be further investigated e.g. does the HTTP/SIP adapter parse the MPD to get information about the update period?
Note: The HTTP/SIP adapter may use other means to detect changes in the MPD e.g using HTTP Last Modified Header field.

Note: Issues with multipart MIME within SIP 200 OK message e.g. SDP answer and MPD need to be further investigated.
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