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Change 1
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 22.233: "Transparent End-to-End Packet-switched Streaming Service; Stage 1".

<text removed for clarity>
[109]
3GPP TS 26.430: "Timed Graphics".
[110]
3GPP TS 23.003 "Numbering, addressing and identification".
Change 2
5.3.2.3.3
Metrics feedback over HTTP

5.3.2.3.3.0
Requirements and semantics
If a specific metrics server has been configured the client should send QoE reports using the HTTP (RFC 2616 [73]) POST request carrying XML formatted metadata. Each QoE report is formatted in XML according to the XML schema defined in clause 5.3.2.3.3.1. An informative example of a single reception report XML object is also given in clause 5.3.2.3.3.2.
The following parameters shall be included in all reports: 
-
The sessionStartTime and sessionStopTime attributes identifies the client NTP time when the measurements included in the report were started and stopped. The time is based on the local real-time clock in the client, and might not be consistent with the server  NTP time. However, assuming that the reporting is done without any extra delay the server can use the stopTime attribute to correct the timestamps if necessary.

-
The sessionID attribute identifies the IP address of the server from which the content is fetched plus the destination port, separated by a colon (e.g. "10.11.12.13:5050").
The following parameters should be included in all reports:

-
The clientId attribute is the receiver unique identifier, i.e. the MSISDN of the UE as defined in [110].
Change 3
5.3.2.3.3.1
XML Syntax for a QoE Report

Below is the formal XML syntax of QoE report instances.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

targetNamespace="urn:3gpp:metadata:2009:PSS:receptionreport" 

xmlns="urn:3gpp:metadata:2009:PSS:receptionreport" 

elementFormDefault="qualified">

<xs:element name="receptionReport" type="receptionReportType"/>

<xs:complexType name="receptionReportType">


<xs:choice>



<xs:element name="statisticalReport" type="starType"




minOccurs="1" maxOccurs="unbounded"/>



<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>


</xs:choice>

</xs:complexType>

<xs:complexType name="starType">


<xs:sequence>



<xs:element name="fileURI" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>



<xs:element name="qoeMetrics" type="qoeMetricsType" minOccurs="1" maxOccurs="1"/>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>

</xs:sequence>



<xs:attribute name="clientId" type="xs:string" use="optional"/>



<xs:anyAttribute processContents="skip"/>

</xs:complexType>

<xs:complexType name="qoeMetricsType">


<xs:sequence>



<xs:element name="medialevel_qoeMetrics" type="medialevel_qoeMetricsType" 




minOccurs="1" maxOccurs="unbounded"/>



<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>


</xs:sequence>


<xs:attribute name="totalRebufferingDuration" type="xs:doubleVectorType" use="optional"/>


<xs:attribute name="numberOfRebufferingEvents" type="xs:unsignedLongVectorType"



use="optional"/>


<xs:attribute name="initialBufferingDuration" type="xs:double" use="optional"/>

   
<xs:attribute name="contentSwitchTime" type="xs:doubleVectorType" use="optional"/>


<xs:attribute name="sessionStartTime" type="xs:unsignedLong"/>


<xs:attribute name="sessionStopTime" type="xs:unsignedLong"/>


<xs:attribute name="bufferDepth" type="xs:doubleVectorType" use="optional"/>


<xs:attribute name="allContentBuffered" type="xs:boolean" use="optional"/>


<xs:anyAttribute processContents="skip"/>

</xs:complexType>

<xs:complexType name="medialevel_qoeMetricsType">


<xs:attribute name="sessionId" type="xs:string"/>


<xs:attribute name="totalCorruptionDuration" type="xs:unsignedLongVectorType" use="optional"/>


<xs:attribute name="numberOfCorruptionEvents" type="xs:unsignedLongVectorType" use="optional"/>


<xs:attribute name="t" type="xs:boolean" use="optional"/>


<xs:attribute name="d" type="xs:string" use="optional"/>


<xs:attribute name="totalNumberofSuccessivePacketLoss" type="xs:unsignedLongVectorType"
        use="optional"/>


<xs:attribute name="numberOfSuccessiveLossEvents" type="xs:unsignedLongVectorType"
        use="optional"/>


<xs:attribute name="numberOfReceivedPackets" type="xs:unsignedLongVectorType" use="optional"/>

    <xs:attribute name="totalJitterDuration" type="xs:doubleVectorType" use="optional"/>


<xs:attribute name="numberOfJitterEvents" type="xs:unsignedLongVectorType" use="optional"/>


<xs:attribute name="framerate" type="xs:doubleVectorType" use="optional"/>


<xs:attribute name="codecInfo" type="stringVectorType" use="optional"/>


<xs:attribute name="codecProfileLevel" type="stringVectorType" use="optional"/>


<xs:attribute name="codecImageSize" type="stringVectorType" use="optional"/>


<xs:attribute name="averageCodecBitrate" type="doubleVectorType" use="optional"/>


<xs:anyAttribute processContents="skip"/>

</xs:complexType>
<xs:simpleType name="doubleVectorType"

    <xs:list itemType="xs:double"/>

</xs:simpleType>

<xs:simpleType name="unsignedLongVectorType"

    <xs:list itemType="xs:unsignedLong"/>

</xs:simpleType>

<xs:simpleType name="stringVectorType"

    <xs:list itemType="xs:string"/>

</xs:simpleType>

</xs:schema>
Change 4
5.3.2.3.3.2
Example XML for the QoE Report
The example shows a QoE report for a streaming session.

<?xml version="1.0" encoding="UTF-8"?>

<receptionReport xmlns="urn:3gpp:metadata:2009:PSS:receptionreport"



xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"



xsi:schemaLocation="urn:3gpp:metadata:2009:PSS:receptionreport receptionreport.xsd">


<statisticalReport 



clientId="79261234567" 





<qoeMetrics 




numberOfRebufferingEvents="0 1 0" 




initialBufferingDuration="3.213" 




totalRebufferingDuration="0 1.23 0"

            contentAccessTime="2.621"




sessionStartTime="1219322514"




sessionStopTime="1219322541">




bufferDepth="3.571 2.123 2.241"




allContentBuffered="false">

            <medialevel_qoeMetrics





sessionId="10.50.65.30:5050"





framerate="15.1 14.8 15.0" 





t="false" 




d=”a”




numberOfSuccessiveLossEvents="5 0 3" 





numberOfCorruptionEvents="6 5 2" 





numberOfJitterEvents="0 1 0" 





totalCorruptionDuration="152 234 147" 





totalNumberofSuccessivePacketLoss="25 0 6"





numberOfReceivedPackets="456 500 478"





codecInfo="H263-2000/90000 = ="

            
codecProfileLevel="profile=0;level=45 = ="

            
codecImageSize="176x144 = ="





averageCodecBitRate="124.5 128.0 115.1"

            
totalJitterDuration="0 0.346 0"/>



</qoeMetrics>


</statisticalReport>

</receptionReport>

Change 5
5.3.3.8
OMA-DM Configuration of QoE Metrics
5.3.3.8.0
General
As an optional alternative to configuring the QoE reporting for each session via SDP/RTSP, OMA-DM can be used to specify the default QoE configuration. If such a default QoE configuration has been specified, it shall be used by the terminal for all subsequent PSS sessions where no session-specific QoE configuration is received. QoE reporting based on the default OMA configuration shall always be done over HTTP with the XML reporting format. If the PSS client does not support HTTP reporting it shall not send default QoE reports.

Any session-specific QoE configuration received shall have higher priority, and in such cases override any default OMA-DM QoE configuration for that session.

For OMA-DM QoE configuration the parameters are specified according to the following Managed Object (MO). Version numbering is included for possible extension of the MO.
The Management Object Identifier shall be: urn:oma:mo:ext-3gpp-pssqoe:1.0.
Protocol compatibility:  The MO is compatible with OMA Device Management protocol specifications, version 1.2 and upwards, and is defined using the OMA DM Device Description Framework as described in the Enabler Release Definition OMA-ERELD _DM-V1_2 [100].
Change 6
5.3.3.8.1
QoE metrics reporting management object
The following nodes and leaf objects shall be contained under the 3GPP_PSSQOE node if a PSS client supports the feature described in this clause (information of DDF for this MO is given in Annex P):
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Node: /<X>

This interior node specifies the unique object id of a PSS QoE metrics management object. The purpose of this interior node is to group together the parameters of a single object. 

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

The following interior nodes shall be contained if the PSS client supports the “PSS QoE metrics Management Object”. 

/<X>/Servers
This leaf contains a space-separated list of servers to which the QoE reports are transmitted. It is URI addresses, e.g. http://qoeserver.operator.com. In case of multiple servers, the PSS client randomly selects one of the servers from the list, with uniform distribution.

-
Occurrence: One

-
Format: chr

-
Minimum Access Types: Get

-
Values: URI of the servers to receive the QoE report.

/<X>/Enabled

This leaf indicates if QoE reporting is requested by the provider.

-
Occurrence: One

-
Format: bool

-
Minimum Access Types: Get

/<X>/APN

This leaf contains the Access Point Name that should be used for establishing the PDP context on which the QoE metric reports will be transmitted. This may be used to ensure that no costs are charged for QoE metrics reporting. If this leaf is not defined then any QoE reporting is done over the default access point.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get 

-
Values: the Access Point Name

/<X>/Format

This leaf specifies the format of the report and if compression (Gzip XML) [59] is used.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: “XML”, “GZIPXML”.

/<X>/Rules
This leaf provides in textual format the rules used to decide whether metrics are to be reported to the QoE metrics report server. The syntax and semantics of this leaf are defined in sub-clause 5.3.3.8.2.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get 

-
Values: See clause 5.3.3.8.2.
/<X>/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor includes application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Session
The Session node is the starting point of the session level QoE metrics definitions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Session/Metrics
This leaf provides in textual format the QoE metrics that need to be reported, the measurement frequency, the reporting interval and the reporting range. The syntax and semantics of this leaf are identical to the QoE-Header defined in clause 5.3.2.3.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get 

-
Values: see clause 5.3.2.3.

/<X>/Session/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Speech

The Speech node is the starting point of the speech/audio media level QoE metrics definitions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Speech/Metrics
This leaf provides in textual format the QoE metrics that need to be reported, the measurement frequency, the reporting interval and the reporting range. The syntax and semantics of this leaf are identical to the QoE-Header defined in clause 5.3.2.3.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get 

-
Values: see clause 5.3.2.3.

/<X>/Speech/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Video

The Video node is the starting point of the video media level QoE metrics definitions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Video/Metrics
This leaf provides in textual format the QoE metrics that need to be reported, the measurement frequency, the reporting interval and the reporting range. The syntax and semantics of this leaf are identical to the QoE-Header defined in clause 5.3.2.3.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: see clause 5.3.2.3.

/<X>/Video/Ext

The Ext is an interior node where the vendor specific information can be placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the Ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

/<X>/Text

The Text node is the starting point of the timed-text media level QoE metrics definitions.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

-
Values: see clause 5.3.2.3.

/<X>/Text/Metrics
This leaf provides in textual format the QoE metrics that need to be reported, the measurement frequency, the reporting interval and the reporting range. The syntax and semantics of this leaf are identical to the QoE-Header defined in clause 5.3.2.3.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

-
Values: see clause 5.3.2.3.

/<X>/Text/Ext

The Ext is an interior node where the vendor specific information can be placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

Change 7
11.1
General

The PSS Quality of Experience (QoE) metrics feature is optional for both PSS servers and clients, and shall not disturb the PSS service. A PSS server that supports the QoE metrics feature shall signal the activation and gathering of client QoE metrics when desired. QoE metrics can also be activated by a default setting via OMA-DM. A 3GPP PSS client supporting the feature shall perform the quality measurements in accordance to the measurement definitions, aggregate them into client QoE metrics and report the metrics to a server, which may or may not be the PSS server. The way the QoE metrics are processed and made available is out of the scope of this specification.

Change 8
11.2
QoE metrics
11.2.0
General


The following metrics shall be derived by the PSS client implementing QoE. All the metrics defined below are only applicable to at least one of audio, video, speech and timed text media types, and are not applicable to other media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text. Any unknown metrics shall be ignored by the client and not included in any QoE report. Among the QoE metrics, corruption duration, successive loss of RTP packets, frame-rate deviation and jitter duration are of media level, whereas content switch time, initial buffering duration and rebuffering duration are of session level.
The measurement period for the metrics is the period over which a set of metrics is calculated. The maximum value of the measurement period is negotiated via the QoE protocol as in clause 11.3. The measurement period shall not include any voluntary event that impacts the actual play, such as pause or rewind, or any buffering or freezes/gaps caused by them.

In the case of guaranteed delivery transports, such as HTTP as used in progressive download or HTTP-based streaming, metrics relating to loss or corruption (such as "Corruption duration", "Successive loss of RTP packets" and "Jitter duration") are not relevant and should be omitted from the report or report that no corruption has occurred.
Change 9
11.2.1.1
Default reporting format
Corruption duration, M, is the time period from the NPT time of the last good frame before the corruption (since the NPT time for the first corrupted frame cannot always be determined) or the start of the measurement period (whichever is later), to the NPT time of the first subsequent good frame or the end of the measurement period (whichever is sooner). A corrupted frame is either an entirely lost frame, or a media frame that has quality degradation and the decoded frame is not the same as in error-free decoding. A good frame is a "completely received" frame X that 

-
either is a refresh frame (does not reference any previously decoded frames and where none of the subsequently decoded frames reference any frames decoded prior to X);

-

or only references previously decoded "good frames".

"Completely received" means that all the bits are received and no bit error has occurred. 

Corruption duration, M, in milliseconds can be calculated according to the derivation of good frames as below:

a)
A good frame can be derived by the client using the codec layer, in which case the codec layer signals the decoding of a good frame to the client. A good frame could also be derived by error tracking methods, but decoding quality evaluation methods shall not be used. An error tracking method may derive that a frame is a good frame even when it references previously decoded corrupted frames, as long as all the referenced pixels for generating the prediction signal were correctly reconstructed when decoding the reference frames. A decoding quality evaluation method may derive that a frame is a good frame even one or more pixels of the frame have not been correctly reconstructed, as long as the decoding quality is considered by the method as acceptable. Such a frame is not a good frame according to the definition above, which shall be strictly followed.
b)
In the absence of information from the codec layer, a good frame is derived according to N, where N is optionally signalled from server to client and represents the maximum duration, in presentation time, between two subsequent refresh frames in milliseconds. After a corrupted frame, if all subsequent frames within N milliseconds in presentation time have been completely received, then the next frame is a good frame. 
If N is not signalled, then it defaults to infinity (for video) or to one frame duration (for audio).
The optional parameter D is defined to indicate which of options a) and b) is in use. D is signalled from the client to the server. When D is equal to "a", option a) shall be in use, and the optional parameter T shall be present. When D is equal to "b", option b) shall be in use and the optional parameter T shall not be present.
The optional parameter N as defined in point b is used with the "Corruption_Duration" parameter in the "3GPP-QoE-Metrics" header. The optional parameter T is defined to indicate whether the client uses error tracking (when T is equal to "On") or not (when T is equal to "Off"). T is signalled from the client to the server.
The syntax for D, N and T to be included in the "Measure-Spec" (clause 5.3.2.3.1) is as follows:

D
= "D" "=" "a" / "b"

N
= "N" "=" 1*DIGIT

T
= "T" "=" "On" / "Off"
The syntax for the "Metrics-Name Corruption_Duration" for the QoE-Feedback header is as defined in clause 5.3.2.3.2

The absence of an event is reported using the space (SP). 

For the "Metrics-Name Corruption_Duration", the "Value" field in 5.3.2.3.2 indicates the corruption duration. The unit of this metric is expressed in milliseconds. There is the possibility that corruption occurs more than once during a measurement period. In that case the value can occur more than once indicating the number of corruption events. 

The value of "Timestamp" is equal to the NPT time of the last good frame inside the measurement period, in playback order, before the occurrence of the corruption, relative to the starting time of the measurement period. If there is no good frame inside the measurement period and before the corruption, the timestamp is set to the starting time of the measurement period.

Change 10
11.2.1.2
XML reporting format

The semantics for calculating corruption duration and corresponding parameters are specified in section 11.2.1.1.
All the occurred corruption durations within each resolution period are summed and stored in the vector TotalCorruptionDuration. The unit of this metric is expressed in milliseconds. Within each resolution period the number of individual corruption events are summed up and stored in the vector NumberOfCorruptionEvents. These two vectors are then reported by the PSS client as Metric-Name "TotalCorruptionDuration" and "NumberOfCorruptionEvents" respectively. The use of error tracking is reported by setting the parameter t to "True" or "False". The method of corruption duration calculation, a or b, is signalled in the parameter d with the values "a" and "b" respectively.
Change 11
11.2.2.2
XML reporting format

The semantics for calculating rebuffering duration are specified in section 11.2.2.1.
All the occurred rebuffering durations are summed up over each resolution period of the stream and stored in the vector TotalRebufferingDuration. The unit of this metrics is expressed in seconds, and can be a fractional value. The number of individual rebuffering events for each resolution period are summed up and stored in the vector NumberOfRebufferingEvents. These two vectors are then reported by the PSS client as Metric-Name "TotalRebufferingDuration" and "NumberOfRebufferingEvents" respectively.

Change 12
11.2.3.1
Default reporting format

Initial buffering duration is the time from receiving the first media packet until playing starts.

The syntax for the "Metrics-Name Initial_Buffering_Duration" for the QoE-Feedback header is as defined in clause 5.3.2.3.2 with the exception that "Timestamp" in "Measure" is undefined for this metric. If the measurement period is shorter than the "Initial_Buffering_Duration" then the client should send this parameter for each measurement period as long as it observes it. The "Value" field indicates the initial buffering duration occurring during the current measurement period, where the unit of this metrics is expressed in seconds, and can be a fractional value. There can be only one "Measure" and it can only take one "Value". The absence of an event can be reported using the space (SP). "Initial_Buffering_Duration" is a session level parameter.

For instance, if the measurement period is set to one second, and the total initial buffering duration is 2.4 seconds, then the three first initial buffering duration values reported will be 1 second, 1 second and 0.4 seconds.

Change 13
11.2.4.2
XML reporting format

The semantics for calculating successively lost RTP packets is specified in section 11.2.4.1.
All the number of successively lost RTP packets are summed up over each resolution period of the stream and stored in the vector TotalNumberofSuccessivePacketLoss. The unit of this metric is expressed as an integer equal to or larger than 0. The number of individual successive packet loss events over each resolution period are summed up and stored in the vector NumberOfSuccessiveLossEvents. The number of received packets is also summed up over each resolution period and stored in the vector NumberOfReceivedPackets. These three vectors are reported by the PSS client as as Metric-Name "TotalNumberofSuccessivePacketLoss", "NumberOfSuccessiveLossEvents" and "NumberOfReceivedPackets" respectively.
Change 14
11.2.6.2
XML reporting format

The semantics for calculating jitter duration is specified in section 11.2.6.1.
All the Jitter_Durations are summed up over each resolution period and stored in the vector TotalJitterDuration. The number of individual events over the resolution duration are summed up and stored in the vector NumberOfJitterEvents. These two vectors are then reported by the PSS client as Metric-Name "TotalJitterDuration" and "NumberOfJitterEvents" respectively.

Change 15
11.2.7.1
Default reporting format
Fast content switching is defined in section 5.5 and allows for improving the switch time between different content accessible via the same RTSP server. Content switch time has a significant impact on the quality of experience for the user. 
The content switch time is the time that elapses between the initiation of the content switch by the user and up to the time of reception of the first media packet from the new content or media stream. 

The syntax for the metric “Content_Switch_Time” for the QoE Feedback header is defined in clause 5.3.2.3.2.

The absence of a content switch event or the impossibility to determine the duration of a content switch can be reported using the space (SP).

For the metric name “Content_Switch_Time”, the “Value” field in 5.3.2.3.2 indicates the content switch time as defined above. The unit of this metric is expressed in milliseconds. 

In case several content switch events have occurred during the measurement period, a list of values is reported each relating to the corresponding old content or media URL.  
The optional “Timestamp” field indicates the time when the content switch event was triggered by the user. The value of the “Timestamp” is equal to the NPT time of the old content that corresponds to the content switch triggering time.

Change 16
11.2.7.2
XML reporting format

The semantics for calculating Content_Switch_Time is specified in section 11.2.7.1.
All the Content_Switch_Times are summed up over each resolution period and stored in the vector TotalContentSwitchTime. The number of individual events over the resolution duration are summed up and stored in the vector NumberOfContentSwitchEvents. These two vectors are then reported by the PSS client as Metric-Name "TotalContentSwitchTime" and "NumberOfContentSwitchEvents" respectively.
Change 17
11.2.8.2
XML reporting format

The semantics for calculating average codec bitrate is specified in section 11.2.8.1.
The average codec bitrate value for each measurement resolution period shall be stored in the vector AverageCodecBitrate. The unit of this metrics is expressed in kbit/s and can be a fractional value.  The vector is then reported by the PSS client as Metric-Name "AverageCodecBitrate".

Change 18
11.2.9.2
XML reporting format

The semantics for generating codec information, profile/level and codec image size is specified in section 11.2.9.1.
The codec information, profile/level and codec image size value for each measurement resolution period shall be stored in the vectors CodecInfo, CodecProfileLevel and CodecImageSize respectively. If the metric values in these vectors for a measurement resolution period are unchanged from the previous values in the respective vector, it is allowed to put the value “=” in the vector to indicate this. These three vectors are reported by the PSS client as as Metric-Name "CodecInfo", "CodecProfileLevel" and "CodecImageSize" respectively.
Change 19
11.2.10.2
XML reporting format

The semantics for calculating buffer depth is specified in section 11.2.10.1.
The buffer depth close to the end of each measurement period shall be stored in the vector bufferDepth. The vector and the allContentBuffered status is then reported at the end of each reporting period.

Change 20
11.3
The QoE protocol for RTSP based reporting
Change 21
11.3.1
General

PSS clients and servers supporting QoE Metrics for RTSP streaming shall support the QoE protocol described below.

The RTSP and SDP based protocol extensions (see clauses 5.3.2.3 and 5.3.3.6) are used for transport and negotiation of the QoE metrics between the PSS client and the PSS server. As an alternative, OMA-DM and HTTP can also be used for QoE configuration and reporting (see clauses 5.3.3.8 and 5.3.2.3.3).
The QoE metrics negotiation starts with the response to the DESCRIBE request, if the metrics information is embedded in the SDP data (as described in example 1 in clause 11.3.2). For the case of locally stored SDP which contains QoE-Metrics attribute, the negotiation starts with client’s SETUP request. If the PSS client supports QoE metrics, then it shall send a SETUP request containing the selected (i.e. accepted by client)/modified (for re-negotiation) QoE metrics for either session level, or the media level, which is being set-up. Such a SETUP request is shown in example 2 in clause 11.3.3.

Upon receiving this SETUP request, the server shall return the RTSP Response with the "accepted" QoE metrics (i.e. metrics and metrics values which are identical to the ones in the client’s request and accepted by the server) and the "re-negotiation" QoE metrics (i.e. metrics and metrics values which are not identical to the ones in the client’s request and modified for re-negotiation by the server) .The echoing of the "accepted" QoE metrics is for re-acknowledging the client. The server may also reject the changes made by the client, i.e. reject the "re-negotiation" QoE metrics. If the server rejects the changes, it shall either set new values or resend the modified metrics back to the client, or it shall ignore the "re-negotiation" metrics and not re-acknowledge them. Any QoE metric that has been acknowledged as "accepted" by the server shall not be re-negotiated, i.e., it shall not be resent in the "3GPP-QoE-Metrics" header in the next RTSP request and shall not be re-acknowledged in the next RTSP response.

If the server does not approve the modifications done by the client, they should continue to re-negotiate. However, negotiations shall not exceed 4 round trips, in order to bound the negotiation process. It must be noted that each time the "QoE-Metrics" header field is sent in an RTSP request, it shall also be present in the response corresponding to that particular request. Otherwise, the receiver of the response shall assume that the other end does NOT support QoE metrics.

If there is no DESCRIBE – RTSP Response pair sending at the beginning of the RTSP signalling (see Figure 11.2), it means that the SDP description is received by other means. If such an SDP contains the "3GPP-QoE-Metrics" attribute, the negotiation happens in the same way as it is described above, i.e. starts with SETUP request containing "3GPP-QoE-Metrics" header. If the SDP does not contain the "3GPP-QoE-Metrics" attribute and the server would still like to check whether the client supports QoE Protocol or not, the server shall include the "3GPP-QoE-Metrics" header containing the initial QoE metrics in the SETUP response. If the PSS client sends the QoE metrics information in the next request (indicating that it supports QoE Protocol), the negotiation shall continue until the mutual agreement is reached or  the negotiation limit is reached. If pipelined startup is not in use and the client does not send QoE metrics information in the next request to SETUP response, then the server shall assume that the client does not support QoE metrics. In case pipelined startup is in use, the server may initiate QoE negotiation but it should not expect an answer from the PSS client.

In case of switching without the SDP, the PSS client shall assume that the same QoE metrics as negotiated for the old stream will be used for the new stream. In the PLAY response, the server includes the “3GPP-QoE-Metrics” header to acknowledge the QoE metric mapping to the new media streams or to change them.

During fast content switching with SDP, the client shall indicate the QoE metrics to be used for the new content using the “3GPP-QoE-Metrics” header. The client should use the already negotiated parameters as much as possible to avoid further negotiations. The server shall either acknowledge the proposed QoE metrics or continue negotiation beyond the PLAY response message. It is possible to turn off the metrics during a streaming session. In clause 11.3 an example of messages, where the metrics are set to "Off" is given. The metrics can be set to "Off" at session level or at media level. The request url indicates what level is used. If no url is used, then “Off” applies to session level. The server should use OPTIONS (with Session ID) or SET_PARAMETER RTSP methods to turn off the QoE feedback.

A client should not send QoE feedback during RTSP ready state. After the ready state is ended (i.e., RTSP state=playing), the periodic feedback and normal operations continue. This reduces the network load in the uplink and downlink directions, and the processing overhead for the PSS client. When an RTSP PLAY request is sent by the PSS client after a PAUSE, the clock for the measurement  period (based on the defined "Sending Rate") shall be reset.

If there are multiple non-aggregated sessions, i.e. each media delivery is initiated by a different PLAY request, the QoE metrics are negotiated and reported for each session separately.

All the QoE Metrics in the following examples are fictitious. Clause 11.2 defines the actual QoE Metrics.
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