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6.3.2.1.3             File Repair Server Selection

6.3.2.1.3.1 
List of Server URIs

A list of file repair servers is provided by a list of server URIs as attributes of the associated delivery procedure description. These attributes and elements specify URIs of the point-to-point repair servers. Server URIs may also be given as IP addresses, which may be used to avoid a requirement for DNS messaging. The repair server URIs of a single associated delivery procedure description shall be of the same type, e.g. all IP addresses of the same version, or all domain names. The number of URIs is determined by the number of “serverURI” elements, each of which shall be a child-element of the “procedure” element. The “serverURI” element provides the references to the file repair server via the “xs:anyURI” value. At least one “serverURI” element shall be present.

6.3.2.1.3.2 
Selection from the Server URI List

The MBMS client randomly selects one of the server URIs from the list, with uniform distribution.

6.3.2.1.4
File Repair Request Message

Once missing file data is identified, the MBMS client sends one or more messages to a repair server requesting transmission of data that allows recovery of missing file data. All point-to-point repair requests and repair responses for a particular MBMS transmission shall take place in a single TCP session using the HTTP protocol [REFERENCE TO HTTP 1.1]. The selected repair server may behave as an HTTP proxy so the repair request is transparently routed through the serpair server resolved from the selected “serverURI”.
The timing of the opening of the TCP connection to the server, and the first repair request, of a particular MBMS client is randomised over a time window as described in the above clauses. If there is more than one repair request to be made these are sent immediately after the first. 

6.3.2.1.4.1             File Repair Request Message Format

After the MBMS download session, the receiver identifies a set of FLUTE encoding symbols which allows recovery of the missing file data and requests for their transmission in a file repair session.  Each missing packet is uniquely identified by the encoding symbol combination (URI, SBN, ESI). 

The file repair request shall include the URI of the file for which it is requesting the repair data. URI is required to uniquely identify the file (resource) and is found from the download delivery method (the FLUTE FDT Instances describe file URIs). The (SBN, ESI) pair uniquely identifies a FLUTE encoding symbol which allows recovery of missing file data belonging to the above-mentioned file. For completely missed files, a Repair Request may give only the URI of the file.

The client makes a file repair request using the HTTP  [1] request method GET. The (SBN, ESI) of requested encoding symbols are URL-encoded [19] and included in the HTTP GET request.

For example, assume that in a FLUTE session a 3gp file with  URI = www.example.com/news/latest.3gp was delivered to an MBMS client.  After the FLUTE session, the MBMS client recognized that it did not receive two packets with SBN = 5, ESI = 12 and SBN=20, ESI = 27. Then the HTTP GET request is as follows:

GET
www.example.com/news/latest.3gp?mbms-rel6-FLUTE-repair&SBN=5;ESI=12+SBN=20;ESI=27
HTTP/1.1

A file repair session shall be used to recover the missing file data from a single MBMS download session only. If more than one file were downloaded in a particular MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file. 

An HTTP client implementation might limit the length of the URL to a finite value, for example 256 bytes. In the case that the length of the URL-encoded (SBN, ESI) data exceeds this limit, the MBMS client shall distribute the URL-encoded data into multiple HTTP GET requests.

In any case, all the HTTP GETs of a single file repair session shall be performed within a single TCP session and they shall be performed immediately one after the other.

In the following, we give the details of the syntax used for the above request method in ABNF.

In this case an HTTP GET with a normal query shall be used to request the missing data.

The general HTTP URI syntax is as follows [1]:


http_URL = "http:" "//" host [ ":" port ] [ abs_path [ "?" query ]] 
Where, for MBMS File Repair Request:

query = application "&" [ sbn_info ]

application = "mbms-rel6-flute-repair"

sbn_info = "SBN=" sbn_range *( "+" sbn_range )

sbn_range = ( sbnA [ "-" sbnZ ] ) / ( sbnA [ ";" esi_info] )

esi_info = *( "ESI=" esi_range *( "," esi_range ) )

esi_range = esiA [ "-" esiZ ]

sbnA = %d


; the SBN, or the first of a range of SBNs

sbnZ = %d


; the last SBN of a range of SBNs

esiA = %d


; the ESI, or the first of a range of SBNs

esiZ = %d


; the last ESI of a range of SBNs

Thus, the following symbols adopt a special meaning for MBMS FLUTE: ? - + , ; & =

One example of a query on encoding symbol 34 of source block 12 of a music file “number1.aac” is:

http://www.operator.com/greatmusic/number1.aac?mbms-rel6-flute-repair&SBN=12;ESI=34

For messaging efficiency, the formal definition enables several contiguous and non-contiguous ranges to be expressed in a single query:

· A symbol of a source block (like in the above example)

· A range of symbols for a certain source block (e.g. ...&SBN=12;ESI=23-28)

· A list of symbols for a certain source block (e.g. ...&SBN=12;ESI=23,26,28)

· All symbols of a source block (e.g. ...&SBN=12)

· All symbols of a range of source blocks (e.g. ...&SBN=12-19)

· non-contiguous ranges (e.g.1. ...&SBN=12;ESI=34+SBN=20;ESI=23 also, e.g.2. ...&SBN=12-19+SBN=28;ESI=23-59+SBN=30;ESI=101)

[Editor’s note: future applications may define a new syntax for the query]
6.3.2.1.5
File Repair Response Message

Once the MBMS file repair server has assembled a set of encoding symbols that contain sufficient data to allow the UE to reconstruct the file data from a particular file repair request, the MBMS file repair server sends one message to the UE. Each file repair response occurs in the same TCP and HTTP session as the repair request that initiated it.

The set of encoding symbols of a repair response message shall form the file repair response payload, which shall be an HTTP payload as specified in the following clause.

6.3.2.1.5.1
File Repair Response Messages Codes

In the case that the MBMS file repair server receives a correctly formatted repair request which it is able to understand and properly respond to with the appropriate repair data, the file repair response message shall report a 200 OK status code and the file repair response message shall consist of HTTP header and file repair response payload (HTTP payload).

Other HTTP status codes [18] shall be used to support other cases. Other cases may include server errors, client errors (in the file repair request message), server overload and redirection to other MBMS file repair servers.

6.3.2.1.5.2
File Repair Response Message Format for Carriage of Repair Data

The file repair response message consists of HTTP header and file repair response payload (HTTP payload).

The HTTP header shall provide:

· HTTP status code, set to 200 OK

· Content type of the HTTP payload (see below)

· Content transfer encoding, set to binary

The Content-Type shall be set to “application/simpleSymbolContainer”, which denotes that the message body is a simple container of encoding symbols as described below.

[Editor’s note: this Content-Type shall be IANA registered and subsequently also referenced]
This header is as follows:

HTTP/1.1 
200 OK

Content-Type: application/simpleSymbolContainer

Content-Transfer-Encoding: binary

Note, other HTTP headers [18] may also be used but are not mandated by this mechanism.

Each encoding symbol of the file repair response payload shall be preceded by its FEC Payload ID. The FEC Payload ID is specified in below. The file repair response payload is constructed by including each FEC Payload ID and Encoding Symbol pair one after another (these are already byte aligned). The order of these pairs in the repair response payload may be in order of increasing SBN, and then increasing ESI, value; however no particular order is mandated.

The UE and MBMS file repair server already have sufficient information to calculate the length of each encoding symbol and each FEC Payload ID. All encoding symbols are the same length; with the exception of the last source encoding symbol of the last source block where symmetric FEC instance is used. All FEC Payload IDs are the same length for one file repair request-response as a single FEC Instance is used for a single file.

The FEC Payload ID shall consist of the encoding symbol SBN and ESI in big-endian order, with SBN occupying the most significant portion. The length, in bytes, of SBN and ESI field are specified by FEC Instance (or FEC Encoding and Instance combination) as, for example, in FEC Encoding ID 0 [13] for compact no-code FEC.

Figure 3 exemplifies the construction of the FEC Payload ID in the case of FEC Encoding ID 0.

     0                   1                   2                   3

     0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |     Source Block Number       |      Encoding Symbol ID       |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Figure 3 Example FEC Payload ID Format

Figure 4 illustrates the complete file repair response message format (box sizes are not indicative of the relative lengths of the labelled entities).
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Figure 4 File Repair Response Message Format
6.3.2.1.6
Server Not Responsing Error Case

In the error case where a UE determines that the its selected repair server is not responding it shall return to the serverURI list of repair servers and uniformly randomly select another server from the list, excluding any servers it has determined are not responding. All the repair requests message(s) from that UE shall then be immediately sent to the newly selected file repair server.

If all of the repair servers from the serverURI list are determined to be not responding, the UE may attempt an HTTP GET to retrieve a, potentially new, instance of the session’s Associated Procedure Description; otherwise UE behaviour in this case is unspecified.

A UE determines that a file repair server is not responding if any of these conditions apply:

1. The UE is unable to establish a TCP connection to the server

2. The server does not respond to any of the HTTP repair requests that have been sent by the UE (it is possible that second and subsequent repair requests are sent before the first repair request is determined to be not-responded-to). 

3. The server returns an unrecognised message (not a recognisable HTTP response)

4. The server returns an HTTP server error status code (in the range 500-505)

6.3.2.2
Delivery confirmation procedure

6.3.2.1


Signalling Delivery Confirmation Parameters

6.3.2.1
The Delivery Confirmation Procedure
6.3.3
Extensible xml-Schema for Associated Delivery Procedures

Below is the formal XML syntax of associated delivery procedure description instances.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified">
<xs:element name="mbms-associated-procedure-description-instance">



<xs:complexType>




<xs:sequence>





<xs:element name="procedure" minOccurs="1" maxOccurs="unbounded">




<xs:complexType>







<xs:sequence>








<xs:element name="serverURI" type="xs:anyURI" minOccurs="1" maxOccurs="unbounded"/>











</xs:sequence>







<xs:attribute name="label" type="xs:string" use="required"/>







<xs:attribute name="wait-time" type="xs:unsignedLong" use="required"/>







<xs:attribute name="max-back-off" type="xs:unsignedLong" use="required"/>

<xs:anyAttribute processContents="skip"/>






</xs:complexType>




</xs:element>



</xs:sequence>


</xs:complexType>

</xs:element>
</xs:schema>
6.3.3.1
Enumerations

The “Server” attribute (type “xs:anyURI”) shall only take on server URI values and not give the URI resource part.
“Label” value = {“PostFileRepair”}

[Editor’s note: for release 6, label is expected to include at least {“PostFileRepair”, “ReceptionReport”}
6.3.3.2
Example Associated Delivery Procedure Description Instance

<?xml version="1.0" encoding="UTF-8"?>

<mbms-associated-procedure-description-instance

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 





  

xsi:schemaLocation="http://www.example.com/mbms-associated-descrition.xsd">

<procedure label="PostFileRepair" offset-time="5" random-time-period="10">




<serverURI>http://mbmsrepair.operator.umts/</serverURI>

<serverURI>http://mbmsrepair1.operator.umts/</serverURI>

<serverURI>http://mbmsrepair2.operator.umts/</serverURI>

</procedure>

</mbms-associated-procedure-description-instance>






3GPP


_1154363917.vsd

