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1 Introduction

This is a proposal to use the Discrete Media profile of the DRM Content Format (DCF) [5] as a (multipart) container format for multimedia presentations in 3GPP PSS. 

In the 3GPP SA4 meeting #30, there has been a proposal [7] to extend the 3GPP file format to a general container format. This proposal diverges from [7] in the following sense:

· Already specified (by OMA).

· Already has big industrial support and commitment (i.e. fast spec-to-market transition time)

· Simplicity in creation ,editing and parsing. 

· No direct dependency on the 3GPP File Format (hence decoupled from it)

· Ability to contain any file format and even complex presentations (e.g. can make use of SMIL “switch” tag) inside it.  

· Has DRM support by nature (which can be turned on/off)

· Progressive Downloading is possible 

In the following sections, the main features and structure of the DCF format will be briefly explained. It will be clarified how multipart DCF structure fits to the 3GPP PSS usage. The technical explanations will be supported by two example use cases. More technical and usage related clarifications can also be found in the  Frequently Asked Questions section.

2 The DRM Content Format (DCF)

The OMA DRM Content Format V2.0 specification [5] includes two profiles; one for discrete media and another one for continuous media. The discrete media profile has undergone a major update in the V2.0 specification compared to the already established V1.0 content format. The continuous media profile, which is all new for V2.0, provides OMA mappings for protecting media data in ISO base media file format derivative formats, such as the 3GP format. These profiles share common data structures from OMA perspective.

The OMA DRM Release 2, which includes the DCF V2.0 specification, is considered stable and it is currently in the OMA release process, after which it will be elevated to an OMA Candidate Specification. This means that the specification is frozen and it enters an interoperability testing period where vendors provide products implementing the standard for testing. Supporting the DCF format is mandatory in the OMA DRM standard [6], which is enjoying a high level of industry commitment.

The OMA DRM V2.0 specifications are publicly available at the OMA DL+DRM public documents section.

2.1 Main Features and Format Structure

The DCF design is simplistic but yet extensible. The format is based on a box structure, with independent content object containers. The containers include a set of headers and placeholders for extensions and user-data (e.g. 3GPP asset information is supported). The actual content object can be of any file type, as the DCF is a content wrapper format. The inserted file is not altered in any way i.e. the original file format is maintained. The content containers can be concatenated or removed without affecting the rest of the file’s structures, as there is no dependence between the containers.
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Figure 1: DCF structure

Since the file format is defined for OMA DRM, it natively supports encryption and DRM information, but it also fully supports normal unprotected content, as well as some additional features such as automatic preview and custom file icons, making the format fit to many different use cases not restricted to delivering OMA DRM content. A DCF can include encrypted and plaintext content, as each content object is treated individually. A DCF parser can determine such information from the content-specific headers section.

The file format has a fixed header, and at least one content container. Each content container includes the wrapped media type as the first field after box header. One content container is mandatory, providing a MIME type at a fixed location in the file header. Support for multipart DCF (a DCF with more than one content container) is mandatory in OMA DRM compliant devices.

The DCF file format allocates placeholders for extensions in the headers level and in the content container level. These can be used even for proprietary extensions without dangering interoperability, since devices should ignore structures they don’t recognize. The headers section supports both textual headers and binary box structures. There is also a built-in user-data box, which supports 3GPP asset information. Box nesting levels are minimal, to make the format easy to handle. A content packager can e.g. generate DCFs on the fly with ease. 

If a DCF includes encrypted (DRM) content, it may be protected for integrity, i.e. against  modifications on the content. In that case, devices should not alter the DCF contents, otherwise OMA rights issuers may choose not to issue DRM rights for the content. This is not a problem for user-generated and unprotected content, as devices can freely edit and package DCFs which don’t have rights associated with them.

2.2 The  Multipart DCF Structure

A multipart DCF differs from a “regular” DCF only by the number of content containers in it. The first content container (which includes the first contained content’s MIME type in the fixed location) is interpreted as the “master” content object, determining the handler application. This gives the DCF a meta media type. Although the visible media type is the DCF, a simple read operation from the file header reveals which application needs to be launched to render the whole package. The handler application can then make use of the other contained objects.
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Figure 2: Multipart DCF structure

Multipart DCFs can be put together dynamically in the server side, e.g. by concatenating standalone content containers. There is no dependency between them, with the exception of possible references on the content level.
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Figure 3: Multipart DCF has a master media type

Referencing content objects is possible through two different mechanisms. Each container has a ContentID, and a CID reference is used to e.g. associate an icon with the multipart. The other mechanism is to use a Content-Location header and then in the content level, use the Content-Locations to resolve references. This way, DCF may include a file tree with pathnames to content. External references to the DCF file resolve to the master content container (i.e. the master content type) which initiates the rendering process.

2.3 DCF and DRM Relationship

Although DCF is defined as an OMA DRM container format, it is independent of the actual OMA DRM key management system. Implementing the DCF file format does not imply implementing a complete OMA DRM system. However, given the wide deployment of OMA DRM 1.0 already, and strong industry commitment to OMA DRM 2.0, it is expected that a very large share of devices will support both OMA DRM 2.0 and DCF file format anyway.

Unprotected objects simply set the fixed encryption indicator to a zero value, and don’t specify a Rights Issuer URL (where rights are fetched for DRM content). Overhead with the fixed headers is minimal if they are not used. 

3 Example

3.1 SMIL Presentation in DCF

This example illustrates how SMIL presentations are contained inside DCF files.

3.1.1 A Simple SMIL Presentation

A simple SMIL presentation which is composed of a 3GP file and 2 JPEG files is shown in Figure 1: 

Figure 4 A simple SMIL presentation and its components

A DCF file which packages the SMIL presentation would structurally be as in Figure 2. The SMIL file is listed as the first component inside the DCF file to indicate that the package contains a SMIL presentation.


Figure 5 SMIL Presentation contained in the DCF File

Each presentation component (i.e. file) can be accessed independently inside the DCF file, thanks to the well-defined content boundaries that the DCF format supplies. The order of the presentation components inside the DCF file is not important (only that the root SMIL file must be the first component listed in the DCF file).

3.1.2 A More Complex SMIL Presentation Example

In this example, the SMIL presentation contains different media alternatives based on the current settings, e.g. language. The presentation with all the possible alternatives are contained in the same DCF file.


Figure 6 A SMIL Presentation with Alternative Choices for video content

The DCF file which packages the SMIL presentation shown above can be seen as in Figure 4. The SMIL file is listed as the first component inside the DCF file to indicate that the package contains a SMIL presentation.


Figure 7 SMIL Presentation with alternative choices contained in the DCF File

The DCF file simply acts as a container, and the actual utilization of the alternatives are defined by the application which shows the presentation.

3.2 Progressive Downloading of DCF files

DCF files can be progressively downladed by using normal practices or the methodology explained in [8].  The decoupled nature of the DCF-contained media components makes it possible and straightforward to have pipelined HTTP requests to relevant byte locations inside the DCF file. 

4 FAQs

In order the address some of the potential questions or open issues, a question-answer approach  is taken: 

Q: Can a client signal whether it supports DCF files?

A: Yes. It can use the DCF MIME type to indicate that it supports DCF files. Also, UAProf can be extended to be used for such a purpose.

Q: Does OMA DRM v2.0 mandate support for DCF multipart files?

A: Yes, The DCF specification mandates support for multipart files.

Q: Do I have to implement OMA DRM 2.0 to support DCF multipart files? 

A: No. It is enough to implement only the DCF multipart file format support. DRM related fields can simply be omitted for non-DRM protected content support inside DCF multipart files.

Q: Can any kind of media file be used in DCF multipart file?

A: Yes. Any type of file can be present inside a DCF multipart file, in its native file format.

Q: How can a player determine the correct media handler for a DCF file in downlading case?

A: The MIME type of the first file inside the DCF multipart file  determines the media handler.This MIME type field is at a fixed byte location from the beginning of the DCF file. Hence it is very simple to retrieve.

Q: Do I lose flexibility by packacing the content to a DCF file? Can I easily edit/modify/add another media file component?

A: As the files inside the DCF multipart file are decoupled from each other by well-defined boundaries, it is very simple to edit/modify/add media file components.

Q: Can I simply avoid downloading an unsupported media file inside the DCF file if I am progressively downloading it? 

A: Yes. This is possible by making use of HTTP pipelining. No modifications are required to HTTP/1.1 servers for achieving this functionality.

Q: Do I need to modify my existing 3GPP File parser and composer to support DCF? 

A: No, DCF is a wrapper file format and it is decoupled from 3GPP file structure and implementation. DCF composer and parser is very easy to implement, since it is a simple content-wrapper and doesn’t have the complexity of a 3GPP file composer and parser.

Q: Can I have the file tree information stored inside the DCF file?

A: Yes. Each file component has a “Content-Location” field assigned to it. This field can be used for indicating the file location after extraction of the file from the DCF container.

5 Conclusion

This document explains how DCF file format [5] can be used as a container file format for multimedia presentations in 3GPP PSS context. DCF is currently undergoing approval for being a candidate specification in OMA in June 2004. There is already a big industry support behind the usage and implementation of the DCF format, which 3GPP PSS can take advantage of. 

We propose DCF to be also considered as the content wrapper and multipart container file format for multimedia presentations in 3GPP PSS Release 6.
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