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1.
Introduction

To reconstruct lost packets by FEC based on erasure codes, e.g. in MBMS download and streaming services, it is required to have an exact information about the number of encoding symbols of all packets within an encoding block (see Fig. 1). Without this information, the position of erased encoding symbols is not known and reconstruction by FEC will fail. As long as all packets have the same size, the number and position of erased symbols can easily be verified, but problems will occur when the packet size varies, e.g. for video streaming services [1]. 

This contribution describes methods to reconstruct lost packets even in case of unknown length. 
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Fig. 1:
Decomposition of a source file or stream together with parity data into encoding
 
packets

2.
Virtual Padding

This solution is a generalization of RFC 2733 [2]. It is assumed, that the maximum packet length or SDU frame size is limited to a certain value (e.g. 500 bytes, usually much smaller than the MTU size). This can be achieved by proper packetization of the source data at the BM-SC. If e.g. in case of video streaming the data of one video frame exceeds the limit, then the data aresegmented and packed in two or more packets. Smaller packets are virtually enlarged by padding symbols (e.g. zeros) to the maximum size as shown in Fig. 2. These padding symbols are only used to calculate the parity symbols, they are not transmitted to the receiver, i.e. source and parity packets are transmitted without any modifications. But the encoding block consists now of virtually enlarged packets all of the same size (see Fig. 2).

In contrast, the segmentation of parity data into parity packets is not prescribed, they may have all the same size. For convenience, one could choose the same size as for the virtual enlarged source packets, but a different size is also possible. When using RFC 2733, variable sized parity packets are advantageous.
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Fig. 2: Encoding block with virtually enlarged source packets

To verify at the receiver, whether a packet got lost during transmission, each packet has to carry a sequence number. If e.g. in the example of Fig. 2 source packet #4 is missing, the 6 symbols of the associated to packet #4 are marked as erasures. The next received packet #5 can be inserted at the right position in the encoding block. This technique works also well when packets are received out of order, since the position of each packet within the encoding block is known a priori at the receiver.

In case of successful reconstruction all encoding symbols including the padding symbols will be recovered at the receiver. In RFC 2733 [2] it is decribed how the length of a lost packet can be recovered in order to separate useful data from padding. The FEC header of the parity packets contains a length recovery field, which consists of parity symbols computed over the length of the original source packets. In case of loss, the packet length can be recovered by means of these parity symbols.

3.
Position Signalling

In this approach each source packet is appended with an address and signalling field, which indicates at which position in the encoding block a correctly received packet is to be inserted. This method has been described in detail in [3], but there is a backward incompatibility according to the additional information to be inserted somewhere within the payload.

To avoid this incompatibility, this signalling information could be transmitted for each encoding block in separate packets. But in this case, these signalling packets must be protected much stronger to guarantee that this information can be recovered in case of losses. 

4.
Length Recovery without Padding

The virtual padding method is not efficient because in the recovery process, there will be useless padding data reconstructed. Above all, these padding data have to be separated by means of length recovery fields in the FEC header. It is therefore better, not to include virtual padding and calculate the parity symbols only over useful data as it is shown in Fig. 1, but now with variable length source packets. As a consequence, when a packet is lost, first the length of this packet must be recovered by the parity data included in the length recovery field. After this, the source data can be reconstructed by the parity data included in the payload of the FEC packets.

Back to the example of Fig. 2: when packet #4 gets lost during transmission, only 3 instead of 6 erasures have now to be recovered. 

5.
Header Recovery

For real time streaming applications, the information carried in the RTP header of the packets are of importance and must be recovered when packets are lost. Some other header information, e.g. port numbers in the UDP header, could be sometimes also of importance, e.g. in case of different kind of data within multimedia streams. 

The recovery of essential RTP header information has already been described in RFC 2733 [2]. An alternative is to add encoding symbols carrying the desired header information to an encoding block as shown in Fig. 3.
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Fig. 3: Adding encoding symbols containing header information to the source symbols
(here without padding)

A second alternative is to protect header information and source data separately. This can be done such that some parity symbols within the parity packets are reserved for the reconstruction of the header information of lost packets while the rest is devoted to the protection of the source data. In case the header information includes the length of the respective packet, a length recovery field in the FEC header is not required.

6.
Conclusion and Open Issues

Different methods for packet length recovery have been outlined in this document. Among these, length recovery without signalling and without padding seems to be most efficient (this has to be verified). The parity symbols within the length recovery field of the FEC header can be computed as specified in RFC 2733 with XOR parities. Alternatively, any other erasure codes can be used for the protection of the packet length.

All these concepts do not require a specific FEC method. All erasure correction codes, e.g. XOR parity codes and RS-codes are applicable for the reconstruction of the length information, of lost source symbols, and of lost header information.

Open Issues:

· RTP based framework for reliable multicast streaming employing FEC [3]

· Specification of RTP format and FEC header for FEC packets

· Comparison of different FEC schemes by simulations according the guidelines [4]
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