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1. Introduction

In different 3GPP working groups there are discussions about an efficient solution to transmit voice over IMS. For VoIMS, the packets are transmitted using RTP/RTCP protocols. In general RTCP is not necessary for point-to-point connections and in this case RTCP removal is the most efficient solution. RTCP protocols are nevertheless useful for multicast sessions where they can carry relevant information about the status of the different users that are connected (e.g. name of the users). But in unicast it is not the case, and these reports would create a degradation of the quality and would oblige to oversize the RABs.
However there might be cases, where RTCP is required and there is an ongoing discussion on RTCP packet size limitation for those cases. 
In document S4-030770 the following is proposed:
“The minimum legal size of an RTCP compound packet (excluding UDP/IP headers) is 64 bytes. A reasonable size for the user and domain name string in the CNAME item is ~25 bytes. This makes a reasonable minimum size of RTCP packet equal to 64+23=87 bytes …
The proposal of this document is to recommend the maximum size of RTCP packets on the basis of the length of the RTP packets. RTCP packets can also be shorter, if they are legal packets. The recommendation is to choose the maximum length of RTCP packets as multiple of the length of RTP packets…….The proposed limit for RTCP header compressed packets is 2-5 times the length of header compressed RTP packets…..The proposed limit for RTCP header uncompressed packets is 2-3 times the length of header uncompressed RTP packets.” 
2. To which Extent is a Limitation of RTCP packet size possible?
The notion that the size of RTCP packets is arbitrary and can be varied to a large extent seems unrealistic, despite some optional RTCP packages which might indeed be omitted:

· According to RFC 3550, only one RTCP compound packet should be sent per report interval. This implies that sender and receiver reports should be combined, if multiple reports are required (e.g. in a conferencing situation, or with multiple media streams). 
· According to RFC 3550, RTP translators and mixers should combine RTCP packets.

· The format and size of the mandatory sender (52 bytes) and receiver (32 bytes) reports is fixed. At least one of these packets must be included in each compound package.

· The SDES package including a CNAME is also mandated in each compound RTCP package. This includes a header of fixed size (6 bytes), plus a “host” or “user@host” part, where the “host” part should be a fully qualified domain name in ASCII notation.  According to RFC 1132 (which was written for IPv4, not taking into account the larger IPv6 address space), “Host software MUST handle host names of up to 63 characters and SHOULD handle host names of up to 255 characters.” Expressing a full IPv6 address in ASCII notation also requires up to 39 characters. Hostnames and usernames are not arbitrary, and are likely not to be assigned following other criteria than RTCP optimization.
· RTP profiles may define additional RTCP package types, which may be mandated for these profiles.
· 3GPP RTP peers may interact with non-3GPP RTP peers, which do not behave according to recommendations defined in 3GPP. Defining additional rules for RTP usage in SA4, which can not be negotiated with non 3GPP peers, will not solve these scenarios. 
The calculated minimum size of 87 bytes of an RTCP package in S4-030770 is unrealistic, as it underestimates the size of the CNAME “user@host” (25 bytes was assumed, values considerably above 100 bytes may be required, see discussion above).
Thus, if a recommended size limit for RTCP packets is expressed it should be more than 200 bytes without IP/UDP header. However, we do not recommend such a limitation
There is no relationship between the size of RTP packets and RTCP packets. The size of RTP packets depends upon the definition of the RTP payload types. In contrast the size of RTCP packets is independent of the RTP profile (apart from possible RTCP extensions). Thus, if a recommended size limit for RTCP packets is expressed it should be in absolute values, rather than relative to the size of RTP packets. Still we do not recommend such a limitation.
3. Would a Limitation of the RTCP package size be sufficient for the requirements of an optimised PS bearer for conversational AMR?

S4-030770 explained the negative effects of a transport of RTP and RTCP on the same bearer:

No RTP package can be transmitted while an RTCP package is being transmitted. Additional delay or loss of RTP packets would be the result.
Therefore, in any case other solutions for RTCP transmission have to be found and are currently under discussion in RAN2. They are based on the transmission of RTP and RTCP on separate radio bearers. By means of standard priority handling in the MAC, RTCP packets will automatically be buffered and transmitted during speech pauses.

Therefore, a limitation of the RTCP packet size is not necessary.

If such solutions could not be finally agreed in RAN2, then also a limited size RTCP packet would lead to an additional speech delay of 100 ms, which is not tolerable.
4. Conclusions

· Limiting the size of RTCP packets is hardly possible, as this size is not arbitrary but largely defined by RFC 3550 and the network configuration.
· Assuming that a limitation of RTCP packet sizes would be possible, and also assuming realistic minimal RTCP package sizes, RTCP packages transported on the same radio bearer as RTP packets would have unacceptable impacts on conversational speech quality. Delays well above 200 msecs are to be expected from this effect alone.
· SA4 may consider suggesting that optional parts of RTCP should not be used, but this suggestion is not sufficient to provide acceptable speech quality.
· A solution for efficient RTCP transport has to be found in any case and is already under discussion in RAN2. RTCP packet size limitation is no longer necessary then.
Appendix: Excerpts from References
From RFC 3550:

6.1 RTCP Packet Format

...

   Thus, all RTCP packets MUST be sent in a compound packet of at least

   two individual packets, with the following format:

   Encryption prefix:  If and only if the compound packet is to be

      encrypted according to the method in Section 9.1, it MUST be

      prefixed by a random 32-bit quantity redrawn for every compound

      packet transmitted.  If padding is required for the encryption, it

      MUST be added to the last packet of the compound packet.

   SR or RR:  The first RTCP packet in the compound packet MUST

      always be a report packet to facilitate header validation as

      described in Appendix A.2.  This is true even if no data has been

      sent or received, in which case an empty RR MUST be sent, and even

      if the only other RTCP packet in the compound packet is a BYE.

   Additional RRs:  If the number of sources for which reception

      statistics are being reported exceeds 31, the number that will fit

      into one SR or RR packet, then additional RR packets SHOULD follow

      the initial report packet.

   SDES:  An SDES packet containing a CNAME item MUST be included

      in each compound RTCP packet, except as noted in Section 9.1.
      Other source description items MAY optionally be included if

      required by a particular application, subject to bandwidth

      constraints (see Section 6.3.9).
   An individual RTP participant SHOULD send only one compound RTCP

   packet per report interval in order for the RTCP bandwidth per

   participant to be estimated correctly (see Section 6.2), except when

   the compound RTCP packet is split for partial encryption as described

   in Section 9.1.  If there are too many sources to fit all the

   necessary RR packets into one compound RTCP packet without exceeding

   the maximum transmission unit (MTU) of the network path, then only

   the subset that will fit into one MTU SHOULD be included in each

   interval.  The subsets SHOULD be selected round-robin across multiple

   intervals so that all sources are reported.

   It is RECOMMENDED that translators and mixers combine individual RTCP

   packets from the multiple sources they are forwarding into one

   compound packet whenever feasible in order to amortize the packet

   overhead (see Section 7).  An example RTCP compound packet as might

   be produced by a mixer is shown in Fig. 1.  If the overall length of

   a compound packet would exceed the MTU of the network path, it SHOULD

   be segmented into multiple shorter compound packets to be transmitted

   in separate packets of the underlying protocol.  This does not impair

   the RTCP bandwidth estimation because each compound packet represents

   at least one distinct participant.  Note that each of the compound

   packets MUST begin with an SR or RR packet.

   if encrypted: random 32-bit integer

   |

   |[--------- packet --------][---------- packet ----------][-packet-]

   |

   |                receiver            chunk        chunk

   V                reports           item  item   item  item

   --------------------------------------------------------------------

   R[SR #sendinfo #site1#site2][SDES #CNAME PHONE #CNAME LOC][BYE##why]

   --------------------------------------------------------------------

   |                                                                  |

   |<-----------------------  compound packet ----------------------->|

   |<--------------------------  UDP packet ------------------------->|

   #: SSRC/CSRC identifier

              Figure 1: Example of an RTCP compound packet

 6.4.1 SR: Sender Report RTCP Packet

        0                   1                   2                   3

        0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

header |V=2|P|    RC   |   PT=SR=200   |             length            |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                         SSRC of sender                        |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

sender |              NTP timestamp, most significant word             |

info   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |             NTP timestamp, least significant word             |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                         RTP timestamp                         |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                     sender's packet count                     |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                      sender's octet count                     |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

report |                 SSRC_1 (SSRC of first source)                 |

block  +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

  1    | fraction lost |       cumulative number of packets lost       |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |           extended highest sequence number received           |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                      interarrival jitter                      |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                         last SR (LSR)                         |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                   delay since last SR (DLSR)                  |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

report |                 SSRC_2 (SSRC of second source)                |

block  +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

  2    :                               ...                             :

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

       |                  profile-specific extensions                  |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

6.4.2 RR: Receiver Report RTCP Packet

        0                   1                   2                   3

        0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

header |V=2|P|    RC   |   PT=RR=201   |             length            |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                     SSRC of packet sender                     |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

report |                 SSRC_1 (SSRC of first source)                 |

block  +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

  1    | fraction lost |       cumulative number of packets lost       |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |           extended highest sequence number received           |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                      interarrival jitter                      |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                         last SR (LSR)                         |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                   delay since last SR (DLSR)                  |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

report |                 SSRC_2 (SSRC of second source)                |

block  +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

  2    :                               ...                             :

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

       |                  profile-specific extensions                  |

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

6.5 SDES: Source Description RTCP Packet

        0                   1                   2                   3

        0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

       +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

header |V=2|P|    SC   |  PT=SDES=202  |             length            |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

chunk  |                          SSRC/CSRC_1                          |

  1    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                           SDES items                          |

       |                              ...                              |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

chunk  |                          SSRC/CSRC_2                          |

  2    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |                           SDES items                          |

       |                              ...                              |

       +=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

6.5.1 CNAME: Canonical End-Point Identifier SDES Item

    0                   1                   2                   3

    0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   |    CNAME=1    |     length    | user and domain name        ...

   +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

   The CNAME identifier has the following properties:

   o  Because the randomly allocated SSRC identifier may change if a

      conflict is discovered or if a program is restarted, the CNAME

      item MUST be included to provide the binding from the SSRC

      identifier to an identifier for the source (sender or receiver)

      that remains constant.

   o  Like the SSRC identifier, the CNAME identifier SHOULD also be

      unique among all participants within one RTP session.

   o  To provide a binding across multiple media tools used by one

      participant in a set of related RTP sessions, the CNAME SHOULD be

      fixed for that participant.

   o  To facilitate third-party monitoring, the CNAME SHOULD be suitable

      for either a program or a person to locate the source.

   Therefore, the CNAME SHOULD be derived algorithmically and not

   entered manually, when possible.  To meet these requirements, the

   following format SHOULD be used unless a profile specifies an

   alternate syntax or semantics.  The CNAME item SHOULD have the format

   "user@host", or "host" if a user name is not available as on single-

   user systems.  For both formats, "host" is either the fully qualified

   domain name of the host from which the real-time data originates,

   formatted according to the rules specified in RFC 1034 [6], RFC 1035

   [7] and Section 2.1 of RFC 1123 [8]; or the standard ASCII

   representation of the host's numeric address on the interface used

   for the RTP communication.  For example, the standard ASCII

   representation of an IP Version 4 address is "dotted decimal", also

   known as dotted quad, and for IP Version 6, addresses are textually

   represented as groups of hexadecimal digits separated by colons (with

   variations as detailed in RFC 3513 [23]).  Other address types are

   expected to have ASCII representations that are mutually unique.  The

   fully qualified domain name is more convenient for a human observer

   and may avoid the need to send a NAME item in addition, but it may be

   difficult or impossible to obtain reliably in some operating

   environments.  Applications that may be run in such environments

   SHOULD use the ASCII representation of the address instead.

   Examples are "doe@sleepy.example.com", "doe@192.0.2.89" or

   "doe@2201:056D::112E:144A:1E24" for a multi-user system.  On a system

   with no user name, examples would be "sleepy.example.com",

   "192.0.2.89" or "2201:056D::112E:144A:1E24".

From RFC 1132, Section 2.1

      Host software MUST handle host names of up to 63 characters and

      SHOULD handle host names of up to 255 characters.
From RFC 3315
2.2 Text Representation of Addresses

   There are three conventional forms for representing IPv6 addresses as

   text strings:

   1. The preferred form is x:x:x:x:x:x:x:x, where the 'x's are the

      hexadecimal values of the eight 16-bit pieces of the address.

      Examples:

         FEDC:BA98:7654:3210:FEDC:BA98:7654:3210

