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1 Introduction

1.1 Objective

Because: 

· The Rel-6 PSS Work Item Definition contains the introduction of Packet Switch Streaming Quality Metrics in the Rel-6 of 3GPP. And, 

· Rel-6 3GPP TS 22.233 “Transparent end-to-end packet-switched streaming service; Stage 1”  states that “The PSS should be able to support real-time quality of service metrics data from the UE”.

3GPP TSG SA WG4 is mandated by SA to introduce this feature. 

During SA4#25 PSM SWG in Berlin the following was agreed (S4-030235 - Report on TSG-S4 PSM SWG during SA4#25bis meeting):

“The decision was to try to have a permanent document that would live between the meetings and where the editor will add the comments and inputs over time.”

The objective of this document is to keep track of this specific work in one common document in order to ease the introduction of this feature in the Rel-6 PSS specifications ( e.g. 3GPP TS 26.234).

Editor’s note: this principle was agreed during the SA4#26 PSM SWG meeting.

1.2 Scope
The present permanent document describes the following aspects of the PSS quality metrics:

· Objective

· Architecture 

· Requirements, 

· Metrics definitions, 

· Protocol definition,

· Security aspects

· Work plan

This permanent document follows a versioning process to reflect the progress and agreement within the 3GPP SA WG4 up to the point at which this document is approved in v1.00. Then, the necessary CRs based on this permanent document will be presented to update the 3GPP specifications. Once these are approved, this document should not be updated anymore.

Editor’s note: this principle was agreed during the SA4#26 PSM SWG meeting.

1.3 References

[1] S1-021539, Hutchison 3G UK; Requirements For PSS Streaming Quality Metrics;

[2] S1-022037, Hutchison 3G UK; Service Requirements – Real-Time Monitoring of Application-Level QoS Document

[3] RTP Control Protocol Extended Reports (RTCP XR) draft-ietf-avt-rtcp-report-extns-06, Friedman, Caceres, Clark, May, 2003


[24] SDP: Session Description Protocol, IETF RFC 2327, April 1998.

[35] Augmented BNF for Syntax Specifications: ABNF, IETF RFC 2234, November 1997.

[46] Real Time Streaming Protocol (RTSP), IETF RFC 2326, April 1998.
[7] S4-030769 Clarifications for the design of Quality Metrics, Nokia, Vidiator, 3.
1.4 Document history

0.01: First draft for SA4#26

0.02: Second draft after discussion during SA4#26

0.03: Third draft for SA4#27. Updates after comments received from 3UK/Vidiator: Changes are suggested based on S4-30353 and the discussions in SA4#26 PSM SWG, Paris France. There are no new metrics added other than the ones in the S4-30353 document.

0.04: Fourth draft updated during the SA4#27 PSM and quality metrics drafting session.

0.05: Fifth draft updated during SA4#28 PSM meeting. To be reviewed and commented over the reflector prior to SA4#29 meeting.

0.06: Sixth draft updated during SA4#28 PSM meeting. Revisions marks highlight differences with both versions 0.05 and 0.04. To be reviewed and commented over the reflector prior to SA4#29 meeting.

0.07: Editorial changes to the work plan. Input to SA4#29.

0.08: Updates during SA4#29 PSM Session.
0.09: Updates during SA4#29 QoE Drafting Session.
2 Objective

The objective of the streaming service quality metrics is to offer to the service providers means to evaluate the end user experience. 

The streaming service quality metrics are not intended to be used for billing nor terminal/player benchmarking purposes.

Editor’s note: this section has been agreed in PSM SA4#27. 

3 Architecture

The architecture is identical to the Rel-6 PSS architecture. I.e. it involves one or more streaming clients located in the UEs, a streaming server located in the CN and involves transparent RAN and CN elements.

Because the service is transparent to the type of RAN and CN, only the streaming client and the streaming server are impacted by the PSS quality metrics. One consequence of this is that the measurements can not rely on any information from protocol layers below the RTP layer (e.g. UDP, IP, PDCP, RLC).

Editor’s note: this section has been agreed in PSM SA4#27.
4 Requirements

This section describes some technical considerations in order to realize the quality metrics mechanism:

· Transport. The metrics should be delivered as reliably as possible to the PSS server to ensure accurate reporting. 
· Required metrics. A minimal set of metrics should be defined that must be supported by all implementations of the streaming quality metrics but extensions must also be allowed. This document contains a minimal set of metrics together with their simple definitions. 
· Extensibility. There should be a practical means of evolving while maintaining backwards-compatibility. The metrics should be safely ignored by PSS servers that do not support them, including vendor-specific extensions.

· Unique. Metrics should be reported for unique streams, for example based on the session identifier.
· Time-stamped. It should be possible to correlate each set of metrics to a distinct temporal point within the stream (i.e. a timestamp or sequence number must be included) in order to observe changes in quality over time and aid post-analysis. The terminal should be able to buffer a number of records to send in one message.
· Efficient. The increase in uplink bandwidth required ought to be considered. Consequently the terminal should establish bearers with sufficient bandwidth to transmit both the quality metrics and standard receiver reports to the server, depending on the expected report interval and size. Therefore the transmission of statistics should not adversely affect the real-time media flow, and the data should be represented in a compact form to minimise network transmission time. The transmission frequency should be specified with care to avoid unnecessary bandwidth consumption. The default should be one, to report once at the end of the session.

· Authentic. It should be made difficult for the customer terminal/client to generate false metrics and therefore to mislead about the quality achieved during the stream. The definition of an authentic measurement is  out of the scope of this document. 

· No billing. The metrics defined are not intended for any charging purposes.

· Minimal complexity. The processing overhead must be minimised so that even relatively low-power devices are capable of generating the data. There should be optional parts within the metrics that may be omitted by the device, depending on the vendor implementation and device capabilities. 
· No handsets/players/terminals benchmarking. The metrics should not be used to evaluate handsets/players/terminals with each other, but to evaluate user experience on a single handset/player/terminal under various network conditions with various content. 
Editor’s note: this section has been agreed in PSM SA4#27. 
4.1 Service requirements:

The PSS quality metrics service shall:

· only be enabled if required by the service provider. 

· not disturb the PSS service.

Editor’s note: this section has been agreed in PSM SA4#27.
4.2 UE requirements:

The UE must include a compliant 3GPP PSS client. Additionally, the UE is responsible to 

· perform the quality measurements in accordance to the measurement definition, 

· aggregate them into client quality metrics and, 

· report the metrics to the server.

This requirement does not preclude the possibility for the client to report raw quality measurements to be processed by the server into quality metrics.

Editor’s note: this section has been agreed in PSM SA4#27.
4.3 PSS server requirements:

The PSS server is responsible to 

· signal the activation of  the client’s quality metrics reporting and,

· gather the client’s quality metrics.

The way the quality metrics are processed and made available is out of the scope of the 3GPP SA4 specifications.

The server may process the received client’s quality metrics to build aggregated quality metrics. E.g. it could receive a raw lost packets report and build the Min, Max, Avg and Std packet loss rate for a particular client.

Editor’s note: this section has been agreed in PSM SA4#27.
5 Metrics definitions

The objective of the metric definition is to obtain consistent measurements across content type, UEs, types of RAN.

The constraints are to minimize:

· the size of the metrics report that will be sent to the server and,

· the complexity for the UE.

The metrics can be divided in 3 different types:

· A first set of metrics are computed from UE based media quality measurements (measured within the decoder or predicted at the decoder input). 

· A second set of metrics are computed by the UE based on the general PSS protocol and the player operation. E.g. abnormal termination of a session.

· A third set of quality metrics are computed based on UE measured network characteristics. E.g number of packets lost in succession.

5.1 Media quality metrics

These quality measurements are defined per media type. A UE only supports the measurements relative to the media types used in the PSS session.

Definitions

QoE: 

Quality of Experience. I.e. Quality metrics.

Reporting period:

The reporting period is the period over which a set of metrics is calculated. The value of the reporting period is controlled by the PSS server.

Corruption: 

A media (audio/speech/video) corruption is a period where the media (audio/speech/video) has freezes/gaps or quality degradations.

Corruption duration: 

Corruption duration in time from start of the first corrupted media (audio/speech/video) decoded frame to the start of first subsequent decoded good frame or the end of reporting period (whichever is sooner) not including the buffering freezes/gaps and pause freezes/gaps.

Good frame: 

A good frame is a media (audio/speech/video) decoded frame that is not corrupted. I.e. that doesn't contain any freezes/gaps or quality degradations. To declare a video or audio frame as good, the additional definition is introduced: A good frame is the earlier of N frames after last loss or (for video) a complete I-frame, where N is either (a) signalled or (b) defaults to ( (for video) or 1 (for audio).

Re-buffering:
Re-buffering is defined as any stall in play time due to any involuntary event at the client side.

Editor’s note: this section has been agreed in PSM SA4#27. Definitions for QoE, Good frame and Re-buffering were added during SA4#28 meeting. 
5.1.1 Speech

· Corruption Duration
· 
· 
· 
· 
Editor’s note: this section has been agreed in PSM SA4#27.
SA4#29: There was an agreement to delete min, max, avg, std metrics.
5.1.2 Audio

· Corruption Duration
· 
· 
· 
· 
Editor’s note: this section has been agreed in PSM SA4#27.
SA4#29: There was an agreement to delete min, max, avg, std metrics.
5.1.3 Synthetic audio

Not applicable

Editor’s note: this type of media is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
5.1.4 Video

· Corruption Duration
· 
· 
· 
· 
Editor’s note: 

- Periodic bursts of corrupted frames can be identified using the above metrics.

- Predicting the effect of lost I or P frames is difficult. We need a solution to this.

- this section is still under discussion

SA4#29: There was an agreement to delete min, max, avg, std metrics.
5.1.5 Still images

Not applicable

Editor’s note: this type of media is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
5.1.6 Bitmap graphics

Not applicable

Editor’s note: this type of media is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
5.1.7 Vector graphics

Not applicable

Editor’s note: Vector graphics is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
5.1.8 Text

Not applicable

Editor’s note: this type of media is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
5.1.9 Timed text

Not applicable

Editor’s note: this type of media is not streamed but downloaded. Streaming metrics are not relevant in that case.

Editor’s note: this section has been agreed in PSM SA4#27.
SA4#29 Note: For timed text corruption metric is desirable.
5.2 PSS protocol and player metrics

· 
· 
· 
· 
· 
· Rebuffering Duration1
1 The number of times the media player re-buffered (excluding initial buffering and seeks)

Editor’s note: this section is still under discussion.

5.3 Network metrics

· Stream setup time2
· Initial buffering time3
· 
· 
· 
· 
· Number of RTP packets lost in succession4
· Number of bytes presented to the media decoder5
· No. detected bit-errors6
· No. corrected bit-errors6
2 The length of time in seconds between the stream request (measured from when the TCP connection is initiated) from the UE and the first RTP packet being received.
3 The time from receiving the first RTP packet until playing starts.
4 The minimum number of content packets lost in succession per media channel.
5 Cumulative number of bytes presented to the media decoder.

6 Number of detected and corrected bit-errors at the application-level. Lower-level errors will be handled by the link layer (either dropped or propagated to the application layer).

Editor’s note: this section is still under discussion. 
SA4#29: There was an agreement to delete min, max, avg, std metrics.

6 Protocol definition

The objective is to define a simple and robust protocol that will enable the PSS quality metrics when they are needed. 

A first constraint is to reuse the existing PSS protocol between server and the client. The other constraint is to minimize the amount of data that have to be sent over the air.

It is assumed that the terminal also implements RTCP reports and will also implement RTCP protocol extensions upon acceptance as a standard, especially for the definition of raw metrics. Information derived from these two protocols will be used whenever possible. 

SDP is used to initiate the QoE negotiation. A new SDP attribute, which can be used as either a session or media level SDP attribute is defined based on RFC 2327 [4] and RFC 2234 [5]:

a=QoE-Metrics: Metrics “;” Sending-rate [“;” Range] CRLF

Metrics = “metrics” “=” “{“ 1#(1*TEXT) ”}”

Sending-rate = “rate” “=” 1*DIGIT / “End”

Range = as defined in [4]

DIGIT = as defined in [4]

A new RTSP header is defined to enable the PSS client and server to negotiate what metrics are sent by the PSS client and how often:

QoE-header = “QoE-Metrics” “:” “Off” / 1#(stream-url “;” Metrics “;” Sending-rate [“;” Range]) CRLF

stream-url = “url” “=” rtsp_URL

Metrics = “metrics” “=” “{“ 1#(1*TEXT) ”}”

Sending-rate = “rate” “=” 1*DIGIT / “End”

Range = as defined in [6]

DIGIT = as defined in [6]

Rtsp_URL = as defined in [6]

There are two ways to use this header: 

1. If only the Off parameter is used, this is an indication that either server or client wants to cancel the metrics monitoring and reporting. 

2. If the header contains other parameters, then the metrics transmission is requested to start (or restart in case of mid-session monitoring). 

If the header is used with the RTSP Session Control url information, then QoE-Metrics is used at the session level. If the url is an RTSP Media Control url, then QoE-Metrics is used at the media level and each media gets its own QoE-Metrics line. 

Note: It is possible that the same url is referenced more than once. If the Sending-Rate and Range information are different than the previously defined one, then the new metrics parameters are considered as a different parameter set, which is valid for that particular url, but for different metrics. Otherwise, the same RTSP control url must not be referenced more than once for the same Sending-Rate and Range values.

It is required to set the sending rate. If the Sending-rate value is 0, then the client can send feedback messages at any time depending on the events occurred in the client. Values ( 1 indicate a precise message-sending interval. The shortest interval is once a second and the longest interval is undefined. The feedback sending interval can be different for different medium, but it is recommended to keep a sort of synchronization, to avoid extra traffic in the uplink direction. The value End indicates that only one message is sent at the end of the session. The Range field can be used to define the time limit of feedback sending. In this way it is possible to decide the monitoring time range during the negotiation phase.

The Quality Metrics feedback can be conveyed to the PSS server by using the SET_PARAMETER method using the following new RTSP header:

Feedbackheader = “QoE-Feedback” “:” 1#(stream-url 1*(parameters) [“;” Range] CRLF)

stream-url = “url” “=” rtsp_URL

parameters = “;” Metrics “=” “{“ SP / 1#(Value [SP Timestamp]) “}” 

Metrics = *TEXT

Value = 1*DIGIT [“.” *DIGIT]

Timestamp = 1*DIGIT

Range = as defined in [6] 

// Calculation range

DIGIT = as defined in [6]

Rtsp_URL = as defined in [6]

SP = as defined in [6]

Stream-url is the RTSP session or media control URL identifier for the feedback parameter. The Metrics field in the Parameters definition contains the name of the metrics/measurements and it shall be the same as the Metrics field in the negotiation QoE header (QoE-Metrics). It is recommended to keep the order of metrics the same to simplify parsing. The Value field indicates the results. There is the possibility that the same event occurs more than once during a monitoring period. In that case the metrics value can occur more than once, which indicates the number of events to the server. The optional Timestamp indicates the time when the event (or measurement) occurred or when the metric was calculated since the beginning of the session. Also no events can be reported (using the SP – space). The optional Range indicates the reporting period.

Quality Metrics reporting is normally done by the PSS client using the SET_PARAMETER method. However, in particular cases, it is more efficient to use other methods to carry the information.

CASE 1: when sending the very last Quality report, the client can embed the quality information into a TEARDOWN message. This avoids increasing the teardown delay. In the normal case, the client should send a SET_PARAMETER message containing the last quality reports before the TEARDOWN. And it would have the effect of increasing by 1 RTSP RTT the total teardown delay.

CASE 2: when the client wants to pause the streaming flow, quality metrics information can be embedded into a PAUSE method. If a SET_PARAMETER would be used and sent before PAUSE, then the PAUSE delay would be increased by one RTSP RTT. Also, it might be that the PAUSE message is the last message received by the server (the user might want to teardown the session immediately after PAUSE, or the connection is suddenly lost). This would not allow the server (and therefore the operator) to know about the last reporting period (that could carry important information about anomalies in the system). Therefore, it is proposed to embed the Quality Metrics information in PAUSE, in order for the server not to miss important monitoring data and for not increasing delays.

When the system is paused, there is no media data flow. It is recommended not to send any Quality Metrics feedback from client to server when the system is paused. The server should not request feedback messages during the pause state. After the pause state is ended, the periodical feedback and normal operations can continue. This reduces the network load in the uplink and downlink directions, and the processing overhead for the PSS client. When PLAY is sent by the PSS client after a PAUSE, the clock for measuring the reporting period is reset.

Examples:

Example 1:

This example shows the syntax of the SDP attribute for Quality Metrics. The session level Quality metrics description (Initial buffering duration and rebufferings) to be monitored and reported only once at the end of the session. Also video specific description of metrics (corruptions and decoded bytes) to be monitored and reported every 15 seconds from the beginning of the stream until the time 40s. Finally, audio specific description of metrics (corruptions) to be monitored and reported every 20 seconds from the beginning until the end of the stream.
S->C  RTSP/1.0 200 OK

Cseq: 1

Content-Type: application/sdp

Content-Base: rtsp://example.com/foo/bar/baz.3gp/

Content-Length: 800

Server: Nokia RTSP Server

v=0

o=- 3268077682 433392265 IN IP4 63.108.142.6

s=QoE Enables Session Description Example

e=support@nokia.com

c=IN IP4 0.0.0.0

t=0 0

a=range:npt=0-83.660000

a=QoE-Metrics:{Initial_Buffering_Duration,Rebuffering_Duration};rate=End

a=control:*

m=video 0 RTP/AVP 96

b=AS:28

a=QoE-Metrics:{Corruption_Duration,Decoded_Bytes};rate=15;range:npt=0-40

a=control:trackID=3

a=rtpmap:96 MP4V-ES/1000

a=range:npt=0-83.666000

a=fmtp:96profile-level-id=8;config=000001b008000001b50900012000

m=audio 0 RTP/AVP 98

b=AS:13

a=QoE-Metrics:{Corruption_Duration};rate=20

a=control:trackID=5

a=rtpmap:98 AMR/8000

a=range:npt=0-83.660000

a=fmtp:98 octet-align=1

a=maxptime:200
Example 2 (Quality Metrics negotiation):

In this example it is shown how to negotiate Quality Metrics during RTSP session setup.
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Figure 1:QoE Metrics negotiation
The Quality Metrics negotiation starts with the response to the DESCRIBE request, where the Metrics information is embedded into SDP data (as described in the previous section). If the PSS client supports Quality Metrics, then it shall send a SETUP request (like that below) containing the selected/modified QoE Metrics for either session level, or the media level, which is being set-up.

C->S 
SETUP rtsp://example.com/foo/bar/baz.3gp/trackID=3 RTSP/1.0


Cseq: 2

QoE-Metrics:url=”rtsp://example.com/foo/bar/baz.3gp/trackID=3”;  metrics={Corruption_Duration,Decoded_Bytes};rate=10;Range:npt=0-40, url=”rtsp://example.com/foo/bar/baz.3gp”;

metrics={Initial_Buffering_Duration, Rebuffering_Duration};rate=End
In order for the PSS client to indicate that both session level and media level Quality Metrics are supported, the client shall send all the supported/modified Quality Metrics related to the media level. It shall also send the selected session level Quality Metrics in at least one of the SETUP requests. In the above SETUP request, the client modifies the sending rate of the Quality Metrics for the control URL ”rtsp://example.com/foo/bar/baz.3gp/trackID=3” from 15 to 10 (compared to the initial SDP description). 

Receiving this SETUP request, the server returns back the 200/OK and the accepted Quality Metrics returned by the client (to re-acknowledge the changes). It may also reject the changes made by the client. If the server rejects the changes, it can either set new values and resend the modified metrics back to the client, or it can simply ignore the metrics and not re-acknowledge them.

Assuming that the server acknowledged the changes, the server will send back a SETUP response as follows:

S->C
RTSP/1.0 200 OK

      Cseq: 2

Session: 17903320

Transport: RTP/AVP;unicast;client_port=7000-7001;server_port= 6970-6971
QoE-Metrics:url=”rtsp://example.com/foo/bar/baz.3gp/trackID=3”; metrics={Corruption_Duration,Decoded_Bytes};rate=10;Range:npt=0-40, url=”rtsp://example.com/foo/bar/baz.3gp”;

metrics={Initial_Buffering_Duration,Rebuffering_Duration};rate=End

If the server does not approve the modifications done by the client, they can continue to re-negotiate until the RTSP PLAY request and the RTSP PLAY response of the server would return the final negotiated Quality Metrics including all session and media level Metrics values.

It must be noted that each time the QoE-Metrics header field is sent in an RTSP request, it shall also be present in the response corresponding to that particular request. Otherwise, the receiver of the response assumes that the other end does NOT support Quality Metrics.

Example 3 (Quality Metrics negotiation – no DESCRIBE – 200/OK):

If there is no DESCRIBE – 200/OK message pair sending at the beginning of the RTSP signaling (Figure 2), it means that the SDP description is received by other means and the negotiation is started with a SETUP message. If the server wants to use the Quality Metrics information, it can send a Quality Metrics request in the 200/OK response. If the PSS client sends the Quality Metrics information in the next message, the negotiation can continue until the mutual agreement is reached or RTSP PLAY request and response message pair is reached. If the client doesn’t send Quality Metrics information, then the server knows that the client doesn’t support Quality Metrics. This is shown in Figure 2 and can make use of the same RTSP header defined in this section.


[image: image2.wmf] 

Client

 

Server

 

1. SETUP

 

 

2. 200 OK (incl. QoE negotiation data)

 

3. PLAY request (incl. QoE negotiation data)

 

 

4. 200 OK (incl. final QoE negotiation data)

 

5. RTSP messages incl. QoE metrics

 

 

Negotiation

 

Feedback

 

.

.

.

 


Figure 2: QoE Metrics negotiation (no DESCRIBE-200/OK)

Example 4 (Feedback):

C->S SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”;Corruption_Duration={2,3,1,0.5,5} 

This example shows that during the monitoring period 5 corruptions periods have occurred. Each value indicates the duration (in seconds) of each corruption period (provided the metrics Corruption_Duration has been semantically defined as the length of corruptions). 

Example 5 (Feedback with timestamps and range):

C->S SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”; Corruption_Duration={2 1,3 10,1 15,0.5 19,5 25};Range:npt=10-20
This example shows that during the monitoring period 5 corruptions periods have occurred. Each values couple indicates the duration (in seconds) of each corruption period and the timestamp of the corruption (for example, the first corruption occurred at second 1 and lasted 2 seconds. 

Example 6 (Feedback with no events):

C->S 
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Feedback: url=“rtsp://example.com/foo/bar/baz.3gp/trackID=3”;Corruption_Duration={ }
In this example there are no events to report.

It is possible that either the server or the client wants to change the Quality Metrics parameters during the session. The server might want the information more often or the client might notice that it cannot provide all the metrics previously negotiated. It is also possible to switch off the whole Quality Metrics sending. In order to start it again later, the server can send a new request. Some examples follow to illustrate few typical cases.

If the change occurs in the middle of a reporting period, the PSS client shall send a QoE report (of the already measured fraction of period) after the change has been accepted (i.e., after the 200/OK).

Example 7 (change request):

S->C
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp/trackID=5 RTSP/1.0


Cseq: 302


Session: 17903320

QoE-Metrics: metrics={Corruption_Duration,Decoded_Bytes};rate=10

In this example, the server asks the client to add a new Quality Metrics measurement (decoded bytes) and also wants to decrease the period of measurement from 20 to 10 seconds. The responses for the change request would be

Accepted:

C->S
RTSP/1.0 200 OK

Cseq: 302

Session: 17903320
QoE-Metrics: metrics={Corruption_Duration,Decoded_Bytes};rate=10

Not accepted:

C->S
RTSP/1.0 200 OK


Cseq: 302

Session: 17903320

QoE-Metrics:metrics={Corruption_Duration};rate=20

If the new values are not accepted, the previously used parameters are repeated indicating that the previously negotiated situation remains unchanged. The list of metrics is always absolute. There is no way to add or subtract the current list, but the new list of metrics replaces the old list.

Example 8 (setting the Metrics off):

This is an example of messages, where the metrics are set off. Metrics can be set off at session level or at media level. The url indicates what level is used. In this example, the metrics are switched off at session level (all the medium).
C->S, S->C 
SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

QoE-Metrics: Off
The response for setting the metrics off would be

Accepted

S->C, C->S
RTSP/1.0 200 OK

Cseq: 302


Session: 17903320
QoE-Metrics: Off

Editor's note: This section is still under discussion

· The ABNF version will be generated

· The following questions needed to be answered to define the protocol:

· What is the transport mechanism ? 

RTCP and RTSP

· What is the control mechanism ? 

SET and GET methods

· When should reports be sent ? 

· periodically, 

· at the end of a session or 

· triggered by events in the UE

This is controlled by the server (or the server can ask the client to set those),.

· How can measurements be triggered ?

· as a whole (ON/OFF)

· only for some measurements 

· only on certain media types only for a certain duration.

The 3 are possible and controlled by the server.
Sa4#29 Notes: 
· There was an agreement on the usage of RTSP for negotiation and for the transport of quality metrics. 
· There was an agreement on excluding mid-session metrics renegotiations (except turning the metrics off).
· There is general agreement on principle of the above proposal provided that is updated based on the notes taken in the drafting session for metrics in SA4#29. 
7 Security aspects

Methods for secure QoE metrics generation and transport are out of the scope of this document. 

Work Plan

This work plan reuses the general PSS Rel-6 work plan maintained by the editor (S4-030154). The proposed work plan delays the approval of CRs currently in the PSS work plan.

	Date
	PSS Rel-6 items
	Meeting
	Quality metrics

	February 2003
	[Audio handled in AMR-SWG:

· Finalised AMR-WB+ permanent documents

· List of AMR-WB+ candidates]

Audio handled in PSM-SWG:
· List of proposed codecs for PSS (and MMS) closed
File format:

· First draft on server file format

Media (except audio):
Protocols:

· First draft on reliable streaming
· First draft of Quality metrics for streaming
	SA4#25bis 

(24 - 28 Feb)
	· Discussion 

· Decision to create a permanent document

	March 2003
	
	
	

	April 2003
	
	
	

	May 2003
	Audio handled in PSM-SWG:

· Selection criteria for PSS (and MMS) available

· Test Plan available for PSS (and MMS) codec

· Codec testing (AMR-WB+ and PSS/MMS, maybe in combination) conducted between May and September (in both low and high bit rate)
File format:

· CR on server file format to be presented at TSG-SA#20

Media (except audio):

Protocols:

· Second draft on reliable streaming.
· Second draft on Quality metrics for streaming
	SA4#26 

(5 - 9 May)
	Objectives

· Creation of the permanent document (0.01). 

· Appointment of the editor

· Decision on the list of measurements required

· Progress on the protocol, the architecture, the requirements.

Achieved:

· Creation of the permanent document (0.01). 

· Appointment of the editor

· Progress on the list of measurements required

· Progress on the protocol, and architecture and general requirements.



	June 2003
	
	
	

	July 2003
	[Audio handled in AMR-SWG:

· Testing of PSS/MMS audio codec candidates continue]
Audio handled in PSM-SWG

· Selection of “high bit rate” audio codec for PSS/MMS.
File format:

· First draft of Asset information in the file format.
Media (except audio):

Protocols:

· CR on reliable streaming to be presented at TSG-SA#21
· CR on Quality metrics for streamingto be presented at TSG-SA#21
	SA4#27 

(7 - 11 Jul) 
	Objectives

· Decision on the definition of the agreed measurements 
· Decision on the architecture and protocol

· Progress the requirements.
Achieved

· Partial decision on the definition of the agreed measurements
· Agreement on the architecture 

· Agreement on the service, UE and server requirements



	August 2003
	
	
	

	September 2003
	Audio handled in PSM-SWG: 

· AMR-WB+ test results

· Draft AMR-WB+ codec specs available

· (Combined ?) PSS/MMS Audio codec Test Results available 

· Selection of “low bit rate” audio codec for PSS/MMS Rel-6 

· Draft codec specifications available (prepared beforehand by each candidate).

· Presentation of PSS/MMS Audio codec draft specs for information at TSG-SA#21.

File format:

· Final version of the Asset information in the file format.

Media (except audio):

Protocols:

Last meeting for proposals with “new” functionality/content!
	SA4#28

(1-5 Sept)
	Objectives

· Decision on the UE and server requirements
· Presentation of draft CRs
· Progress on the protocol
· Finalizations of metrics
Achieved

· Progress on the protocol
· Progress on the security aspects


	October 2003
	
	
	

	November 2003
	Audio:

· Presentation of CRs to PSS/MMS specs (TSs 26.234 and 26.140) for approval at TSG-SA#22

File format:

· CR on work done for approval at TSG-SA#22

Media (except audio):

· CR on work done for approval at TSG-SA#22

Protocols:

· CR on work done for approval at TSG-SA#22


	SA4#29

(24-28 Nov)
	Objectives

· Decision on the protocol
· Finalizations of metrics
· Approval of the permanent document
· Presentation of draft CRs


	December 2003
	
	
	

	January 2004
	
	
	

	February 2004
	
	SA4#30

(23 - 27 Feb 2004)
	Approval of CRs

	March 2004
	Finalisation of Release 6!
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