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Abstract of the contribution:

The second Editor’s Note in clause 5.2.3.3.1 and the text preceding it speculate about the meaning of “identification of subscriptions” in a requirement from TR 22.864 (SA1). We propose that the speculative text should be replaced with saying that the definitions of identifiers in clause 3.1 “Definitions” apply. The EN is proposed to be deleted. 

----------------------- start of pCR to TR 33.899, v060 -----------------------

5.2.3.3.1

Key issue details

a) Subscription identifiers and credentials 

In UMTS and LTE, the IMSI uniquely identifies a mobile subscription globally. The IMSI is stored in the USIM application on the UICC issued by the MNO. In other words, the identifier of the subscription belongs to, and is completely under the control of, the MNO. 

TR 22.862 has the following requirement that calls for the network access to equipment owned and managed by a 3rd party such as a factory owner. 

"The 3GPP system shall support industrial factory deployment where network access security is provided and managed by the factory owner with its ID management, authentication, confidentiality and integrity."

This key issue deals with the types of subscription credentials and identifiers that are used to access Next Generation system. Equipment related credentials and identifiers are dealt with in a separate key issue (Key Issue # 2.4). Solutions may describe how the credentials could be stored, as well as how the interoperability and roaming (if supported) related to credentials could be implemented. Figure 5.2.3.3.1-1 demonstrates the types of subscription credentials that are under discussion, and how the identifiers, and long term security keys are related to each other. The intention is to define a flexible system that allows also alternative access authentication methods with different types of credentials other than the legacy methods currently supported in 3GPP for machine type devices.  This is both for locally deployed industry automation systems and large scale MNO networks for non-human IoT deployments (i.e., where the devices are not used by humans, e.g., excludes smart phones and wearables).  

Editor's note: Word "non-3GPP" should be replaced by another word because the "non-3GPP" credentials and "non-3GPP" identifiers are being described in 3GPP specifications. 
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Figure 5.2.3.3.1-1: Different variants of subscription credentials 

Three types of credentials could be relevant for this key issue: 

-
Existing 3GPP subscription credential: This is a credential similar to (or exactly the same as) the legacy credential that has a 3GPP subscription identifier and a long-term shared key. There are no limitatinos in the usage of this type of credentials in the NextGen system.

-
Alternative 3GPP subscription credential: This is a new type of credential that is based on something else than the legacy credential. It includes an alternative key (e.g. shared, private, or public), however, it still has a 3GPP subscription identifier. These credentials can be used for large scale MNO networks deploying alternative credentials for non-human IoT devices.

-
Alternative subscription credential: This is a second type of new credential that is also based on something else than the legacy credential. It includes an alternative key (e.g. shared, private, or public), however, it does not have a 3GPP subscription identifier. These credentials can be used for locally deployed, non-human machine type communication systems, e.g. industrial automation systems.

NOTE:
The use of any alternative credential has many business aspects that are out of the scope of this TR. This key issue will focus on technical side of the problem, and it is motivated by TR 22.862’s [4] service requirement related to the 3GPP system supporting authentication process that can handle alternative authentication methods with different types of credentials. The service requirements in TR 22.862 [4] refer to the use of alternative credentials in factory context e.g. with robots, sensors and actuators over both licensed and unlicensed spectrum. 

The subscription identifiers in 3GPP-based systems are used for several purposes. They globally and uniquely identify the subscription; however, they are also used for identifying the home network and for routing the authentication vector request to the home network when the UE is roaming. Therefore when the use of an alternative subscription credential requires the support for roaming, a 3GPP subscription identifier shall also be associated with the alternative credential, and used for routing the authentication request to the home 3GPP network. It is understood that a non-3GPP subscription identifier is not routable to the home 3GPP network if the UE is roaming.

NOTE:
The use of alternative keys and the non-3GPP subscription identifiers may be subject to regional regulatory requirements. However, it is assumed as a general principle that if the Mobile Operator has not provided the alternative key for security, the Mobile Operator would not be responsible for providing the session key material to Lawful Interception. The regional regulation is assumed to be dependent on different network deployment scenarios and the services provided, e.g. different network slices may have different regulatory requirements. For example, a dedicated network slice for factory where the subscribers are not humans but robots, sensors and actuators or networks operated only over unlicensed spectrum may have different Lawful Interception requirements than the more traditional network deployment scenario. 

The acceptance of any type of alternative credentials (i.e. 3GPP or non-3GPP) is a local decision of the serving access network, and consequently can be limited in terms of global roaming. In other words, alternative credentials are sometimes limited to local usage in one access network, and are not accepted by other access networks. Furthermore, the use of different types of alternative credentials can be limited to certain services or for dedicated network slices that are isolated from other slices within the same PLMN. 

In addition there are other requirements that relate to identifiers and possibly could be covered under the present key issue:

Separation of equipment identifier from subscription (TR 22.864)

 "The 3GPP system shall be able to support identification of subscriptions independently of identification of devices."

Two different types of identifiers are referred to in the above requirement – identifier of the device and identifier of the subscription. The TR is unclear on what these identifiers really mean. For the purposes of the present TR, the definitions of identifiers in clause 3.1 apply.








b) Group identifiers and credentials 

Need for group identifier (TR 22.861)

"The 3GPP System shall support a mechanism which provides an appropriate and efficient authentication mechanism for groups of IoT devices." 

One implicit requirement coming out of the above statement is the need to uniquely identify and manage identifiers of the group.

It is ffs how group identifiers are assigned and managed in Next Generation system, and which credentials are used for authentication.
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