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1
Decision/action requested

It was encouraged in telco NSA#12 to agree on questions to answer in order to come to interim agreements helping in the solution selection process.
2
References
[1]
3GPP TR 33.899-060
3
Rationale

During NSA#12 telco it was encouraged to start a list of questions that may lead to interim agreements for the TR 33.899. The following pCR proposal is addressing key issue #7.2 in security area "Subscription Privacy".

Note to editor: to be added in X.7.2 Questions and Interim Agreements for Key Issue #7.2 Concealing permanent or long-term subscription identifier
4
Detailed proposal
X.7.2.X Synchronisation and recovery aspects 

Several methods have been proposed in security area #7 on subscription privacy to allow for re-synchronisation. The following reasons for out-of synch are mentioned in solution #7.3:  lost pseudonym, already assigned pseudonym or invalid pseudonym, which need recovery mechanisms. 
X.7.2.X.1 Description of Question

Question: What are the use cases for failure? Which are the possibilities of loss of identity synchronisation between UE and network?

Question: Can a UE or the HN detect maliciously initiated failure scenarios? 

Question: Could recovery and re-synchronization by out-of-band means be sufficient?

X.7.2.X.2 Interim Agreement

