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[bookmark: OLE_LINK5][bookmark: OLE_LINK6][bookmark: OLE_LINK7]Abstract of the contribution: Update the threat description of Key issue 5.3.5.1.
pCR
[bookmark: _Toc463009522]5.3.5.1	Lack of User Activity Trace
[bookmark: _GoBack]-	Threat Name: Lack of User Activity Trace
-	Threat Category: Repudiation
-	Threat Description: A system user, including a possible attacker, can maliciously or erroneously access and modify data in the GNP system, without no or lesser possibility of the actions later being traceable to his/her user identity. One scenario of anonymity is when the user is logged on to a system group account. Insufficient user activity records also lead to the lack of user activity trace.
-	Threatened Asset: all critical assets of GNP as listed in clause 5.2, except hardware assets

