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Abstract of the contribution: This proposal indentified the text in the figure 6.1.1.1.2.1 doesn’t align with the subsequence description. It is proposed to update the text.
1. Introduction

The context in the chapter 6.1.1.1.2.1 “Broadcast Messages Protected by Identity based Authentication” descripted “upon receipt of the message, UE2 verifies it as follows”. During the verification procedure there are three kinds of verification: the timestamp verification , the sender’s indentifier lifetime verification, and the signature verification. But the step#2 text in the figure 6.1.1.1.2.1 only descript two kinds of verification, the “TIME”(the starting time of the life time of sender’s identity) is lost. And also the step#1 text in the figure lost the “TIME” parameter. 
It is proposed to add the “TIME” to the step#1 and step#2 text in the figure 6.1.1.1.2.1.
The first paragraph following the figure 6.1.1.1.2.1 descripted the messages parameters, but it lost the parameter “TIME”.
It is proposed to add the “TIME” to the message parameters.
2. Proposal

It is proposed to make the following change to TR33.885 v0.4.0.

***********************Start of the first change************************
6.1.1.1.2.1         Broadcast Messages Protected by Identity based Authentication  
……
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Figure 6.1.1.1.2.1
- Broadcast Messages Protected by Identity based Authentication
1. UE1 creates a message Message, and signs (Message, time t, PVT,TIME, KMS_ID) with its SSK, installed during the authorization phase with KMS, where time t is the time when generating the signature.

***********************End of the first change*************************
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