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Introduction 
This contribution completes key issue details and specifies the security threats to authentication schemes when considering efficiency in energy consuming and reduced signalling for resource constraint environment, and adds them to the section 5.2.3.6. 
Proposed pCR
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The Massive Internet of Things introduces new operational considerations to a 3GPP system.  While some support for IoT will be provided by current systems, there is a room for improvement in the operational aspects that can be designed into a NexGen system whereas they are not easily retrofitted into an existing system.
Especially for the energy consumption sensitive devices, the objective is to keep operation for years, the authentication scheme should be designed to save computation cost and signalling overhead as efficient as possible. It is usually difficult for a non-optimized protocol (including authentication protocol) to meet the energy efficient requirement. The protocol optimization is a popular method to solve the availability problem, such as in the application layer the HTTP protocol is replaced with the lightweight COAP protocol for IoT devices. An optimized authentication protocol usually minimizes the message overhead and computation overhead for energy efficiency. 
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Editor’s note: Security threats need to be further clarified.
An optimized authentication protocol might compromise the security such that an unauthorized UE may access to the network.
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Editor’s note: potential security requirements should be derived from security threats.
-	The lightweight but secure enough authentication scheme for energy consuming sensitive devices is required in NexGen network.
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