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Abstract of the contribution: It proposes security requirement to clause 5.3 of TR 33.885.
1. Discussion
The V2X enabled UE shall fullfill existing 3GPP requirements to access E-UTRAN. Consequently, the V2X enabled UE shall use the UICC to securely store subscriber credentials and perform EPS Authentication and Key Agreement as specified in 3GPP TS 33.401. 

2. Proposal: pseudo-CR to TR 33.885

------------------------------------------------------------------------------------------------------------------------------------------------
START of CHANGE
5.3.3
Security requirements
Editor Note: Security requirements will be added.

For V2X services relying on access networks within the scope of 3GPP TS 33.401 and 3GPP TS 33.402, the 3GPP Authentication and Key Agreement and associated subscriber credentials and identities used to access the network shall reside on the UICC within the V2X enabled UE, with the exception from 3GPP TS 33.402 regarding terminals that do not support 3GPP access capabilities.
END of CHANGE
