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1. Introduction
CT1#96 is CT1's final meeting for Rel-13. 

However, there some issues that CT1 needs input from SA3 so CT1 can progress the Stage 3. 

CT1 discussed and agreed the following set of questions during their adhoc meeting.

2. Discussion
When HTTP client accesses a resource in HTTP server of another MCPTT provider, then (based onSA6 feed back in CT1/SA6 session in 3rd Feb 2016) the HTTP request is routed via two HTTP proxies as shown in Figure 1.
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Figure 1: Possible routing when accessing a resource in partner MCPTT provider
Question-1: When HTTP client of MCPTT provider X accesses a resource in HTTP server of MCPTT provider Y, will TLS tunnel for HTTP communication be established:
a) between the HTTP client of MCPTT provider X and the HTTP proxy of MCPTT provider X;

b) between the HTTP client of MCPTT provider X and the HTTP proxy of MCPTT provider Y?

CT1 assumption is a).

Question-2: Is the security between HTTP proxy of provider X and the HTTP proxy of provider Y in this scenario to be provided by means of IPsec?
_1516027084.bin

