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1. Overall Description:

A CT4 ad-hoc meeting was held in Nashville (2016, 11-15 January) dedicated to the analysis of the requirements on the AAA-1, MCPTT-2 and CSC-13 reference points. A joint session with CT1 was also organized to try to better understand the SIP registration and call establishment procedures and the related requirements for the AAA-1 reference point.
Based on the functional requirements described in the TS 23.179 and the outputs of the joint session with CT1, CT4 has identified a set of working assumptions described below that need to be confirmed by SA6, some of them may depend on SA3 feedback. 
Apart from that, there are still some open questions that need to be answered in order to complete the CT4 work aspects on MCPTT.
A/ Regarding the IMS Registration procedure
Assumption 1:
It is assumed that IMS identities (IMS private identity and IMS public identity) are used during SIP registration in the same way as it is done in a normal IMS registration.

Assumption 2:
How the UE retrieves the identities to use in the registration and how the relation between IMS identities and MCPTT identities is done will be clarified by SA3.

Assumption 3:
It is assumed that the IMS private identity and/or the IMS public identity will contain the name of the domain in which is located the HSS/SIP database serving the called MCPTT user. This information is required by the I-CSCF/Registrar finder and the S-CSCF/Registrar to address the HSS/SIP user database located in an external network.
Assumption 4:
It is assumed that the registration authorization given by the HSS/SIP database to the I-CSCF/ Registrar finder does not depend on the fact that the registration authorization is requested for MCPTT or not. It is a normal IMS registration authorization request procedure i.e. there is no specific information to add in the authorization request sent to the HSS/SIP database and in the response received by the I-CSCF/Registrar finder.
Assumption 5:
It is assumed that the service profile retrieved from the HSS/SIP user database during the registration of an IMS public identity contains filter criteria which may trigger multiple application servers e.g. the MCPTT server and one SIP AS for MMTEL.
B/ Regarding SIP call establishment
Assumption 6:
It is assumed that call requests between MCPTT servers in case of private/group calls across multiple MCPTT systems are routed using either:

-
a Public Service Identity (PSI) mapping the called MCPTT ID/MCPTT group ID in the MCPTT Server. This PSI identifies the MCPTT server serving the called MCPTT user/MCPTT group; or
- 
an IMPU mapping the called MCPTT ID in the MCPTT server. This IMPU identifies the called user.
The IMPU/PSI is used by the I-CSCF/Registrar finder to retrieve from the HSS/SIP database the required information to forward the call request to the MCPTT server serving the called MCPTT user/MCPTT group.

C/ MCPTT user database and related reference points

Assumption 7:
It is assumed that the MCPTT user profile contains only MCPTT user configuration data defined in the Annex B.3 in the TS 23.179.

Assumption 8: It is assumed that the data access by CSC-13 is only the MCPTT user profile.

Assumption 9:
It is assumed that the data access by MCPTT-2 is only the MCPTT user profile and this profile is the same than the one managed by the configuration management server over the CSC-13 reference point.

Assumption 10:
It is assumed that the MCPTT server does not update the MCPTT user profile in the MCPTT user database.
Assumption 11:
It is assumed that the MCPTT user database is provisioned with the MCPTT user profiles (i.e. the MCPTT ID and the associated MCPTT user profile(s).
Assumption 12:
It is assumed that the MCPTT ID is the primary key to access any data in the MCPTT user profile.
Assumption 13: It is assumed that IMS identities are not used as keys to access data.

Assumption 14: It is assumed that the MCPTT user database does neither apply any logic based on data stored nor manipulate the MCPTT user profile in any way, i.e. it does not have any knowledge about stored data.
Assumption 15: It is assumed that MCPTT user profile(s) data format is XML

Assumption 16:  It is assumed that one single MCPTT server is in charge of the MCPTT ID at a given time.
Assumption 17:

It is assumed that CSC-13 and MCPTT-2 are intra-domain interfaces.
D/ Open questions
Question 1:
Is it required to define a specific format for the MCPTT ID beyond TS 23.179 requirements (i.e. MCPTT ID is defined as a URI)?
Question 2:
Is it required to define a specific format for the PSI?
Question 3:
Is there any other data than the MCPTT user profile to convey over the MCPTT-2 reference point?

Question 4:
If multiple MCPTT user profiles are defined per MCPTT ID, is there any need for MCPTT user profile id as a secondary access key?
Question 5:
Is it required to allow configuration management servers to create/upload in the MCPTT user database additional profiles to an existing MCPTT ID?
2. Actions:

To SA6 group.

ACTION: 
CT4 kindly asks SA6 to confirm that the CT4 assumptions on AAA-1, MCPTT-2 and CSC-13 reference points. If any of these assumptions is not correct, please indicate to CT4 the correct understanding. Please clarify also when assumptions given above are valid only for Rel-13 and some changes are expected for the next releases.
To SA6 and CT1 group.

ACTION: 
CT4 kindly asks SA6 and CT1 to answer to the remaining open questions raised by CT4.

3. Date of Next CT and CT4 Meetings:
CT4#72
15th – 19st February 2016

Jeju Island, Republic of Korea

CT#71
07th – 08th March 2016

Gothenburg, Sweden
