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GSMA SECAG (Security Assurance Group) is aware of the discussions taking place in SA3 regarding the needed level of detail for requirements and related test cases within the SCAS, in order to make it possible for them to be taken into account for an ISO 17025 accreditation of a test lab.
Having SECAG#09 taking place in London, the group utilized the opportunity and invited a representative of UKAS (United Kingdom Accreditation Service), the UK’s national accreditation body for accrediting according to ISO 17025.
The following statement regarding detail level was verified by the UKAS representative:

It should be precise what needs to be achieved by evaluating a requirement, but not necessarily what needs to be done in detail. It shouldn’t go into a huge amount of detail what equipment to be used. It can be up to the lab to determine what they use and what is suitable. It might be good to specify what is suitable on high-level to ensure that the lab is using the right type of tools.

The standard/3GPP document should describe what the aim of the test is and what it is trying to demonstrate. The requirement on the lab is to then interpret the requirements and apply the test using suitable methods and the equipment they have.

Given the FIA_PMG_EXT.1 example out of the “NIAP Protection Profile for Network Devices Version 1.1”, “Password Management”, Test 1, the UKAS representative concluded that the abstraction is at sufficient level of depth. This would enable executing test labs to receive ISO 17025 accreditation.


Page 2 of 2

